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1. Introduction
Regarding functional requirement i) and l) (i.e. restriction in network implemented Iu-flex and network sharing), functions would be technically linked. Therefore this document covers discussion regarding both functional requirements.
2. Discussion

· 




· 
There would some network configurations with network sharing. For example RNC, MSC/VLR, or SGSN is/isn’t shared. Regarding restrictions in network failure/congestion, situations are categorized into three cases.
Situation1 is RNC failure/congestion. In the case operator specific barring is not efficient, therefore exiting Access Class Control should be performed.
Situation2 is that there are non-overloaded nodes an operator has, meaning that Iu-flex is implemented. This situation would be handled by performing mechanism like the mechanism in section 6.1.3. If MSC/VLR or SGSN is in failure /congestion, RNC routes initial NAS messages from UEs being served by an overloaded CN node to an available non-overloaded CN node. If GMSC or GGSN is in failure/congestion, MSC/VLR or SGSN routes CS calls or PS sessions to an available non-overloaded CN node.

Note: Following description is in section 6.1.3 in TR23.898
In a network configuration using Iu-flex, MSC/VLR or SGSN in the pool indicate overload situations to the RNC. The RNC routes initial NAS messages from UEs being served by an overloaded CN node to an available non-overloaded MSC/VLR or SGSN in the pool area. Consequently the UEs of the overloaded CN node(s) end up being served by non-overloaded MSC/VLRs or SGSNs in the pool area.

If multiple or all MSC/VLR or SGSN in the pool area indicate overload, the RNC may decide to use domain specific access control. This RNC decision is implementation specific.

Iu-flex does not require any other additional domain specific access control functionality on the Uu interface compared to network configurations without Iu-flex.
Situation3 is that there are not available nodes an operator has. In the situation, NAS messages from UEs being served by the operator should be restricted. We propose following possible solutions.
Alternative 1: Utilization of PLMN selection procedure

In failure/congestion information concerning available core network operators without barred operator is broadcasted to UEs, so the UEs do not identify attached the operator and then perform PLMN selection procedures. Consequently the UEs do not try to access nodes of the barred operator.
Network sharing non-supporting UEs are not restricted because the UEs identify an operator by common PLMN-id. However RNC may route initial NAS message from the UEs to other available operator network. Consequently the UEs do not try to access nodes of the barred operator.
However unlike Access Class Barring, this mechanism does not support flexible barring configuration. Instead, this mechanism has less impact that following based on Extending Access Class Barring.
Alternative 2-1: Extending Access Class Barring with PLMN-id
In failure/congestion barred PLMN-id (MCC+MNC) listed in SIB3 is broadcasted to UEs and then the UEs attached the operator identified by the PLMN-id perform restriction of NAS messages.
However network sharing non-supporting UEs are not restricted because the UEs identify an operator by common PLMN-id. Besides, the UEs continue to try access to network repeatedly by expiration of update timer.
Alternative 2-2: Extending Access Class Barring with NRI
In failure/congestion NRI of barred node listed in SIB3 is broadcasted to UEs and then the UEs attached the node identified by the NRI perform restriction of NAS messages.

However if UEs having same NRI number allocated by other operator in other area moves to the area performed restriction, the UEs are even restricted because NRI is not global number. Therefore NRI number should be appropriately allocated within O&M matter.


Considered flexible barring configuration, alternative 2-1 and 2-2 are good. And considered node by node barring configuration, alternative 2-2 is better. The alternative can be also applied to a network with Iu-flex and without network sharing.
3. Proposal


Description about “Extending Access Class Barring with NRI” should be added to TR23.898.
Description in section 6.1.3 identifies consideration about only Domain Specific Access Control with Iu-flex, therefore for clarification title should be modified appropriately.
=========================1st Additional Description================================
6.1.1
Service/Cause/Node-specific access restrictions (solution for requirements  a, d, e, f, h, i, l)

Taking advantage of the currently available procedures, the system information broadcast by RNC is extended so that access class barring list can be specified to allow a more accurate restriction of only the service/access types that would worsen an overload problem. 

Such a mechanism will significantly reduce the impact on idle mode users who wish to access the network for other service-related reasons.. 

Such a solution would be suitable to meet the following requirements from section 5:

Requirement a:  Access Class Restriction applicable only with respect to accessing the PS (or respectively CS) domain.  
Requirement i:  Extended Access Class Restriction applicable only to apply to the transactions related to one CN node.
Requirement l:  Extended Access Class Restriction applicable to handle overload within only one of the multiple competing operator’s core networks.
Note: It may be necessary to provide Network Resource Identifier [4] in SIB3.
======================END of 1st Additional Description ==============================

=========================2nd Additional Description================================

6.1.3 Domain Specific Access Control with Iu-flex (requirement a, i)

In a network configuration using Iu-flex, MSC/VLR or SGSN in the pool indicate overload situations to the RNC. The RNC routes initial NAS messages from UEs being served by an overloaded CN node to an available non-overloaded MSC/VLR or SGSN in the pool area. Consequently the UEs of the overloaded CN node(s) end up being served by non-overloaded MSC/VLRs or SGSNs in the pool area.

If multiple or all MSC/VLR or SGSN in the pool area indicate overload, the RNC may decide to use domain specific access control. This RNC decision is implementation specific.

Iu-flex does not require any other additional domain specific access control functionality on the Uu interface compared to network configurations without Iu-flex.
======================END of 2nd Additional Description ==============================

=========================3rd Additional Description================================

6.3 O&M Guidance
Editor’s note:  This section intends to provide best practice guidance for some of the scenarios  which may be considered as less essential and /or that may depend on operator’s choice.
6.3.1 Node Specific Access Control (requirement i, l) 
In a network configuration using Iu-flex with and without network sharing, when the network is in failure/congestion, extending Access Class Barring with NRI would be performed. If NRI by which restricted node is identified is same as NRI allocated to UEs by other operator in other area, and if the UEs moves to the area performed the restriction, the UEs are even restricted. Therefore NRI numbers should be appropriately allocated within O&M matter (e.g. NRIs used in next pool area are not allocated.).

======================END of 3rd Additional Description ==============================
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