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1. Introduction
Regarding Access class barring, new functional requirements are under discussion. However in order to clarify its impact and its feasibility this document propose its solution.

2. Proposal

To solve requirement d, e, f, and h, domain specific identity, message specific identity, and incoming/outgoing specific identity should be provided.
If discussion of functional requirement goes on or if other requirement (e.g. Network sharing consideration) may achieved by the mechanism, modified description regarding Access Class Barring could be added in annex in TR23.898 for forwarding study.
=========================Additional Description================================

6.1.1
Service/Cause-specific access restrictions (solution for requirements  a, d, e, f, h)

Taking advantage of the currently available procedures, the system information broadcast by RNC is extended so that access class barring list can be specified to allow a more accurate restriction of only the service/access types that would worsen an overload problem. 

Such a mechanism will significantly reduce the impact on idle mode users who wish to access the network for other service-related reasons.. 

Such a solution would be suitable to meet the following requirements from section 5:

Requirement a:  Access Class Restriction applicable only with respect to accessing the PS (or respectively CS) domain.  

Requirement d:  Access Class Restriction applicable only to limit CS domain Call Control accesses while permitting other Connection Management (e.g. SMS) and Mobility Management activity to the CS domain.
Requirement e:  Access Class Restriction applicable only to prevent SMS traffic while permitting PS and CS domain traffic and MM and GMM signalling.
Requirement f:  Access Class Restriction applicable only to require the mobile to respond to CS and/or PS domain paging while prohibiting mobile originating traffic.

Requirement h:  Access Class Restriction applicable only to limit PS domain traffic while permitting Session Management, GMM and SMS activity.
Example:  
Figure 6.1 and 6.2 shows an extended ACBL for extended access class restriction 

The part highlighted in green is the extension. In order to perform above restrictions, domain specific identity, protocol specific identity, and incoming/outgoing specific identity should be provided.
When receiving such system information in figure 6.1, the UE will behave as follows: 

If the UE does not support the extension, it will not recognise the extension information marked in green and it will barred if its class is included in  the “Access Class Barred list” field.
Initiating/terminating PS session of the UE that supports the extension will be barred if “PS” is included in CN domain identity-1st Domain I.E. and its class is included in the Access Class Barred list-1st Domain field.

Initiating/terminating CS call of the UE that supports the extension will be barred if “CS” is included in CN domain identity-2nd Domain I.E. and its class is included in the Access Class Barred list-2nd Domain field.
	Access Class Barred list (ACBL)
	0x0011

	CN domain identity-1st Domain
	PS

	Access Class Barred list-1st Domain
	0x0011

	CN domain identity-2nd Domain
	CS

	Access Class Barred list-2nd Domain
	0x0011


Figure 6.1: Domain Specific Access Control in System Information (SIB3) for requirement a
When receiving such system information in figure 6.2, the UE will behave as follows: 

If the UE does not support the extension, it will not recognise the extension information marked in green and it will barred if its class is included in the “Access Class Barred list” field.
CS Call Control message of the UE that supports the extension will be barred if “CS” is included in CN domain identity-1st Domain I.E. and “CS” is included in Message identity-1st Message in 1st Domain I.E. and its class is included in the Access Class Barred list-1st Message in 1st Domain field.
	Access Class Barred list (ACBL)
	0x0011

	CN domain identity-1st Domain
	CS

	Message identity-1st Message in 1st Domain 
	CC

	Access Class Barred list-1st Message in 1st Domain
	0x0011


Figure 6.2: CS Call Control Access Control in System Information (SIB3) for requirement d





======================END of Additional Description ==============================
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