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<< First Modified Clause >>
9.1
Mobile Terminating Location Request

The MT-LR procedures for the location request from the LCS client which does not have the privacy override capability are described in the chapter 9.1.1.
The MT-LR procedures for the location request from the LCS client which has the privacy override capability, but the R-GMLC judges that the conditions for POI applicability, as they are described in 9.5.1 are not met, are also described in the chapter 9.1.1. In this case the POI is not transferred to the serving node.

The MT-LR procedures for the location request from the LCS client which has the privacy override capability (e.g. the request is come from the emergency service provider) and R-GMLC judges that the conditions for POI applicability, as they are described in 9.5.1 are met, are described in the chapter 9.1.1A. In this case the H-GMLC is not involved to the location procedures and the privacy check procedures in H-GMLC/PPR are skipped.
It is noted that R-GMLC handles the periodicity of location requests as requested by the LCS client both in CS and PS domain.
<< Next Modified Clause >>
9.1.1A
Common MT-LR procedure in PS and CS domain for Emergency MT-LR

This clause describes how an emergency location request may be handled similarly to a normal location request. This method should be restricted to those countries where there is not a national requirement to provide location for callers who are either roaming or making an emergency call from a SIM-less UE. It is also appropriate to use this method to provide location for lawful intercept services where allowed by national regulation.
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Figure 9.1A: Network Positioning for an Emergency MT-LR

1)
An external LCS client which has the privacy override capability, (e.g. Emergency service provider), requests the location of a target UE from a GMLC. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client.
2)
If the R-GMLC already knows IMSI for the particular MSISDN, (e.g. from a previous location request) and  the VMSC/MSC server address or SGSN address, this step and step 3 may be skipped. Otherwise, the R-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of this UE.
3)
The HLR/HSS verifies whether the R-GMLC is authorized to request UE location information. If not, an error response is returned.
Otherwise the HLR/HSS returns one or several of the network addresses of the current SGSN and/or VMSC/MSC server and whichever of the IMSI and MSISDN that was not provided in step 2. The HLR/HSS also returns the address of the V-GMLC associated with the serving nodes, if available.
Note:
HLR/HSS may prioritise between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE’s capabilities for LCS. Other priority criteria are for further study.
4)
In the cases when the R-GMLC did not receive the address of the V-GMLC, or when the V-GMLC address is the same as the R-GMLC address, or when both PLMN operators agree not to use the Lr interface, the R-GMLC does not send the location request to the V-GMLC and the step 6 is skipped. In this case, the R-GMLC sends the location service request message directly to the serving node.
If the R-GMLC received the address of the V-GMLC from the HLR/HSS and the V-GMLC address is different from the R-GMLC address, the R-GMLC sends the location request to the V-GMLC. The location request shall contain one or several of the network addresses of the current SGSN and/or MSC/VLR, the IMSI and MSISDN of the target UE and the privacy override indicator. The V-GMLC first authenticates that the location request is allowed from this GMLC, PLMN or from this country. If not, the positioning request is rejected and an error response is returned. Otherwise, it sets the privacy indicator to “not allowed” and includes it with the POI in the Provide Subscriber Location message.
5)
In case the GMLC receives only the MSC/VLR address, the MT LR proceeds as the CS-MT-LR procedure described in 9.1.2. In case GMLC receives only the SGSN address, the MT LR proceeds as the PS-MT-LR procedure described in 9.1.6. In case the GMLC receives several of the following addresses, SGSN, VMSC and/or MSC Server, it has to decide where to send the location request. In any case the serving node checks if the conditions for POI applicability, as they are described in 9.5.1 are met.
NOTE:
The order in which these procedures are invoked and whether one or both procedures are used may depend on information in the LCS service request, subscription information for the LCS client, possible priority information returned by the HLR/HSS or information already stored in the GMLC (e.g. obtained from previous location requests).

6)
The V-GMLC sends the location service response to the R-GMLC. The location service response may contain the information about the positioning method used. The V-GMLC may record charging information.

7)
R-GMLC sends the location service response to the LCS client. If the LCS client requires it, the R-GMLC may first transform the universal location co-ordinates provided by the SGSN or MSC/MSC server into some local geographic system. The location service response from the GMLC to the LCS client may contain the information about the positioning method used. After receiving (stage 3) acknowledgement from the LCS client, the R-GMLC may record charging information both for the LCS client and inter-network revenue charges from the SGSN or MSC/MSC server's network.

The detailed CS-MT-LR and PS-MT-LR procedures in step 5 of figure 9.1A are described in 9.1.2 and 9.1.6.

<< Next Modified Clause >>
9.5.2
Privacy Procedures

The privacy profile of the UE subscriber (SLPP) may be stored in HLR/HSS and/or in H-GMLC/PPR. If the privacy profile data are stored in SLPP of H-GMLC/PPR, then the pseudo external identities, if required, shall be contained in the SLPP of the HLR/HSS. Also if the privacy profile data are stored in H-GMLC/PPR, H-GMLC/PPR sends the indicators of privacy related action or the pseudo external identities to the serving nodes in order to inform the results of the privacy check procedures in H-GMLC/PPR.

The SLPP stored in the HLR/HSS shall be downloaded to the VMSC, MSC Server and SGSN together with the rest of his subscription information in the existing operation INSERT_SUBSCRIBER_DATA. It will be deleted with the existing operation DELETE_SUBSCRIBER_DATA.

Based on the location of the VMSC/MSC Server/SGSN, the R-GMLC evaluates whether to accept or ignore the received POI, according to the definition in clause 9.1.5. If the POI is ignored, then it is not transferred from R-GMLC to the serving node.

In all other cases the POI is transferred from the GMLC to the VMSC/MSC Server/SGSN in the location request. Based on the location of the GMLC the VMSC/MSC Server/SGSN evaluates whether to accept or ignore the received POI according to the definition in clause 9.5.1.
If the POI is accepted the location requested is unconditionally performed. Otherwise if the POI is ignored the VMSC/MSC Server/SGSN evaluates the privacy options in the UE subscriber's subscription profile (assuming this is held in the VLR/MSC Server/SGSN) or evaluates the received privacy related action indicators (i.e. rejects the location request). If the corresponding register does not contain the UE subscription profile, LCS will rely on the existing GSM recovery mechanisms to obtain the profile.

If local regulatory requirements mandate it, any MT-LR for an emergency services LCS client and any NI-LR for an emergency services call origination shall be allowed by the VMSC/MSC Server.

If the location request is allowed by the privacy options the location request is performed. Otherwise, if the location request is barred by the privacy options, the location request is refused an error response is returned to the LCS client with a cause code indicating that the request was rejected by the subscriber.

<< Next Modified Clause >>
9.5.4
Indicator of privacy check related action 

When the client type indicates value added service and the serving node supports LCS capability set 4, H-GMLC/PPR shall select indicators for privacy check related action and the indicators shall be included in the Provide_Subscriber_Location request towards the serving node. The indication is sent to the serving node directly from the H-GMLC or via V-GMLC. There shall be an indicator for the call/session unrelated. Another indicator for the call/session related is optional and it shall be sent only if call/session related identity, i.e. the number dialled by UE or APN-NI, is sent to the serving node.

The possible values of the indicator of privacy check related action for call/session unrelated case shall be:

-
Location allowed without notification

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

-
Location not allowed (only applicable when the indicator for call/session related case is sent, or the POI is included in the provide subscriber location request.)

The possible values of the indicator of privacy check related action for call/session related case shall be:

-
Location allowed without notification

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

If both indicators are sent but indicating different actions and the call/session related criteria met in the serving node then an action according to the indicator with the looser action according to the definition in Annex A shall be chosen as shown in Annex A.3.
If the UE subscribes either to PLMN class or to the universal class, H-GMLC/PPR sends the indicator for call/session unrelated class with the value of “Location allowed without notification”.
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