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****** FIRST MODIFIED SECTION ********
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 21.905 [2] and in TS 32.225 [7] and the following apply:

Charging key: information used by the online and offline charging system for rating purposes.

Charging rule: a set of information including the service data flow filters, and the charging key, , for a single service data flow (further details can be found in 5.2). In the case of GPRS a Charging rule is applied on a per PDP context basis.
Dynamic charging rule: Charging rule where some of the data within the charging rule (e.g. service data flow filter information) is assigned via real-time analysis, which may use dynamic application derived criteria.

Packet flow: a specific user data flow carried through the Traffic Plane Function. A packet flow can be an IP flow.

Predefined charging rule: Static charging rule which is defined in the Traffic Plane Function. A predefined charging rule is either applicable for all users or dynamically activated per user.

Service data flow: aggregate set of packet flows. In the case of GPRS, it shall be possible that a service data flow is more granular than a PDP context.

Service Data Flow Filter: a set of filter parameters used to identify one or more of the packet flows constituting a service data flow. At least the following means for the packet flow identification shall be supported: source and destination IP address+port, transport protocol, or application protocol.
Static charging rule: Charging rule where all of the data within the charging rule describing the service data flow is permanently configured throughout the duration of a user’s data session. A static charging rule that is predefined may be activated dynamically.
TPF/CRF instance: A dialogue between TPF and CRF, with a unique instance identifier per user and IP network connection to identify each established dialogue.

****** END OF CHANGE *******

****** NEXT MODIFIED SECTION ********
4.1
General

The current level of traffic differentiation and traffic-type awareness of the GPRS architecture shall be extended beyond APN and PDP Context level. It shall be possible to apply differentiated charging for the traffic flows belonging to different services (a.k.a. different service data flows) even if they use the same PDP 
Context. It shall be possible for an operator to control what QoS a particular service is allowed to use. Further it shall be possible for the operator to discard traffic that is mapped onto a PDP context the service is not allowed to use,
In addition, it shall be possible to apply differentiated charging for the traffic flows belonging to different services carried by other IP Connectivity Access Networks (IP-CANs).

Charging and tariffing models described in this Technical Specification shall be possible to be applied to both prepaid and postpaid subscribers, i.e. to both online and offline charging.

Online and offline are not the same as prepaid and postpaid (see TS 32.225 [7]). For example it is worth highlighting that the operator can have postpaid subscribers on credit control by using on-line charging mechanisms.

The GPRS online charging solutions up to release 5 are built around CAMEL mechanisms that provide online access- and charging-control for GPRS - pertaining to PDP Contexts of an APN.
The flow based charging architecture developed in this Technical Specification shall use generic native IP charging mechanisms to the extent possible in order to enable the reuse of the same charging solution and infrastructure for different type of IP-Connectivity Networks.
Note:
Providing differentiated service data flow based charging is a different function from providing differentiated traffic treatment on the IP-flow level. The operation of service data flow based charging shall not mandate the operation of service based local policy.
In addition charging based on specific application services or protocols shall be supported.

****** END OF CHANGE *******

****** NEXT MODIFIED SECTION ********
4.3.1
General

When developing the charging solutions, the following charging models should be considered, even though the full solution to support the models may not be within the scope of this TS.

Shared revenue services shall be supported. In this case settlement for all parties shall be supported, including the third parties that may have been involved providing the services.

The charging solution shall allow various charging models such as:

-
Volume based charging;

-
Time based charging;

-
Volume and time based charging;

-
No charging.
Editor’s note:
Additional charging models that are event and service based require further investigation.

It shall be possible to apply different rates when a user is identified to be roaming from when the user is in the home network.

It shall be possible to restrict special rates to a specific service, e.g. allow the user to download a certain volume of data from one service for free, but this allowed volume is not transferable to other services. It shall be possible also to apply special rates based on the time of day.

It shall be possible to enforce per-service usage limits for a service data flow using online charging on a per user basis (may apply to pre-paid and postpaid users).

It shall be possible for online charging systems to check the amount of data used over some time period. The online charging systems can provide both volume credit and time indication.

In the case of online charging, it shall be possible to perform rating and allocate credit depending on the characteristics of the bearer resources allocated initially (in the GPRS case, the QoS of the PDP context).

The flow based bearer level charging can support dynamic selection of charging to apply. A number of different inputs can be used in the decision to identify the specific charging to apply. For example, a service data flow may be charged with different rates depending on what QoS is applicable. The charging rate may thus be modified when a bearer is created or removed, to change the QoS provided for a service data flow.

The charging rate or charging model applicable to a service data flow may also be changed as a result of events in the service (e.g. insertion of a paid advertisement within a user requested media stream). The charging model applicable to a service data flow may also change as a result of events identified by the OCS (e.g. after having spent a certain amount, the user gets to use some services for free). The charging rate or charging model applicable to a service data flow may also be changed as a result of having used the service data flow for a certain amount of time and/or volume.
In the case of online charging, it shall be possible to apply an online charging action upon TPF events (e.g. re-authorization upon QoS change).
It shall be possible to indicate to the TPF that interactions with the charging systems are not required for a charging rule, i.e. to perform neither accounting nor credit control for this service data flow.

Charging rules shall be activated according to the policies of the operator.

If a charging rule is not active for a flow the traffic related to this flow shall be discarded.
****** END OF CHANGE *******

****** NEXT MODIFIED SECTION ********
5.1
Overview

The following functions are provided by the network for service data flow based policy control and charging. This applies to both online and offline charging unless otherwise specified:

-
Identification of the service data flows that need to be charged individually (e.g. at different rates);

· Provision and control of charging rules on service data flow level;

· In the GPRS case: Provision and control of charging rules on a per PDP context basis;

-
Reporting of service data flow level byte counts (for volume based charging) and service data flow durations (for time based charging);

· Event indication according to on-line charging procedures (e.g. sending AAA Accounting Stop) and, optionally, following this particular event, taking appropriate actions on service data flow(s) according to the termination action.

· Event indication and event monitoring by the TPF and following this particular event, taking the appropriate on-line charging actions.

5.2
Charging rules

Charging rules contain information that allow for filtering of traffic to identify the packets belonging to a particular service data flow, and allow for defining how the service data flow is to be charged. The following apply to charging rules:
-
The charging rules for bearer charging are defined by the operator.

-
These charging rules are made available to the Traffic Plane function for both offline and online charging if the operator policies allow it.

-
Multiple charging rules are supported simultaneously per user.

-
Filtering information within a charging rule is applied through filtering functionality at the Traffic Plane Function to identify the packets belonging to a particular service data flow.

-
Charging rules with dynamically provisioned filtering information (i.e. made available to the Traffic Plane Function) are supported in order to cover IP service scenarios where the filtering information is dynamically negotiated (e.g. negotiated on the application level (e.g. IMS)).

-
Pre-defined charging rules stored in the TPF are supported. The charging rule identifiers of the pre-defined charging rules shall be different from the charging rule identifiers allocated by the CRF.
-
Elements of charging rules may be statically configured at the Traffic Plane Function, or dynamically provisioned.

Note-i:
The mechanism to support use of elements statically pre-defined in the TPF (e.g. filter information) is for stage 3 development.

Note-ii:
The stage 3 development may also evaluate providing an optimisation to support dynamic provisioning of an entire charging rule pre-defined in the TPF.

-
Pre-defined filters that are part of the pre-defined charging rules may support extended capabilities, including enhanced capabilities to identify packets associated with application protocols.

-
There may be overlap between the service data flow filter information of charging rules that are applicable. Overlap can occur between:

-
multiple pre-defined charging rules in the TPF;

-
multiple charging rules from the CRF;

-
charging rules pre-defined in the TPF and rules from the Service Data Flow Based Charging Rules Function, which can overlay the pre-defined rules in the TPF.

The precedence identified with each charging rule shall resolve all overlap between the charging rules. When overlap occurs between a dynamically allocated charging rule and a pre-defined charging rule at the TPF, and they both share the same precedence, then the dynamically allocated charging rule shall be used.
Note:
It’s operators’ responsibity to ensure that overlap between the pre-defined charging rules can be resolved based on precedence of each pre-defined charging rule in the TPF. It’s CRF’s responsibity to ensure that overlap between the dynamically allocated charging rules can be resolved based on precedence of each dynamically allocated charging rule.
-
Charging rules contain information on:

-
How a particular service data flow is to be charged: online, offline or neither;

-
In case of offline charging whether to record volume- or time-based charging information or both;

-
Charging key;

-
Service data flow filter(s);

-
Precedence (used at the TPF to determine the order in which charging rules shall be applied to a service data flow);

-
Charging rule identifier (used between CRF and TPF for referencing charging rules);

-
Application Function Record Information.

-
Event triggers and/or CCF/OCS addresses are associated with all charging rules for a user and IP network connection.
-
The charging rule identifiers allocated by the CRF shall be unique for a CRF/TPF instance.
-
The Application Function Record information (e.g. ICID and flow ID(s)) is included in the charging rule, and in subsequently generated charging information generated as a result of the rule, if it is provided by an Application Function and the rule filters are based on the Application Function provided information. It should be noted that, in order to associate a single Application Function Record with specific counts/credits, it is necessary that new counts/credits be generated for the user by the TPF each time the AF generates new Application Function Record information.
-
Once the charging rule is determined it is applied to the service data flow at the Traffic Plane Function and packets are counted and categorised per the rule set in the charging rule.

-
Separate charging rules can be provided for downlink and uplink.

-
Charging rules can be configured for both user initiated and network initiated flows.

-
Charging rules can change and be overridden, e.g. for a previously established PDP context in the GPRS case, based on specific events (e.g. IM domain events or GPRS domain events, credit control events).

-
Different charging rules can be applied for different users.
-
The same charging rule can be applied for multiple users.
-
Different charging rules can be applied based on the location of the user (e.g. based on identity of the roamed to network).

· Charging rule assignment can occur at bearer service establishment, modification and termination. For GPRS, charging rule assignment can occur at PDP context activation, modification and deactivation.

· For GPRS at PDP context activation, modification and termination a CRF may decide to activate/deactivate Charging rules for any active PDP context. As an example the CRF may decide that a charging rule applies to multiple PDP contexts. A CRF may send a charging rule once and then refer to this particular charging rule when the charging rule is activated for multiple PDP contexts.
-
For GPRS, the charging rules can be dependent on the APN used.

****** END OF CHANGE *******

****** NEXT MODIFIED SECTION ********

5.4
Reporting

This refers to the differentiated charging information being reported to the charging functions. Basic example: those 20 packets were in rating category A, include this in your global charging information.

-
The Traffic Plane function shall report bearer charging information for online charging;

-
The Traffic Plane function shall report bearer charging information for offline charging;

-
Charging information is reported based on the application of the bearer charging rules in the TPF (service data flow related charging information), and in the case of GPRS, as specified in [3] (per PDP context);

-
The Traffic Plane function shall report triggered Events of an existing charging rule for both offline and on-line charging;

-
The Traffic Plane function shall report triggered re-authorisation of existing charging rules for on-line charging;

-
It shall be possible to report charging information showing usage for each user for each charging rule, e.g. a report may contain multiple containers, each container associated with a charging key;

-
It shall be possible to associate per PDP context charging information with the corresponding service data flow based charging information. 

****** END OF CHANGE *******

****** NEXT MODIFIED SECTION ********

7.2
Bearer events

7.2.1
Bearer Service Establishment
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Figure 7.1:
Bearer Service Establishment in case of offline charging

1
The TPF receives a request to establish a bearer service. For GPRS, this is the GGSN that receives a Create PDP context request for a primary or secondary PDP context.

2
The TPF requests the applicable charging rules, and provides relevant input information for the charging rule selection.

3
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF). Charging rules may need to be installed. In addition, the CRF also determines which event triggers shall be monitored by the TPF.

4
The CRF provides the charging rules and associated event triggers (if available) to the TPF. This message is flagged as the response to the TPF request. Note that the CRF may decide that a Charging Rule applies for multiple PDP contexts. It shall be possible for the CRF to send a reference to a charging rule when it applies to multiple PDP contexts.
5
The TPF performs charging rule actions as indicated, i.e. installing charging rules. During establishment of the initial bearer service the TPF also installs any pre-defined charging rules.

6
The TPF continues with the bearer service establishment procedure.

The TPF shall wait for the charging rules installation before accepting the Bearer establishment as shown in figure 7.1.

In case of online charging, in order to allow for Bearer establishment control upon credit check, the TPF shall wait for the credit control information before accepting the Bearer establishment as shown in figure 7.2.
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Figure 7.2: Bearer Service Establishment in case of online charging

1.
The TPF receives a request to establish a bearer service. For GPRS, this is the GGSN that receives a Create PDP context request for a primary or secondary PDP context.

2.
The TPF requests the applicable charging rules, and provides relevant input information for the charging rule decision.

3.
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF). Charging rules may need to be installed. In addition, the CRF also determines which event triggers shall be monitored by the TPF.

4.
The CRF provides the charging rules and associated event triggers (if available) to the TPF. This message is flagged as the response to the TPF request. Note that the CRF may decide that a Charging Rule applies for multiple PDP contexts. It shall be possible for the CRF to send a reference to a charging rule when it applies to multiple PDP contexts.
5.
The TPF performs charging rule actions as indicated, i.e. installing charging rules. During establishment of the initial bearer service the TPF also installs any pre-defined charging rules.

6.
The TPF requests credit for any established charging rule (either already established or newly installed) from the OCS, and provides relevant input information for the OCS decision. The TPF returns the remaining credit of any removed charging rule.

7.
The OCS provides the credit information to the TPF and may provide re-authorisation triggers for each of the credits.

8.
If credit is available at least for one charging rule, the TPF accepts the bearer service establishment. If no credit is available, the TPF rejects the bearer service establishment.

Note:
Further details of the credit control mechanism are expected to be specified by Stage 3.

7.2.2
Bearer Service Modification

7.2.2.1
General

According to the Event triggers and Re-authorisation triggers, Bearer Service Modification may trigger the TPF to signal the CRF that a bearer has been modified and/or trigger the TPF to request re-authorisation (for online).

7.2.2.2
Bearer Service Modification in case of offline charging
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Figure 7.2a: Bearer Service Modification triggered Charging Rule Request

1.
The TPF receives a request to modify a bearer service. For GPRS, the GGSN receives an Update PDP context request.

2.
The TPF uses the event triggers in order to determine whether a request for charging rules is required

3.
The TPF requests the applicable charging rules indicating a bearer modification, and provides relevant input information for the charging rule selection.

4.
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF). Charging rules may need to be installed, and/or removed, and/or 
modified. Note that the CRF may decide that a Charging Rule applies for multiple PDP contexts. It shall be possible for the CRF to send a reference to a charging rule when it applies to multiple PDP contexts.

5.
The CRF provides the charging rule information to the TPF. This message is flagged as the response to the TPF request.

6.
The TPF performs charging rule actions as indicated, i.e. installing, modifying or removing charging rules.

7.
The TPF continues with the bearer service modification procedure.

Note-i:
In the case of GPRS, the modification of the bearer service may also be initiated by other nodes such as the SGSN.
Note-ii:
The TPF shall wait for the charging rules installation before accepting the Bearer modification, as shown in figure 7.1.
7.2.2.3
Void

Figure 7.2b: Bearer Service Modification triggered re-authorisation

7.2.2.4
Bearer Service Modification in case of online charging
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Figure 7.2c: Bearer Service Modification in case of online charging

1.
The TPF receives a request to modify a bearer service. For GPRS, the GGSN receives an Update PDP context request.

2.
The TPF uses the event triggers in order to determine whether a request for charging rules is required.
3.
The TPF requests the applicable charging rules indicating a bearer modification, and provides relevant input information for the charging rule selection.

4.
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF) Charging rules may need to be installed, and/or removed, and/or 
modified. Note that the CRF may decide that a Charging Rule applies for multiple PDP contexts. It shall be possible for the CRF to send a reference to a charging rule when it applies to multiple PDP contexts.

5.
The CRF provides the charging rule information to the TPF. This message is flagged as the response to the TPF request.

6.
The TPF performs charging rule actions as indicated, i.e. installing, modifying or removing charging rules.

7.
The TPF identifies whether the bearer modification matches the re-authorisation trigger(s) of any charging rule that has neither been installed nor removed in step 6.

8.
The TPF interacts with the OCS if the set of charging rules has changed or if the bearer modification matches re-authorisation trigger(s) of any charging rule in the step 7. The TPF requests credit for any newly installed charging rule, and provides relevant input information for the OCS decision. The TPF returns the remaining credit of any removed charging rule. The TPF returns the unused credit(s) for any charging rule(s) applicable for re-authorisation and requests re-authorisation of their credits.

9.
The OCS answers to the TPF providing credits.

10.
If credit is available at least for one charging rule, the TPF accepts the bearer modification.Note:
In the case of GPRS, the modification of the bearer service may also be initiated by other nodes such as the SGSN.

7.2.3
Bearer Service Termination
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Figure 7.3: Bearer Service Termination in case of offline charging

1
The TPF receives a request to remove a bearer service. For GPRS, this is the GGSN that receives a delete PDP context request.

2
The TPF indicates that a bearer (for GPRS, a PDP context) is being removed and provides relevant input information for the charging rule selection.

3
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF). Charging rules may need to be 
removed. Note that the CRF may decide that a Charging Rule applies for multiple PDP contexts. It shall be possible for the CRF to send a reference to a charging rule when it applies to multiple PDP contexts.

4
The CRF provides the charging rule information to the TPF. This message is flagged as the response to the TPF request.

5
The TPF performs charging rule actions as indicated, i.e. removing charging rules.

6
The TPF continues with the bearer service removal procedure.

Note:
In the case of GPRS, the bearer service termination procedure may also be initiated by other nodes such as the SGSN.

The bearer service termination procedure can proceed in parallel with the indication of bearer termination.
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Figure 7.3a: Bearer Service Termination in case of online charging

1.
The TPF receives a request to remove a bearer service. For GPRS, this is the GGSN that receives a delete PDP context request.

2.
The TPF indicates that a bearer (for GPRS, a PDP context) is being removed and provides relevant input information for the charging rule decision.

3.
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF) Charging rules may need to be installed, and/or removed, and/or modified.

4.
The CRF provides the charging rule information to the TPF. This message is flagged as the response to the TPF request. Note that the CRF may decide that a Charging Rule applies for multiple PDP contexts. It shall be possible for the CRF to send a reference to a charging rule when it applies to multiple PDP contexts.
5.
The TPF performs charging rule actions as indicated, i.e. removing charging rules.

6.
The TPF returns the remaining credit to the OCS for each charging rule that is removed.

7.
The OCS acknowledges the report to the TPF.

8.
The TPF continues with the bearer service removal procedure.

The bearer service termination procedure can proceed in parallel with the final usage reporting.

Note:
Further details of the credit control mechanism are expected to be specified by Stage 3.
7.3
Provision of Charging Rules triggered by other event to the CRF
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Figure 7.4: Provision of Charging Rules due to external or internal Trigger Event

1
The CRF receives a trigger event, with relevant information related to the event. One example event is an AF interaction as described in 7.1.

2
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the trigger). Charging rules may need to be installed, and/or removed, and/or modified.

3
If required, the CRF provisions the charging rules to the TPF.

4
The TPF performs charging rule actions as indicated, i.e. installing, modifying or removing charging rules. Note that the CRF may decide that a Charging Rule applies for multiple PDP contexts. It shall be possible for the CRF to send a reference to a charging rule when it applies to multiple PDP contexts.
5
In case of online charging, the TPF requests credit for any newly installed charging rule from the OCS, and provides relevant input information for the OCS decision. The TPF returns the remaining credit of any removed charging rule.

6
In case of online charging, the OCS provides the credit information to the TPF and may provide re-authorisation triggers for each of the credits.
****** END OF CHANGE *******
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