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**** First modified section ****

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 21.905 [2] and in TS 32.225 [7] and the following apply:

Charging key: information determining what rating to apply.

Charging rule: a set of information comprising the service data flow filters, charging key, and the associated charging actions, for a single service data flow (further details can be found in 4.3).
Credit pool: An authorised credit for a certain purpose. The OCS authorises the credit. The credit pool takes debit operations based on the rating applied at the TPF.
Dynamic charging rule: Charging rule where some of the data within the charging rule (e.g. service data flow filter information) is assigned via real-time analysis, which may use dynamic application derived criteria.

Packet flow: a specific user data flow carried through the Traffic Plane Function. A packet flow can be an IP flow.

Predefined charging rule: Static charging rule which is defined in the Traffic Plane Function.

Rating rule: An information container, which defines the scope and algorithm for rating within its scope. An applied rating rule yields debit operations to a credit pool.
Service data flow: aggregate set of packet flows. In the case of GPRS, it shall be possible that a service data flow is more granular than a PDP context.

Service Data Flow Filter: a set of filter parameters used to identify one or more of the packet flows constituting a service data flow. At least the following means for the packet flow identification shall be supported: source and destination IP address+port, transport protocol, or application protocol.
Static charging rule: Charging rule where all of the data within the charging rule describing the service data flow is permanently configured throughout the duration of a user’s data session. A static charging rule may be activated dynamically.

**** Next modified section ****
4.3.1
General

When developing the charging solutions, the following charging models should be considered, even though the full solution to support the models may not be within the scope of this TS.

Shared revenue services shall be supported. In this case settlement for all parties shall be supported, including the third parties that may have been involved providing the services.

The charging solution shall allow various charging models such as:

-
Volume based charging;

-
Time based charging.

Editor’s note: Additional charging models that are event and service based require further investigation.

It shall be possible to apply different rates when a user is identified to be roaming from when the user is in the home network.

It shall be possible to restrict special rates to a specific service, e.g. allow the user to download a certain volume of data from one service for free, but this allowed volume is not transferable to other services. It shall be possible also to apply special rates based on the time of day.

It shall be possible to enforce per-service usage limits for a service data flow using online charging on a per user basis (may apply to pre-paid and postpaid users).

In the case of online charging, and where information is available to enable service data flow packets to be associated with a specific PDP context, it shall be possible to perform rating and allocate credit depending on the characteristics of the resources allocated initially (in the GPRS case, the QoS of the PDP context).

The flow based charging can support dynamic selection of the rating to apply. A number of different inputs can be used to decide on the rating to apply. For example, a service data flow may be charged with different rates depending on what QoS is applicable. The rate may thus vary depending on the QoS provided for a service data flow.

The charging rate or charging model applicable to a service data flow may also be changed as a result of events in the service (e.g. insertion of a paid advertisement within a user requested media stream). The charging model applicable to a service data flow may also change as a result of events identified by the OCS (e.g. after having spent a certain amount, the user gets to use some services for free).

In the case of online charging, it shall be possible to apply an online charging action upon TPF events (e.g. re-authorization upon QoS change).
**** Next modified section ****
5.2
Charging rules

Charging rules contain information that allow for filtering of traffic to identify the packets belonging to a particular service data flow, and allow for defining how the service data flow is to be charged. The following apply to charging rules:
-
The charging rules for bearer charging are defined by the operator.

-
These charging rules are made available to the Traffic Plane function for both offline and online charging.

-
Multiple charging rules are supported simultaneously per user.

-
Filtering information within a charging rule is applied through filtering functionality at the Traffic Plane Function to identify the packets belonging to a particular service data flow.

-
Charging rules with dynamically provisioned filtering information (i.e. made available to the Traffic Plane Function) are supported in order to cover IP service scenarios where the filtering information is dynamically negotiated (e.g. negotiated on the application level (e.g. IMS)).

-
Pre-defined charging rules are supported.

-
Elements of charging rules may be statically configured at the Traffic Plane Function, or dynamically provisioned.

Note-i:
The mechanism to support use of elements statically pre-defined in the TPF (e.g. filter information) is for stage 3 development.

Note-ii:
The stage 3 development may also evaluate providing an optimisation to support dynamic provisioning of an entire charging rule pre-defined in the TPF.

-
Pre-defined filters may support extended capabilities, including enhanced capabilities to identify packets associated with application protocols.

-
There may be overlap between the charging rules that are applicable. Overlap can occur between:

-
multiple pre-defined charging rules in the TPF;

-
charging rules pre-defined in the TPF and rules from the Service Data Flow Based Charging Rules Function, which can overlay the pre-defined rules in the TPF.

The precedence identified with each charging rule shall resolve all overlap between the charging rules. When overlap occurs between a dynamically allocated charging rule and a pre-defined charging rule at the TPF, and they both share the same precedence, then the dynamically allocated charging rule shall be used.

-
Charging rules contain information on:

-
How a particular service data flow is to be charged: online/offline;

-
In case of offline charging whether to record volume- or time-based charging information;

-
Charging key;

-
Service data flow filter(s);

-
Precedence.

-
Once the charging rule is determined it is applied to the service data flow at the Traffic Plane Function and packets are counted and categorised per the rule set in the charging rule.

-
Separate charging rules can be provided for downlink and uplink.

-
Charging rules can be configured for both user initiated and network initiated flows.

-
Charging rules can change and be overridden, e.g. for a previously established PDP context in the GPRS case, based on specific events (e.g. IM domain events or GPRS domain events, credit control events).

-
Different charging rules can be applied for different users or groups of users.

-
Different charging rules can be applied based on the location of the user (e.g. based on identity of the roamed to network).

-
For GPRS, charging rule assignment can occur at PDP context establishment and modification as well as unsolicited.
-
For GPRS, the charging rules can be dependent on the APN used.

5.2a
Rating rule

The rating rule specifies, in case of online charging, the algorithm for translating resource usage reports to debit operations to a credit pool.

The rating rule defines a domain of rating that, when applied, performs the rating for all the charging rules with any of the charging keys associated with the rating rule. By default, the rating rule identity indicates that reports are accepted from the charging rule exhibiting identical value for the charging key.

The credit pool associated with the rating rule takes the debit operations generated from the applied rating rules, which are associated with the credit pool.
The following apply for a rating rule:

· The rating rule applies for all PDP contexts of a user session.
· The OCS defines and provides the rating rule.
· The rating rule contains information on:

-
The rating rule identity (M)
-
The charging keys that shall report to this rule (C); if the rating rule performs common rating for several charging keys.
-
The reports that the rule subscribes to
payload packet size (default)

separate reporting per payload packet direction (uplink/downlink) (O)
bearer QoS for the payload packet (O)
Editor’s note:
Further reports are FFS in SA5.

-
The rating algorithm (M)
-
The rating algorithm parameters (O)
The relation between charging rule and credit pool, when no rating rule is in use, is illustrated in Figure 5.2a. The relation between charging rule, rating rule and credit pool is illustrated in Figure 5.2b.
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Figure 5.2a – Flow based charging without any rating rule.
[image: image2.wmf]Charging Rule

Charging key

Credit Pool

Credit units

debit()

Rating Rule

Charging key list

reports to

debits


Figure 5.2b – Flow based charging with rating rule.
5.3
Service data flow filters and counting

This section refers to the filtering that identifies the service data flows that need to be reported individually (e.g. due to different rating). Basic example: look for packets of one service, e.g. to and from a server A.

-
Separate filtering and counting can be applied for downlink and uplink.

-
Different granularity for service data flow filters identifying the service data flow is possible e.g.

-
Filters based on the IP 5 tuple (source IP address, destination IP address, source port number, destination port number, protocol ID of the protocol above IP). Port numbers and protocol ID may be wildcarded. IP addresses may be wildcarded or masked by a prefix mask.
-
Special filters which look further into the packet, or require other complex operation (e.g. maintaining state) may be pre-defined in the TPF and invoked by the CRF using standardised means. Such filters may be used to support filtering with respect to a service data flow based on the transport and application protocols used above IP. This shall be possible for HTTP and WAP. This includes the ability to differentiate between TCP, Wireless-TCP according to WAP 2.0, WDP, etc, in addition to differentiation at the application level. Filtering for further application protocols and services may also be supported.

-
In the case of GPRS, the traffic plane function supports simultaneous independent filtering on service data flows associated with all, and each individual active PDP contexts; that is, primary and secondary PDP contexts, of one APN.
-
In case of no applicable filters for a service data flow, an operator configurable default charging should be applied. The default charging may use accounting information provided by FBC, or may use accounting information provided by other charging mechanisms available for the IP-Connectivity Access Network (e.g. existing GPRS charging mechanisms).
-
The service data flow filters and counting are applied by the TPF (the GGSN in the case of GPRS).
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Figure 5.1 – Relationship of service data flow, packet flow and service data flow filter
5.4
Reporting

This refers to the differentiated charging information being reported to the charging functions.

Basic example: The charging rules determined the charging key for those 20 packets to be A. Report the charging key and payload volume for rating.
The following apply to reporting:
-
The Traffic Plane function shall report bearer charging information for online charging;

-
The Traffic Plane function shall report bearer charging information for offline charging;

-
Charging information is reported based on the application of the charging rules in the TPF (service data flow related charging information), and in the case of GPRS, as specified in [3] (per PDP context);

-
It shall be possible to report usage for each user for each charging rule, e.g. a report may contain multiple containers, each container associated with a charging key;

-
It shall be possible to correlate per PDP context charging information, as specified in [3], with the service data flow based charging information. It shall be possible to derive or account the data volumes per PDP context for traffic not accounted via flow based charging.
For example, in the case of GPRS, output of FBC data per charging rule on a per PDP context basis would allow non-FBC charged data volumes to be determined, and existing GPRS charging mechanisms to be applied.

Editor’s Note:
How online GPRS charging can be supported for packets not accounted by FBC is FFS.

5.5
Credit management

In case of online charging, it shall be possible for the OCS to apply re-authorisation of credit in case of particular events e.g. credit authorisation lifetime expiry, idle timeout, GPRS events such as SGSN change, QoS changes.
In case of online charging, credit can be pooled for multiple (one or more) charging rules applied at the Traffic Plane Function. A pool of credit applying to a single charging rule is equivalent to an individual credit limit for that charging rule. Multiple pools of credit shall be allowed per user.

Rating decisions shall be strictly controlled by the OCS for each service. The OCS shall also control the credit pooling decision for rating rules as well as their association to charging rules. At re-authorisation the OCS shall either provide a new pool of credit, together with a new credit limit, or a reference to a pool of credit that already exists at the TPF.

The grouping of charging rules into credit pools shall not restrict the ability of the OCS to do credit authorisation and provide termination action individually for each charging rule of the pool.

Note:
‘credit’ as used here does not imply actual monetary credit, but an abstract measure of resources available to the user. The relationship between this abstract measure, actual money, and actual network resources or data transfer, is controlled by the OCS.

It shall be possible for the OCS to handle the credit management for service data flows, charged at different rates or in different units (e.g. time/volume), in a common credit pool.

Editor’s note:
Any impact of this requirement in relation to operation of the Gx and Gy needs to be investigated.

**** Next modified section ****
6.1.1
Online service data flow based bearer charging architecture

Figure 6.1 below presents the overall architecture for service data flow based online bearer charging.
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Figure 6.1: Overall architecture for service data flow based online bearer charging

Note(*):
The detailed functional entities of the Online Charging System are not shown in this figure. The details of the OCS are specified in [3].
The CAMEL-SCP depicted on the figure above performs the functions as defined in [8].
**** Next modified section ****

6.2.2a
Service Data Flow Based Rating Rules Function

The Service Data Flow Based Rating Rules Function maintains the rating rules for the service data flows on a per user session basis. It provides a new function within the Online Charging System.

Editor’s note:
The interaction with the Service Data Flow Based Rating Rules Function is FFS.
**** Next modified section ****
6.2.4
Traffic Plane Function

The Traffic Plane Function shall be capable of differentiating user data traffic belonging to different service data flows for the purpose of collecting offline charging data and performing online credit control.
The Traffic Plane Function shall support pre-defined charging rules, and pre-defined filters. See subclause 5.3 for further filtering and counting requirements.

For online charging, the Traffic Plane Function shall be capable of managing a pool of credit used for some or all of the service data flows of a user. The Traffic Plane Function shall also be capable of managing the credit of each individual service data flow of the user.

A TPF may be served by one or more CRF nodes. The appropriate CRF is contacted based on UE identity information.
Editor’s note:
The specific identity information used to identify the appropriate CRF is FFS.

For GPRS, it shall be possible to provide flow based charging functions for different service data flows even if they are carried in the same PDP Context. For GPRS, the traffic Plane Function is a logical function allocated to the GGSN.
Editor’s Note:
The effects of this co-location to the interfaces still needs to be studied e.g. Gy, Gz, Gi. Gi radius extensions for charging purposes are not precluded.

For GPRS, the TPF/GGSN shall be able to report separate counts per PDP context for a single service data flow if it is transferred on more than one PDP context.
Editor’s note:
How this can be achieved is FFS.
For each PDP context, the TPF shall accept information during bearer establishment and modification relating to:

-
The user and terminal (e.g. MSISDN, IMEISV)

-
Bearer characteristics (e.g. QoS negotiated, APN)

-
Network related information (e.g. MCC and MNC)

The TPF may use this information in the OCS request/reporting or request for charging rules.

For each PDP context, there shall be a separate OCS request/reporting, so this allows the OCS and offline charging system to apply different rating depending on the PDP context.

The Traffic Plane Function shall identify packets that are charged according to service data flow based charging. The Traffic Plane Function shall report the data volume(s) charged according to service data flow based charging. In case of GPRS, the Traffic Plane Function shall report the service data flow based charging data for each charging rule on a per PDP context basis.

At initial bearer establishment the Traffic Plane Function shall request charging rules applicable for this bearer from the charging rules function. As part of the request, the Traffic Plane Function provides the relevant information to the charging rules function. The Traffic Plane Function shall use the charging rules received in the response from the charging rules function. In addition, the Traffic Plane Function shall use any applicable pre-defined static charging rules. Pre-defined charging rules may apply for all users or may be activated by the CRF.

If the bearer is modified by changing the bearer characteristics relevant for the selection of the charging rules, the Traffic Plane Function shall request charging rules for the new bearer characteristics from the charging rules function.
If the Traffic Plane Function receives an unsolicited update of the charging rules from the charging rules function, the new charging rules shall be used.

If another bearer is established by the same user (e.g. for GPRS a secondary PDP context), the same procedures shall be applied by the Traffic Plane Function as described for the initial bearer.

The Traffic Plane Function shall evaluate received packets against the service data flow filters in the order according to the precedence for the charging rules. When a packet is matched against a SDF filter, the packet matching process for that packet is complete, and the charging rule for that SDF filter shall be applied.
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