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1. Introduction

In the system with Iu-flex, if one of VLR/MSC or SGSN in the pool indicates overload situation to the RNC, it starts access control procedure according to the current specification although the other CN nodes in the pool are available, resulting in no CS and PS service availability to the UEs in the RNC area if their access classes are barred. 
Therefore current specification should be improved.

2. Discussion

- Issue:
In the system with Iu-flex, if one of VLR/MSC or SGSN in the pool indicates overload situation to the RNC, it starts access control procedure according to the current specification although the other CN nodes in the pool are available. This results in no CS and PS service availability to the UEs in the RNC area if their access classes are barred although CN processing capacity is available. 
- Solution:
There would be several solutions for the issues. Therefore it is necessary to clarify principles to select an appropriate solution.

- Principles

1.
The solution should be supported by UE and/or RNC because VLR/MSC or SGSN is failed or congested.

2.
The UE should not be restricted from receiving services unnecessarily.

3.
Messages to be restricted should be blocked in UE or closer to UE from the perspective of resource management.

- Alternative 1: Solution extending RNC behaviour
The RNC redirects the first NAS message from the UE that was in RRC IDLE to an available VLR/MSC or SGSN in the pool area if it has been attached to the restricted VLR/MSC or SGSN. Consequently the UE will be attached to a new VLR/MSC or SGSN in the pool, which means that UE and the new serving node perform restoration procedures as described in TS 23.007 and TS 23.060.

The solution satisfies principle 1 and 2. Principle 3 is satisfied to the extent. The limitation is that UEs with an established signalling connection to the restricted core node cannot be redirected to the other nodes in the pool. However the limitation could be acceptable since it is considered unlikely that the UEs with the signalling connections generate severe increase of signalling traffic.

The RNC may start domain specific access control if it evaluates that the redirection may cause chain of congestion in the other nodes. 

- Alternative 2: solution extending access control behaviour of UE and RNC

The RNC broadcasts domain specific access control restriction information including NRI of the restricted VLR/MSC or SGSN and its length to the UEs so that they can verify whether they have attached to the restricted VLR/MSC (or SGSN) or not, by comparing a pair of the NRI in TMSI and RAI where the TMSI was assigned, with a pair of NRI received in the system information and the current RAI. If the pairs match, the UE will then restrict its access to the specified VLR/MSC or SGSN if its access class is barred.
The solution satisfies Principle 1. However the solution impacts on RNC and UE, so impact is bigger than alternative 1. Principle 2 is satisfied to the extent. It makes all the UEs that have attached to the restricted VLR/MSC or SGSN will be restricted if their access classes are barred.  Since those UE could be redirected to the other available CN node, alternative 1 is better than alternative 2.

Principle 3 is satisfied to the extent. The limitation is that UEs using dedicated channels may not be able to receive the system information and start access the restricted CN node.  However the limitation may be acceptable (See S2-041352). .

3. Conclusion
Considering above discussion, following description is added to TR 23.898.

=========================Additional Description================================

5.3 Access Control with Iu-flex

In a network configuration using Iu-flex, MSC/VLR or SGSN in the pool indicate overload situations to the RNC. The RNC routes initial NAS messages from UEs being served by an overloaded CN node to an available non-overloaded MSC/VLR or SGSN in the pool area. Consequently the UEs of the overloaded CN node(s) end up being served by non-overloaded MSC/VLRs or SGSNs in the pool area.

If multiple or all MSC/VLR or SGSN in the pool area indicate overload, the RNC may decide to use domain specific access control. This RNC decision is implementation specific.

Iu-flex does not require any other additional domain specific access control functionality on the Uu interface compared to network configurations without Iu-flex.

=========================END=============================================










































2/2

