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Introduction
The network has to select a serving CN operator for a non-supporting UE when such a UE enters the shared network for the first time. In an MOCN configuration this may require the redirection of UEs from the CN node of one CN operator to the CN node of another CN operator as the RAN routes according to an NRI that was not assigned by the shared network. Therefore the initially contacted CN operator is selected by the RAN randomly.

The approach described in the following redirects the UE by signalling between CN nodes of different CN operators. The signalling between CN nodes of different operators is relayed by the RAN. This relaying avoids direct interfaces between CNs of different CN operators. And it avoids configuration effort for the CN to know which CN node of another CN operator serves which LA/RA, which would be derived from the LA/RA and would require adequate configuration in all CN nodes.

The RAN routes the signalling between the CN nodes according to an NRI or a CN-id indicated by the CN node that initiates the signalling with another CN node via the RAN. In this case the RNC is just a signalling transfer point. Alternatively, the RAN may select the other CN node and mark the already contacted CN operators in a bitmap, which the RAN sends to the CN node and which the CN nodes sends as an address to the RAN to derive another not already contacted CN node. The RAN based alternative seems to prevent unbalanced redirection to preferred CN operators. But it should be noted that the initial selection of a CN node by the RAN is already done randomly or by load balancing. And for international roamers it is likely that already the initially contacted CN operator will serve the UE. For national roamers it seems also more efficient when the first contacted CN node determines the redirection target CN node. Otherwise, more and more CN MM functionality is duplicated in RAN. The addressing and target CN selection can be treated as a separate issue and is FFS.
The approach described here has the advantage that new RAN functionality is minimised compared to a RAN centric approach, as a RAN centric approach implements to certain extent an MM entity in the RAN and transfers all subscriber information collected by one CN node to another one in case of redirection. The approach described here requires the RAN to provide signalling between CN nodes of different CN operators. And to implement a routing function, which might be the same as used for routing of initial UE messages to a CN node.
The CN needs to analyse TMSI, IMSI, roaming status, has to accept registration or not and needs to forward all this information in case of a redirection. For this functionality there seems no difference between RAN and CN centric approaches. But compared to the CN centric approach the RAN centric approach duplicates CN functionality in RAN and transfers collected information from CN to the RAN to allow for routing decisions and for determination of appropriate reject causes. 

A redirection seems useful for a few reject causes only:

#11:
(PLMN not allowed),

#12:
(Location Area not allowed)

#13:
(Roaming not allowed in this location area),

#14
(GPRS services not allowed in this PLMN),


PS only.

#15:
(No Suitable Cells In Location Area)

In all other cases the initially contacted CN node may reject the attach attempt without trying any redirection:
# 2: 
(IMSI unknown in HLR)




CS only
# 3: 
(Illegal MS)

# 6: 
(Illegal ME)

# 7: 
(GPRS services not allowed) 



PS only
# 8: 
(GPRS services and non-GPRS services not allowed)

PS only
#96:
(Mandatory information element error)

#99:
(Information element non-existent or not implemented)

#100: (Conditional IE error)

#111: (Protocol error, unspecified)

If a shared network (one common PLMN ID) has not all sharing CN operators available throughout the whole shared area then only “LA not allowed” can be used as reject cause to non supporting UEs and not “PLMN not allowed” at least in the area where not all CN operators are available.
CN centric redirection - information flow
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1. The UE selected the shared RAN and sends an Attach Request with TMSI. The RAN routes the signalling based on the NRI to MSC A. Or, if there is no CN node configured in RAN for the indicated NRI the RAN selects a CN node by load balancing or other rules.

2. When MSC A can not resolve the TMSI MSC A performs the identity request procedure to get the IMSI from the UE. There is no need to contact MSCs of other operators as the NRI value space is coordinated between sharing CN operators and the first message is already routed to the CN operator that uses the UE’s NRI. This assumes that also non-shared networks like GERAN networks which sharing CN operators use in parallel to the shared network use the same NRI split. Otherwise, first all other CNs need to try to resolve the TMSI.
3. MSC A determines from the IMSI that roaming is not allowed for the subscriber. MSC A sends an Update Request to MSC B. The message is sent via the RAN. The RAN routes to the request according to a CN-id, an NRI or randomly (FFS). MSC B determines “roaming not allowed” for that IMSI and sends an Update Reject via the RAN to MSC A.
4. MSC B supports in general roaming for the HPLMN of the IMSI and requests Authentication Vectors from the HLR.

5. MSC B asks MSC A to authenticate the subscriber.

6. MSC B compares the authentication result and asks MSC A to start RAN ciphering.

7. MSC B updates the HLR and receives subscriber data from HLR.

8. The subscription data do not allow (regional or 3G ?) roaming. MSC B sends a reject message to MSC A.

9. MSC A sends another Update Request via the RAN to MSC C and indicates that the UE is already authenticated and that ciphering started.

10. MSC C updates the HLR and receives subscriber data from HLR.

11. Subscriber data allow for roaming and MSC C ask MSC A to accept the attach request and to allocate the new TMSI to the UE.

12. The UE confirms the new TMSI with Attach Complete, which MSC A relays to MSC C.
13. As the attach is performed via another MSC a potential follow on proceed request is ignored and the signalling connection with the UE is released.
Proposal
The description of the CN approach as above might be added to the TS. But with regard to the ongoing discussion it might be more appropriate to add the description to the TR.
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