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Introduction

The SA2 work item on interworking with IPv6 IMS has been approved at SA plenary and a framework document TR 23.881 has been produced.

In order to look at solutions to the interworking issues, it is firstly necessary to understand the interworking scenarios that may occur as a result of various operator deployments. As such, this contribution proposes possible interworking scenarios that need to be considered when addressing interworking solutions.

RFC 3574 (Transition Scenarios for 3GPP Networks) already describes the transition scenarios for interworking IPv6 IMS to IPv4 networks, namely

1. UE connecting to a node in an IPv4 network through IPv6 IMS.

2. Two IPv6 IMS UEs connected via an IPv4 network.

As such, these scenarios are considered to be outside the scope of this technical report.

Scenarios

In order to assess the interworking issues of IPv4 IMS with standardised IPv6 IMS, it is necessary to understand the various interworking scenarios that might occur with the deployment of IPv4 IMS.

The interworking scenarios should take into account that:

· certain operators implementing an IPv4 IMS will use a private IPv4 addressing scheme, and that NAT will certainly be used in these implementations. Other operators will use public IPv4 addressing.

· firewalls are an essential part of an operators network deployment and their location must be identified; the existence of firewalls may affect the type of solutions that can be supported for interworking between IPv4 and IPv6 IMS

· as IPv4 IMS is not standardised, there may be a variety of deployments that differ from operator to operator

To facilitate definition of the scenarios, it has been assumed that:

· IMS deployments within an operator’s network may be

· IPv6 only IMS

· IPv4 only IMS

· dual stack IMS

· within an operator’s network an IMS will be uniquely IPv4, IPv6 or dual stack (i.e. interworking between network elements within an operators network is exclusively IPv4 or IPv6)

· while standards propose that terminals should be dual stack, there may be deployments of IPv4 only terminals corresponding to the situations where the users home IMS is IPv4 only (agreed S2-033617)

Proposal

The following text is proposed for Section 5.2 of TR 23.881 describing the possible interworking scenarios that should be considered in the technical report. This needs to be combined with existing text in 5.2.1

5.2 Interworking Scenarios

The following scenarios are those that need to be considered for IMS interworking if it is assumed that there are both IPv6 and IPv4 IMS deployments. This list may not be exhaustive of the possible deployments.

1
IMS interworking – non-roaming scenarios

a) IPv4 IM CN Subsystem with IPv6 IM CN Subsystem

b) IPv4 IM CN Subsystem with IPv4 IM CN Subsystem

c) IPv4 IM CN Subsystem with dual stack IM CN Subsystem

d) Dual stack IM CN Subsystem with Dual stack IM CN Subsystem

2
IMS interworking – roaming scenario IPv4 only

a) IPv4 visited network – IPv4 home network

3
IMS interworking – roaming scenario IPv4 and IPv6

a) IPv4 visited network, IPv6 home network – GGSN/P-CSCF in visited network

b) IPv6 visited network, IPv4 home network – GGSN/P-CSCF in visited network

c) IPv4 visited network, dual stack home network – GGSN/P-CSCF in visited network

d) Dual stack visited network, IPv4 home network – GGSN/P-CSCF in visited network

e) IPv4 visited network, IPv6 home network – GGSN/P-CSCF in home network

To facilitate definition of the scenarios, it is assumed that within an operator’s network it will be uniquely IPv4 or IPv6 (i.e. connectivity between IMS network elements within an operators network is exclusively IPv4 or IPv6)

It is assumed that any terminal with a IPv6 IMS home network is dual stack, however where the user’s home IMS is IPv4 the terminal may also be IPv4 only.

5.2.1
Non-roaming scenarios

5.2.1.1
Non-roaming - IPv4 IM CN Subsystem with IPv6 IM CN Subsystem
IPv4 IM CN Subsystem and IPv6 IM CN Subsystem are in different networks; each leg of the session is contained solely in an IPv4 or IPv6 network. Either network may originate or terminate sessions.


[image: image1.wmf]U

E

GGSN

P-CSCF

I-CSCF /

S-CSCF

IPv4 Home Network

U

E

GGSN

P-CSCF

IPv6 Home Network

Inter-

connect

I-CSCF /

S-CSCF

S

S

Possible Firewall Locations

S

Possible Firewall Locations (SIP aware)

Possible Firewall and IPv4 NAT Locations

User Traffic

Signalling Traffic


Figure 1: Non-roaming IPv4 IM CN Subsystem with IPv6 IM CN Subsystem

The issues to be addressed with this scenario are:

· Support of IPv4 NAT at edge of the IPv4 network and implications for protocols with embedded IPv4 addresses

· Possible existence of firewall between GGSN and P-CSCF and the impact on SIP messaging

· At least one of the firewalls at the interconnect needs to be SIP aware

· Even where public IPv4 addresses are used, NAT may be used for various reasons, e.g. privacy

· IPv6 NAT may be implemented on the edge of the IPv6 network for various reasons, e.g. privacy

· Characteristics of the interconnecting network i.e. IPv4 or IPv6

Assumptions:

· UE in IPv4 network may be IPv4 only or may be dual stack

5.2.1.2
Non-roaming - IPv4 IM CN Subsystem with IPv4 IM CN Subsystem
The two IPv4 IM CN Subsystem are in different networks and hence may use overlapping private IPv4 address spaces.
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Figure 2: Non-roaming IPv4 IM CN Subsystem with IPv4 IM CN Subsystem

The issues to be addressed with this scenario are:

· Support of IPv4 NAT at edge of the IPv4 network and implications for protocols with embedded IPv4 addresses

· Possible existence of firewall between GGSN and P-CSCF and the impact on SIP messaging

· At least one of the firewalls at the interconnect needs to be SIP aware

· Even where public IPv4 addresses are used, NAT may be used for various reasons, e.g. privacy

Assumptions:

· UE in IPv4 network may be IPv4 only or may be dual stack

· Interconnect network will support IPv4

5.2.1.3
Non-roaming IPv4 IM CN Subsystem with dual stack IM CN Subsystem

The two IM CN Subsystem are in different networks. One IM CN Subsystem is supporting IPv4 only whereas the second IM CN Subsystem is supporting both IPv4 and IPv6. Either network may originate or terminate sessions.
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Figure 3: Non-roaming IPv4 IM CN Subsystem with Dual Stack IM CN Subsystem

The issues to be addressed with this scenario are:

· Support of IPv4 NAT at edge of the IPv4 network and implications for protocols with embedded IPv4 addresses

· Possible existence of firewall between GGSN and P-CSCF and the impact on SIP messaging

· At least one of the firewalls at the interconnect needs to be SIP aware

· Even where public IPv4 addresses are used, NAT may be used for various reasons, e.g. privacy

· IPv6 NAT may be implemented on the edge of the IPv6 network for various reasons, e.g. privacy

· Characteristics of the interconnecting network i.e. IPv4 or IPv6

· Selection of appropriate IP version in dual stack IM CN Subsystem

Assumptions:

· UE in IPv4 network may be IPv4 only

5.2.1.4
Non-roaming dual stack IM CN Subsystem with dual stack IM CN Subsystem

The two IM CN Subsystem are in different networks. Both IM CN Subsystem are dual stack.
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Figure 4: Non-roaming Dual Stack IM CN Subsystem with Dual Stack IM CN Subsystem

The issues to be addressed with this scenario are:
· Support of IPv4 NAT at edge of the IPv4 network and implications for protocols with embedded IPv4 addresses

· Possible existence of firewall between GGSN and P-CSCF and the impact on SIP messaging

· At least one of the firewalls at the interconnect needs to be SIP aware

· Even where public IPv4 addresses are used, NAT may be used for various reasons, e.g. privacy

· IPv6 NAT may be implemented on the edge of the IPv6 network for various reasons, e.g. privacy

· Characteristics of the interconnecting network i.e. IPv4 or IPv6

· Selection of appropriate IP version in dual stack IM CN Subsystem

Assumptions:

· UE will be dual stack

5.2.2
Roaming scenarios – IPv4 only

The call leg is split between different IPv4 networks in a roaming scenario.  The GGSN and P-CSCF are in the visited IPv4 network; the I-CSCF and S-CSCF are in the home IPv4 network.
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Figure 5: Roaming– IPv4 only
The issues to be addressed with this scenario are:

· Support of IPv4 NAT at edge of the IPv4 network and implications for protocols with embedded IPv4 addresses

· Possible existence of firewall between GGSN and P-CSCF and the impact on SIP messaging

· At least one of the firewalls at the interconnect needs to be SIP aware

· Even where public IPv4 addresses are used, NAT may be used for various reasons, e.g. privacy

· The user traffic (not shown in the figure) may not be routed to the home network and, as such could be terminated in or originated from another IPv4 or IPv6 network

· Identification of the bearer path – to be included FFS

· Media may be routed to the home network, to the visited network or 3rd party network

· The originating network should have the option of protecting itself without knowing at the start of the dialogue whether the called party is in the originating network or another network.

Assumptions:

· UE in IPv4 network may be IPv4 only

· Interconnect network will support IPv4

5.2.3
Roaming scenarios – mixed IPv4 / IPv6

5.2.3.1
Roaming - IPv4 IM CN Subsystem visited with IPv6 IM CN Subsystem home
The GGSN and P-CSCF are in the visited IPv4 network; the I-CSCF and S-CSCF are in the home IPv6 network.
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Figure 6: Roaming– IPv4 IM CN Subsystem visited with IPv6 IM CN Subsystem home

The issues to be addressed with this scenario are:

· Support of IPv4 NAT at edge of the IPv4 network and implications for protocols with embedded IPv4 addresses

· Possible existence of firewall between GGSN and P-CSCF and the impact on SIP messaging

· At least one of the firewalls at the interconnect needs to be SIP aware

· Even where public IPv4 addresses are used, NAT may be used for various reasons, e.g. privacy

· IPv6 home network has to interwork with IPv4 hosts in the public domain.

· Characteristics of the interconnecting network i.e. IPv4 or IPv6

· The user traffic (not shown in the figure) may not be routed to the home network and, as such could be terminated in or originated from another IPv4 or IPv6 network

· IPv6 NAT may be implemented on the edge of the IPv6 network for various reasons, e.g. privacy

Routeing of bearer path is for further study – bearer path may be:

· Routed to home network and from there to other IPv4 or IPv6 network

· Routed to home network and from there to circuit switched network

· Routed within visited network to other IPv4 or IPv6 network

· Routed within visited network to circuit switched network

Assumptions:

· UE will be dual stack as its home network is IPv6.

5.2.3.2
Roaming - IPv6 IM CN Subsystem visited with IPv4 IM CN Subsystem home
The GGSN and P-CSCF are in the visited IPv6 network; the I-CSCF and the S-CSCF are in the home IPv4 network.
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Figure 7: Roaming - IPv6 IM CN Subsystem visited with IPv4 IM CN Subsystem home

The issues to be addressed with this scenario are:

· Support of IPv4 NAT at edge of the IPv4 network and implications for protocols with embedded IPv4 addresses

· Possible existence of firewall between GGSN and P-CSCF and the impact on SIP messaging

· At least one of the firewalls at the interconnect needs to be SIP aware

· Characteristics of the interconnecting network i.e. IPv4 or IPv6

Routeing of bearer path is for further study – bearer path may be:

· Routed to home network and from there to other IPv4 or IPv6 network

· Routed to home network and from there to circuit switched network

· Routed within visited network to other IPv4 or IPv6 network

· Routed within visited network to circuit switched network

Assumptions:

· UE may be IPv4 only as its home network is IPv4

5.2.3.3
Roaming - IPv4 IM CN Subsystem visited with dual-stack IM CN Subsystem home

GGSN and P-CSCF are in the IPv4 visited network.  The I-CSCF and S-CSCF are in the home network which supports dual stack.
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Figure 8: Roaming - IPv4 IM CN Subsystem visited with dual stack IM CN Subsystem in home network

The issues to be addressed with this scenario are:

· Support of IPv4 NAT at edge of the IPv4 network and implications for protocols with embedded IPv4 addresses

· Possible existence of firewall between GGSN and P-CSCF and the impact on SIP messaging

· At least one of the firewalls at the interconnect needs to be SIP aware

· Even where public IPv4 addresses are used, NAT may be used for various reasons, e.g. privacy

· Characteristics of the interconnecting network i.e. IPv4 or IPv6

· Support of IPv4 NAT at edge of the IPv4 network and implications for protocols with embedded IPv4 addresses

· The user traffic (not shown in the figure) may not be routed to the home network and, as such could be terminated in or originated from another IPv4 or IPv6 network

Routeing of bearer path is for further study – bearer path may be:

· Routed to home network and from there to other IPv4 or IPv6 network

· Routed to home network and from there to circuit switched network

· Routed within visited network to other IPv4 or IPv6 network

· Routed within visited network to circuit switched network

Assumptions:

· UE will be dual stack as its home network is IPv6.

5.2.3.4 Roaming - dual stack IM CN Subsystem visited with IPv4 IM CN Subsystem home

In this IM CN Subsystem roaming scenario, the visited network is dual stack, supporting both IPv4 and IPv6, while the home network supports only IPv4.
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Figure 9: Roaming – dual stack IPv4 IM CN Subsystem visited with IPv4 IM CN Subsystem in home network

The issues to be addressed with this scenario are:

· Support of IPv4 NAT at edge of the IPv4 network and implications for protocols with embedded IPv4 addresses

· Possible existence of firewall between GGSN and P-CSCF and the impact on SIP messaging

· At least one of the firewalls at the interconnect needs to be SIP aware

· Even where public IPv4 addresses are used, NAT may be used for various reasons, e.g. privacy

· Characteristics of the interconnecting network i.e. IPv4 or IPv6

· Support of IPv4 NAT at edge of the IPv4 network and implications for protocols with embedded IPv4 addresses

· IPv6 NAT may be implemented on the edge of the IPv6 network for various reasons, e.g. privacy

Routeing of bearer path is for further study – bearer path may be:

· Routed to home network and from there to other IPv4 or IPv6 network

· Routed to home network and from there to circuit switched network

· Routed within visited network to other IPv4 or IPv6 network

· Routed within visited network to circuit switched network

Assumptions:

· UE may be IPv4 only as its home network is IPv4.

5.2.3.5
Roaming - IPv4 visited with GGSN and IPv6 IM CN Subsystem in home network
UE and SGSN are in the visited network.  The GGSN, P-CSCF, I-CSCF and S-CSCF are in the IPv6 home network.  The visited network does not support IPv6 PDP context.

Note:
It is understood from the liaison statement from the GSMA to SA2, (reference: S2-033305), that use of GGSN in the home network may initially be operator’s preferred option for IM CN Subsystem deployment.
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Figure 10: Roaming - IPv4 visited with GGSN and IPv6 IM CN Subsystem in home network

The issues to be addressed with this scenario are:

· Whether the GGSN supports IPv4 context on the IMS APN

· Possible existence of firewall between GGSN and P-CSCF and the impact on SIP messaging

· How does the IPv4 PDP context terminating in the home GGSN, interwork with the IPv6 IMS in the home network?

Assumptions:

· UE will be dual stack only as its home network is IPv6.

5.2.3.6
Roaming - IPv4 visited with GGSN and dual stack IM CN Subsystem in home network
UE and SGSN are in the visited network.  The GGSN, P-CSCF, I-CSCF and S-CSCF are in the dual stack home network.  The visited network does not support IPv6 PDP context.

Note:
It is understood from the liaison statement from the GSMA to SA2, (reference: S2-033305), that use of GGSN in the home network may initially be operator’s preferred option for IMS deployment.
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Figure 11: Roaming - IPv4 visited with GGSN and dual stack IM CN Subsystem in home network

The issues to be addressed with this scenario are:

· Whether the GGSN supports IPv4 context on the IM CN Subsystem APN

· Possible existence of firewall between GGSN and P-CSCF and the impact on SIP messaging

Assumptions:

· UE will be dual stack only as its home network is dual stack.
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