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1. Overall Description:

3GPP TSG-SA WG2, having analysed requirements in OCG EMTEL Draft SR ETSI SR 002 180 V0.3.2, have developed a list of issues that we feel need joint resolution in order to produce a workable E112 solution for wireless networks.

Architectural Issues:

It is our understanding that the standard will have to support multiple emergency telephony architectures.  Examples of different architectures are Single PSAP vs Multiple PSAP models and Direct Trunking arrangements vs. connection via an intermediate tandem/switch and possibly via Interexchange Carriers.

As a result of  these multiple possible architectures, the standard will have to support a wireless network performing a number of location-related functions which may be required by the administration.

· Identify originating network to PSAP.  In some architectures, the ability for either the PSAP or the emergency center to recognize the originating network might be lost due to interconnection issues.  In these cases, it is necessary for the originating network to provide information to identify itself, such that it can be used by PSAPs or dispatchers to originate location requests back to the appropriate network.

· Route to PSAP based on location.  In architectures where there are multiple PSAPs, administrations may require the originating network to route the call to the appropriate PSAP based on the caller’s location.  In these cases, it may be necessary for the originating network to assign a forward routing number to the ISUP call setup in place of the 112 dialled number.  This would happen where the network was not directly connected to each and every PSAP, and therefore could not use trunk selection as a means of routing.  
In addition, original EU requirements allow this assignment to be based on cell ID, but it may happen that an administration may require a finer granularity based on the callers location rather than the serving cell identity.  This case would occur especially in case of macro cells that would serve 2 or more PSAPs.

· Uniquely identify the emergency call instance.  In order for a PSAP/dispatcher to poll a network to get an updated location, it is necessary to be able to identify the call (in order to request the location of the proper caller).  This identifier must be passed in both the ISUP stream.  If the location is pushed to the GMLC (as is done in NA), then the same identifier must be pushed to the GMLC so that it may correlate subsequent requests for initial position.  The identifier is required to be present even in order to support the case of roaming and SIM-less MS.


· SA2 specifically requests ETSI TISPAN to agree these requirements in order to minimize the impact on existing 3GPP standards for supporting location delivery to PSAPs.

Service Issues

· Some administrations may require the originating network to initiate the location retrieval process as soon as possible, rather than wait for the PSAP or dispatcher to request it.  This is currently supported for NA, and we feel that this option should also be available for EU operators as well.


· It is our understanding that the solution must optionally support emergency calls from SIM-less mobiles.  In order to more easily support the location of these mobiles, a capability of a “pseudo MSISDN” consisting of an emergency number string concatenenated with the least significant digits of the IMEI allows wireless MSCs to more easily perform the location function.  This functionality is standardised for NA, and we would like to see this solution extended to EU as well.


· Location capability:

The following text is taken from the EMTEL report:

The “Commission Recommendation on the processing of caller location information in electronic communication networks for the purpose of location-enhanced emergency call services” requires that the originating network should generate the following emergency call-related information and transmit this information together with the single European emergency call number ‘112' and other national emergency numbers, all free of charge and without having to use any means of payment.

Recommendations 4 and 9, are quoted below:

4. For every emergency call made to the European emergency call number 112, public telephone network operators should, initiated by the network, forward (push) to public safety answering points the best information available as to the location of the caller, to the extent technically feasible. For the intermediate period up to the conclusion of the review as referred to in point 13 below, it is acceptable that operators make available location information on request only (pull).

While some have interpreted this to mean that Cell ID location is all that is required, a stricter interpretation would be that the best technology deployed by the operator must be employed.  In other words, if enhanced Cell ID is used for commercial purposes, it must also be used for emergency location.  Of more interest, however, is if other, more advanced methods are available in the handset.  The implication is that for networks supporting advanced methods, the UE capability must be checked before performing an emergency location request.  


· SA2 specifically requests ETSI TISPAN to clarify the service requirement for providing location.

· Duration of location availability

The final issue to be resolved is the responsibility of the wireless network in retaining the location after the emergency call has ended.  There are arguments to be made on both sides of the issue.  Normal privacy procedures would dictate that the location not be made available at the wireless network after the call has ended.  For example, without this safeguard in place, authorities would be able to monitor the location of an individual, and a wireless network would not have the means to prevent this.  Use of a correlation number (correlating the call to the location request) supports that concept.  

There may be cases however, (abduction/kidnapping for example) that the call has ended, and the emergency center needs to obtain updated location (e.g. tracking application).  Thus a mechanism needs to be in place to insure this capability, while at the same time protecting the target from a malicious client masquerading as an PSAP and obtaining target location under false pretenses.

Please note that the current implementation (for NA) is that the wireless network determines when the call has ended, and releases the location at the GMLC when that happens.

· SA2 specifically requests ETSI TISPAN to clarify the requirement for the duration for which wireless networks are required to provide location.

2. Actions:

To  TISPAN:

We feel that a joint meeting of interested parties of TISPAN and SA2 to resolve the issues identified, as well as others, would be the quickest means of providing a solution that can be implemented in the time frame requested by the EU.

3. Date of Next TSG SA WG 2 Meetings:

