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1. Introduction

The Gn reference point applies to scenario-3 and enables the E2E tunnel extension as described in SA2#35 tdoc 
S2-033454.

This is the optional reference point between the Packet Data Gateway and the Gateway GPRS Support Node. The Gateway GPRS Support Node connects to packet data networks, which may be PLMN Service Network(s), corporate intranets, or the Internet. Selection is based on W-APN.

With a Packet Data Gateway supporting the Gn reference point, certain features in the Packet Data Gateway may be omitted and replaced by corresponding features in the Gateway GPRS Support Node. Examples of such features are:  Lawful Intercept functions and interfaces, generation of GPRS charging information (offline and online), IP Flow Based Bearer Level Charging, allocation of WLAN UE’s remote IP addresses, authentication of the WLAN UE user in the external network, etc. 

The Gn reference point enables a common interface to the 3GPP PS domain services for both WLAN & GPRS. 
2. Proposal

***************** First amended section **************

6.2.6
Packet Data Gateway

The Packet Data Gateway applies to scenario-3.
3GPP PS based services (Scenario 3) are accessed via a Packet Data Gateway. 3GPP PS based services may be accessed via a Packet Data Gateway in the user’s Home Network or a PDG in the selected VPLMN. The process of authorisation and service selection (e.g. W-APN selection) and subscription checking determines whether a service shall be provided by the home network (Figure 6.2.a) or by the visited network (Figure 6.2.b). The resolution of the IP address of the Packet Data Gateway providing access to the selected service will be performed in the PLMN functioning as the home network (in the VPLMN or HPLMN). 

Successful activation of a selected service results in:

-
Determination of the Packet Data Gateway IP address used by the WLAN UE;

-
Allocation of a WLAN UE's remote IP address (the WLAN UE’s home address) to the WLAN UE by the HPLMN (if one is not already allocated);

-
Registration of the WLAN UE's local IP address with the Packet Data Gateway and binding of this address with the WLAN UE's remote IP address.

The Packet Data Gateway:

-
Contains routeing information for WLAN-3G connected users;

-
Routes the packet data received from/sent to the PDN to/from the WLAN-3G connected user;

-
Performs address translation and mapping;

-
Performs de-capsulation and encapsulation;

-
Allows allocation of the WLAN UE's remote IP address;

-
Relays the WLAN UE’s remote IP address allocated by an external IP network to the WLAN UE, when external IP network address allocation is used.
-
Performs registration of the WLAN UE’s local IP address and binding of this address with the WLAN UE’s remote IP address;

-
Provides procedures for unbinding a WLAN UE's local IP address with the WLAN UE's remote IP address;

-
Provides procedures for authentication and prevention of hijacking (i.e. ensuring the validity of the WLAN UE initiating any binding of the WLAN UE's local IP address with the WLAN UE's remote IP address, unbinding etc.)

-
May filter out unauthorised or unsolicited traffic with packet filtering functions. All types of message screening are left to the operators' control, e.g. by use of Internet firewalls.
-
Generates charging information related to user data traffic for offline and online charging purposes.

-
Performs the functions of Service-based Local Policy Enforcement Point ( controls the quality of service that is provided to a set of IP flow as defined by a packet classifier, control admission based on policy that is applied to the IP bearers associated with the flow, and configuration of the packet handling and “gating” functionality in the user plane.)

-
Communicates with Policy Control Function (PCF) to allow service-based local policy and QoS inter-working information to be “pushed” by the PCF or to be requested by the PDG.   This communication also provides information to support the following functions in the PDG:

 -
Control of Diffserv inter-working;

-
Control of RSVP admission control and inter-working;

-
Control of “gating” function in PDG;

-
WLAN bearer authorization;
· QoS charging related function.

6.2.7
Gateway GPRS Support Node
The Gateway GPRS Support Node (GGSN) applies to scenario-3.
The GGSN located within the 3GPP subscriber's HPLMN, or within the VPLMN in case of roaming and services provided by the visited PLMN, is the entity, which provides the interface to the 3GPP PS based services. The GGSN is used if the optional Gn reference point is used in the Packet Data Gateway.

If the Gn reference point is used in the Packet Data Gateway, the GGSN provides the following functions for WLAN-3G connected users:

-
Connects WLAN UE to an external network e.g. PLMN Service Network, Corporate intranet, or Internet. Selection is based on W-APN;
-
Provides procedures for authentication of the WLAN UE in the external network;

-
Allows allocation of the WLAN UE's remote IP address (see 3GPP TS 29.061 “Interworking between PLMN supporting packet based services and PDNs”);
-
Relays the WLAN UE’s remote IP address allocated by an external IP network to the WLAN UE, when external IP network address allocation is used;
-
Routes the packets received from/sent to the PDN to/from the PDG;

-
Performs de-capsulation and encapsulation;

-
Allows registration of the WLAN UE’s remote IP address and binding of this address with the MSISDN of the WLAN UE. This binding is stored in a RADIUS server in the PLMN to be used for operator specific charging procedures and other operator specific procedures;   
-
Allows deregistration of the binding of the WLAN UE's remote IP address and its MSISDN; 

-
May filter out unauthorised or unsolicited traffic with packet filtering functions. All types of message screening are left to the operators' control, e.g. by use of Internet firewalls;
-
Performs the functions of Service-based Local Policy Enforcement Point. Communicates with Policy Control Function (PCF) to allow service-based local policy and QoS inter-working.  
-
Generates charging information related to user data traffic for offline and online charging purposes;
-
Integrates WLAN & GPRS charging handling and provides common billing interfaces for WLAN & GPRS;
-
Performs IP Flow Based Bearer Level Charging. Identifies the service data flows that need to be charged at different rates and reporting of packet counts for offline and online charging. Provision and control of service data flow level charging rules. Enables a common packet inspection function. Provides event indication according to on-line charging procedures and taking optional appropriate actions according to charging rules;
-
Provides a common interface to 3GPP PS based services for both WLAN and GPRS.
6.3
Reference Points

***************** Next modified section **************

6.3.10
Wi reference point

The Wi reference point applies to scenario-3.

This is the reference point between the Packet Data Gateway and a packet data network. The packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. the entry point of IMS, RADIUS Accounting or Authentication, DHCP.

Wi reference point is similar to the Gi reference point provided by the PS domain. Interworking with packet data networks is provided via the Wi reference point based on IP. Mobile terminals offered services via the Wi reference point may be globally addressable through the operators public addressing scheme or through the use of a private addressing scheme. When 3GPP network is provided for IMS, Wi reference point is used for policy control interface. Alternatively if the Gn reference point is used, policy control can be provided in the Gateway GPRS Support Node. It is ffs whether Wi or other reference point is used or not.
***************** Next amended section **************

6.3.15
Gn reference point 

The Gn reference point applies to scenario-3.

This is the optional reference point between the Packet Data Gateway and a Gateway GPRS Support Node. The Gateway GPRS Support Node connects to packet data networks, which may be an operator external public (i.e. Internet) or private packet data network or an intra operator packet data network, e.g. the entry point of IMS, RADIUS Accounting or Authentication, DHCP address allocation etc.
If a Packet Data Gateway supports the Gn reference point, certain features related to the Packet Data Gateway may be omitted. Corresponding features in the Gateway GPRS Support Node does then replace these features. These features include for example, Lawful Intercept functions and interfaces, generation of GPRS charging information (offline and online), IP Flow Based Bearer Level Charging, allocation of WLAN UE’s remote IP addresses, authentication of the WLAN UE user in the external network, etc. The Gn reference point also enables a common interface to the 3GPP PS domain services for both WLAN & GPRS. 
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