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1. Introduction
Currently in TR23.917, it is clearly stated in section 7.4.1 that the AF provides service determined decision information and the PDF provides the final policy decision controlling the allocated QoS resources. 

Moreover it is stated in section 7.5 that the Gq interface ensures that the PDF policy decisions are applied for the service requesting access to IP bearer resources and that the Gq interface may be intra- or inter-domain. 

The role differentiation between the AF and the PDF is important because the new Gq interface allows the PDF to be contacted by AFs that belong to a third party or that are in separate operator networks (roaming case), and it is necessary to clearly define which entity is in control of the resources being allocated. As a matter of fact, the PDF in the operator network should be the entity being in control of the IP bearer resources as it is always in the same network as the GGSN. If the AF is the entity in control, it would mean the external or the third party network which the AF belongs to, can control the IP bearer resources of the operator network.

2. Proposal

It is proposed to clarify the roles of the PDF and the AF in TR 23.917 in order to clearly state that the PDF in the access network has the control of the IP bearer resources and that it answers to the AF request for the use of these resources.

/********************** First Change ***************************/
6 Objectives

Opening the interface between the PDF and the P-CSCF may greatly simplify introduction of new services and enable operators to leverage their ownership of access networks by introducing opportunities for service-based control of the access for a whole range of services (potentially including third party services) in an operator controlled manner.

Decoupling of the PDF & P-CSCF could:

· Enable service based local policy control over IP bearer resources and SIP services to evolve separately.

· Facilitate future application of service based local policy control over IP bearer resources for non-SIP services (e.g., streaming services, etc.) that the operator will want to deploy.

· Improve network scalability/stability by allowing the decoupled functions to be scaled/upgraded independently according to network requirements. 

· Encourage more flexibility in engineering and policy control of IP bearer resources. This means that policy control mechanisms for IP bearer resources related to SIP- & non-SIP-based services, as well as their related IP bearer resources, can be controlled either together or separately.

· The interface should support quick development and implementation in new application functions to enable fast deployment. New applications do not require 3GPP standardisation.

· Facilitate future application of service based local policy control over IP bearer resources accessed using any IP-Connectivity Network (e.g., 3GPP2, WLAN).

In order to obtain all these benefits related to distributed policies, a generic protocol should be used allowing any service domain to provide session authorization to their customers in a particular IP Connectivity Network.

Figure 2 shows the IM Subsystem as well as other services, in relation to the UMTS Core Network. Decoupling of the PDF from the P-CSCF enables policy control to be applied for other services than SIP IMS services. 
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 Figure 2: Policy applied to IMS and other services, also showing an integrated P-CSCF/PDF
The benefit of the service-based policy control for IMS and non IMS services will be investigated in this technical report. One example of non IMS service standardised by 3GPP is PSS based streaming services, for which rel6 policy control usage is evaluated. It is expected that other services (not necessarily standardised by 3GPP) may also use the evolved policy control in order to restrict the usage of the IP bearer resources (e.g. UMTS PS domain/GPRS domain resources).

7 Architecture

7.1 Introduction

There are three main elements to the rel6 policy control architecture:

· the Gateway between the Access IP-connectivity service and the IP multimedia network, (e.g., GGSN)

· the PDF

· the server in the operator’s or service provider domain (e.g. P-CSCF for the IM Subsystem), or “Application Function”.

7.2 Description of functional entities

7.2.1 Gateways

The Gateway GPRS Support Node (GGSN) is defined in TS 23.002 [2].

The procedures for information transfer between the GGSN and the PDF are defined in TS 23.207 [3] and TS 29.207 [4].

7.2.2 PDF

The Policy Decision Function (PDF) acts as a Policy Decision Point for service based local policy control. The PDF makes decisions about resources allocation requests.
7.2.3 Application Function

The Application Function is an element controlling applications that require the use of IP bearer resources (e.g. UMTS PS domain/GPRS domain resources). One example of an application function is the P-CSCF. The AF requests the PDF to apply restrictions on usage of the IP bearer resources.

The Application Function represents the application level intelligence for any service running over the IP bearer which needs service based policy control, and should not be confused with SIP Application Servers, OSA Application Server, or CAMEL IM-SSF defined in TS 23.228.

7.3 Relationship between functional entities

The following principles apply for the GGSN/PDF/Application Function relationships for the rel6 policy control architecture, in line with release 5:

There are multiple instances of the Application Functions, GGSNs and PDFs.

The Gateway and the associated PDFs exist within the same operator’s network and are provisioned to know about each other (e.g., configured with a list of allowed names/addresses).

The AF and the PDF need not exist within the same operator’s network. They may be provisioned to know about each other or one may discover the other and establish a secure relationship.

The Gateway, Application Function and PDF involved in establishing the session are not known a priori.

There are pre-defined trust relationships between the Gateway and the PDF.

Further, the following rules apply:

· One Gateway may get policy information from multiple PDFs. Different PDFs do not take decisions on the same resources of a single Gateway.

· A given PDF may give policy information to a number of Gateways

· One PDF shall be able to serve more than one Application Function

· For IMS services which PDF the Gateway needs to go to is identified by the authorization token

· The Gateway knows which PDFs are part of its network. This is for security reasons. The Gateway must have a list of valid PDFs to prevent a UE from tampering with the authorization token in order to redirect the Gateway to a fake PDF.

· A given Application Function may interact with a number of PDFs, although on a per-session basis, it shall interact with only a single PDF.
For IMS, where P-CSCF is the Application Function:

· The authorization token is generated by the PDF and contains its identifier (FQDN)

· A given PDF may interact with a number of P-CSCFs

For service based policy control, the AF does not interact with the Gateway directly; instead, it interacts with the PDF and the PDF acts on certain events as instructed by the AF. For certain events related to SBLP, the AF shall be able to give instructions to the PDF to act on its own, i.e. based on the service information currently available. The following events are subject to instructions from the AF:

· The authorization of the bearer establishment or modification.

· The revoke of authorization.

· The gate control.

· The forwarding of indications.

7.4 
Functions with Policy Control

[Editor’s Note: This section identifies the individual functions that are provided for policy control. Under each individual function, a description of the function and the distribution over the functional elements can be made. It can also indicate open questions for each function.]

7.4.1 
Authorise QoS resources

7.4.1.1 
Function description

There may be links between the AF and PDF policies to authorise the use of QoS resources. The PDF uses policy rules defined by the operator who owns the PDF to authorise the use of the IP bearer resources within the limits of what has been requested by the AF.
The AF provides the service determined decision information.

The PDF provides the final policy decision controlling the allocated QoS resources for the authorized session to the Gateway. The final policy decision is done according to operator policy rules defined in the PDF.
When the AF requests a token from the PDF, it indicates whether or not the PDF should contact the AF at UE resource reservation.

The Authorise QoS resources function can be invoked between PDF and AF at session establishment and/or at bearer establishment.

The UE decides whether to aggregate or separate flows. The total QoS authorised may depend on which flows the UE decides to multiplex. Depending on the flows and the application, there may be some multiplexing gain (e.g. it may be that some flows never transmit at the same time).
As the AF can request to be contacted at UE resource reservation, it can interact with the PDF so that the PDF enforces downgraded bandwidth usage if the UE has asked for more bandwidth than the AF allows.

Further, the AF may provide information to the PDF in order for the PDF to authorise aggregate of flows.

In the case the AF does not request to be contacted at UE resource reservation, and that no additional information is available at the PDF, the PDF authorisation will be based on information previously provided by the AF and the addition of bandwidth of flows proposed by the UE.

For some services, the authorisation decision may be time dependent (e.g. a different authorisation is applicable at a different time). Further, different services may make the authorisation decision for the flow at the AF at the time the flow is identified, and others may make this authorisation decision at the AF at the time the bearer is established. If a time dependent decision at the AF needs to be made at bearer establishment, the AF shall request the PDF to contact the AF at UE resource reservation. 

After successful session establishment, the Authorise QoS resources function can be invoked again between PDF and AF at session modification and/or at bearer modification. The PDF shall update the policy decision based on the information received from the AF. Under certain conditions, such as removal of flows or modification of flow parameters, the PDF enforcing the updated policy decision shall invoke procedures as described in 3GPP TS 29.207 [4].

7.4.1.2
Gq Data exchange

a) Description of session: the AF may provide one or more of the following information when describing the session. The set of information that needs to be sent in different cases needs to be further determined.

· Information defining the flows to which QoS must be applied.

· An indication of the requested type of service handling per service-flow, e.g., conversational voice or video, streaming voice or video

· An indication of the maximum bandwidth required

· An indication of the mean bandwidth required

b) Definition of whether to contact the AF at resource reservation or not.

c) Install Gating Rules: Definition of whether gating control is used or not. If gating control is not used, the PDF keeps the gates always open. It is FFS whether this applies per media component, per session or per application.
7.4.2
Exchange of information for charging correlation

7.4.2.1
Function description

IMS charging information is available from the P-CSCF for the PDF which is required to transfer it to the  IP-Connectivity Network Gateway.

IP-Connectivity Network charging info available in the PDF is required to be transferred to the AF.

7.4.2.2
Gq Data exchange

Transfer of an IP-CAN charging identifier, e.g. GCID

Transfer of AF charging identifier, e.g. ICID

 7.4.3
Enable flow

7.4.3.1
Function description

The AF determines when a flow is to be enabled to pass through the access network. 

The PDF opens the corresponding gate in the Gateway when instructed by the AF. The AF shall be able to instruct the PDF to either react on a separate message to enable the flow or to open the gate as part of the authorization of the bearer establishment for the flow.

7.4.3.2
Gq Data exchange

AF instructionto open gate
PDF indicates the result of the operation. 
It is FFS whether it is also possible that the PDF decides not to open the gate, with an indication of the reason why.

7.4.4
Disable flow

7.4.4.1
Function description

The AF determines when a flow is to be disabled from passing through the access network. 

The PDF closes the corresponding gate in the Gateway when instructed by the AF.

7.4.4.2
Gq Data exchange

AF instruction to close gate

PDF indicates the result of the operation. 
It is FFS whether it is also possible that the PDF decides not to close the gate, with an indication of the reason why.

7.4.5
Revoke authorisation

7.4.5.1
Function description

The AF determines when a previous authorisation decision is no longer approved, and orders the removal of the previously authorised resources.

The PDF revokes the QoS resources when instructed by the AF. This results in removing the allocated resources in the Gateway.

The authorisation can be revoked altogether i.e. revoke the token and all related authorisations. An example trigger for this is a session release message received at the AF.

7.4.5.2
Gq Data exchange

FFS.

7.4.6
Indicate bearer release/failure

7.4.6.1
Function description

Information available at the PDF on the bearer resource release or failure is passed through to the AF. The AF shall be able to instruct the PDF whether or not to pass such information.

7.4.6.2
Gq Data exchange

Indication from the PDF that the IP-CAN can no longer fulfil QoS commitments

7.4.7
Confirm bearer reservation

7.4.7.1
Function description

The PDF forwards bearer reservation indications to the AF which confirms whether the previous resource authorisation should still be applicable. AF shall be able to instruct the PDF whether or not to forward such indications.

7.4.7.2
Gq Data exchange

Indication that the bearer resources have been established.

It is FFS what data this contains.

It is FFS whether this is done only when all flows related to the authorisation are established, or earlier indications are also possible.

/********************** End of First Change ***************************/
/********************** Second Change ***************************/
8 Information flows

For distributed policies, a generic protocol should be defined allowing any Application Function to request session authorization for their customers in a particular access network. A number of different scenarios are described here which all have the common point of requiring a dynamic policy decision.

8.1 General operation of Gq interface

The Gateway resources are used by an Application Function. The interface between the Application Function and the PDF is used for service based policy control. The PDF exchanges requests/responses and indications with the Application Function.
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/********************** End of the Second Change ***************************/
/********************** Third Change ***************************/
9 Function Requirements

This section identifies the requirements for support of the architecture:

General Requirements

1. Regardless of how the architecture evolves, the release 5 solution with a Go interface between the PDF/P-CSCF and GGSN must be retained for backwards compatibility. Development of the Go protocol is out of scope of this TR.

2. The Gq protocol should be service agnostic. 

3. The Gq protocol should be IP-Connectivity Network independent.

4. The AF shall be able to give instructions to the PDF on how to act on certain events related to SBLP.
Service Requirements

1. The Gq reference point shall be able to work on a higher granularity of description information exchange than the Go reference point. The AF sends service description information while the PDF converts this information to the next lower level, i.e. media component (in case SDP is used by the service) or IP flow description information.

2. There are many different services that can be provided over the IP bearer resources (e.g. UMTS PS domain/GPRS domain resources). The general requirements for policy control, which should be common to most services requiring SBLP, include the following:
The Application Function needs to be able to:

a. Requeststhe PDF to apply restrictions on usage of the IP bearer resources of the access network.
b. Provide service determined policy information

c. Indicate characteristics/needs of service

d. Exchange charging correlation information to the IP bearer resources network.

e. Control usage of authorised IP bearer resources (gating)

f. Be informed of particular IP bearer resources network situations

/**********************End of the third Change ***************************/
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