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4.3
Naming and addressing concepts

4.3.7
Multi terminal concept

When multi terminal is supported in IMS, IMS user could have multiple terminals associated with one IMS subscritption being able to access IMS service simultaneously. In such a case, each terminal will contain an ISIM application with a private identity different with each other. And the public identities will be shared by the terminals. The relationship of private and public identity is shown in figure 4-7:
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Each terminal shall register its contact address with the IMS. The capability of one terminal registering on harf of other terminal (s) is not defined within this release of specificatioin. And the same S-CSCF shall be assigned to these terminals which belong to one IMS subscription. 
5.2
Application level registration procedures

The following sub-sections address requirements and information flows related to registration in the IP multimedia subsystem. Assumptions that apply to the various information flows are listed as appropriate.

5.2.1
Requirements considered for registration

The following points are considered as requirements for the purpose of the registration procedures.

1. The architecture shall allow for the Serving-CSCFs to have different capabilities or access to different capabilities. E.g. a VPN CSCF or CSCFs in different stages of network upgrade.

2. The network operator shall not be required to reveal the internal network structure to another network. Association of the node names of the same type of entity and their capabilities and the number of nodes will be kept within an operator’s network. However disclosure of the internal architecture shall not be prevented on a per agreement basis.

3. A network shall not be required to expose the explicit IP addresses of the nodes within the network (excluding firewalls and border gateways).

4. It is desirable that the UE will use the same registration procedure(s) within its home and visited networks.
5. It is desirable that the procedures within the network(s) are transparent to the UE, when it register with the IM CN subsystem.

6. The Serving-CSCF is able to retrieve a service profile of the user who has IMS subscription.The Serving-CSCF knows how to reach the  Proxy-CSCF currently serving the user who is registered.

7. The HSS shall support the possibility to bar a public user identity from being used for IMS non-registration procedures.  The S-CSCF shall enforce these barring rules for IMS.  Examples of use for the barring function are as follows:

-Currently it is required that at least one public user identity shall be stored in the ISIM application.  In case the user/operator wants to prevent this public user identity from being used for IMS communications, it shall be possible to do so in the network without affecting the ISIM application directly.

8. The HSS shall support the possibility to restrict a user from getting access to IM CN Subsystem from unauthorized visited networks.

9. It shall be possible to register multiple public identities via single IMS registration procedure from the UE.

10. It shall be possible to register a Public User Identity that is simultaneously shared across multiple contact addresses via IMS registration procedures.

11. Registration of a public user identity shall not affect the status of already registered public user identity(s), unless due to requirements by Implicit Registration set defined in subclause 5.2.1a.  
12. It shall be possible to support multiple registrations of the same public identity (es) from multiple terminals assoicatated with single IMS subscription with different contact addresses. 
13. It shall be possible for the UE to publish its device capability information (e.g. terminal model, screen size, codec, software version…) and user preference information during registration procedure and update the information with re-registration de-registration procedures.
5.16
IMS Multi terminal capability and user preference management concept and procedure 

This clause describes architectural concepts and procedures for providing multi device capability management services for IMS. The service intelligent routing towards the correct terminal(s), based on Terminal capability, User preference and/or Network preferences.

5.16.1
Terminal Capablity and User Preference Server

It is an application server which provides the following functions:

Interact with S-CSCF using ISC interface

Receive terminal capability and user preference related information duing terminal registration procedures

During SIP sessions, provide intelligent routing towards selected terminal (s) based on terminal capability, user preference and/or network preference.
5.16.2 Information flow
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1-2.
Terminal 1 registers itself with the S-CSCF carrying its terminal capability and user preference information, and user profile is downloaded to the S-CSCF from HSS
3-6. 
Initial filter criterion is triggered due to user has the terminal capability management application server configured, therefore, the S-CSCF creates a third party registration message and sends it to the application server containing the terminal capability and user preference information. Note, the S-CSCF doesn’t need to understand the sematics of the capability and preference information, but just sends it to the AS as a block of data. And finally, this registration is succeded.
7-12.
Same procedure applies to terminal 2. Note, same S-CSCF is assigned to terminal 2 and the profile downloading is optional. 
13.
Later on, a SIP session request is targeting the public identity which has been registered by both terminals and reaches the S-CSCF. 
14-15. There is an initial filter criteria setup for the capability and preference application server stored in S-CSCF, so the S-CSCF sends the session request to the application server over ISC interface
16-18. The application server selects the terminal based on capability, preference and/or operator defined policy, and in this example, terminal 2 is selected. Therefore, the application server returns the session request indicating selected terminal to be reached. And the S-CSCF routes the request to terminal 2.
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