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***********First Change*****************

4.3
Naming and addressing concepts

4.3.1
Address management

The mechanisms for addressing and routing for access to IM CN subsystem services and issues of general IP address management are discussed in TS 23.221 [7].

When a UE is assigned an IPv6 prefix, it can change the global IPv6 address it is currently using via the mechanism defined in RFC 3041 [16a], or similar means. When a UE is registered in the IM CN Subsystem with an IP address, any change to this IP address that is used to access the IM CN subsystem will result in dropping the active SIP dialogs, and shall trigger automatic registration. This automatic registration updates the UE’s IP address and security association. To avoid disruption of ongoing IM CN subsystem services, the UE should not change the IP address that it uses to access the IM CN subsystem while engaged in active SIP dialogs (e.g. INVITE or SUBSCRIBE-NOTIFY dialogs). 

4.3.2
Void

Figure 4.4: Void
4.3.3
Identification of users

There are various identities that may be associated with a user of IP multimedia services. This section describes these identities and their use.

4.3.3.1
Private user identities

Every IM CN subsystem user shall have one or more private user identities. The private identity is assigned by the home network operator, and used, for example, for Registration, Authorisation, Administration, and Accounting purposes. This identity shall take the form of a Network Access Identifier (NAI) as defined in RFC 2486 [14]. It is possible for a representation of the IMSI to be contained within the NAI for the private identity.

-
The Private User Identity is not used for routing of SIP messages.

-
The Private User Identity shall be contained in all Registration requests, (including Re-registration and De-registration requests) passed from the UE to the home network.

-
An ISIM application shall securely store one Private User Identity. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application.

-
The Private User Identity is a unique global identity defined by the Home Network Operator, which may be used within the home network to uniquely identify the user from a network perspective.

-
The Private User Identity shall be permanently allocated to a user (it is not a dynamic identity), and is valid for the duration of the user’s subscription with the home network.

-
The Private User Identity is used to identify the user’s information (for example authentication information) stored within the HSS (for use for example during Registration). 

-
The Private User Identity may be present in charging records based on operator policies. 

-
The Private User Identity identifies the subscription (e.g. IM service capability) not the user.

-
The Private User Identity is authenticated only during registration of the user, (including re-registration and de-registration).

-
The HSS needs to store the Private User Identity.

-
The S-CSCF needs to obtain and store the Private User Identity upon registration and unregistered termination.

4.3.3.2
Public user identities

Every IM CN subsystem user shall have one or more public user identities [8]. The public user identity/identities are used by any user for requesting communications to other users. For example, this might be included on a business card.

-
Both telecom numbering and Internet naming schemes can be used to address users depending on the Public User identities that the users have. 

-
The public user identity/identities shall take the form of SIP URL (as defined in RFC 3261 [12] and RFC2396 [13]) or the "tel:"-URL format [15]..

-
An ISIM application shall securely store at least one Public User Identity (it shall not be possible for the UE to modify the Public User Identity), but it is not required that all additional Public User Identities be stored on the ISIM application.

· A Public User Identity shall be registered either explicitly or implicitly before the identity can be used to originate IMS sessions and IMS session unrelated procedures. 

· A Public User Identity shall be registered either explicitly or implicitly before terminating IMS sessions and terminating IMS session unrelated procedures can be delivered to the UE of the user that the Public User Identity belongs to. Subscriber-specific services for unregistered users may nevertheless be executed as  described in chapter 5.12.

-
It shall be possible to register globally (i.e. through one single UE request) a user that has more than one public identity via a mechanism within the IP multimedia CN subsystem (e.g. by using an Implicit Registration Set). This shall not preclude the user from registering individually some of his/her public identities if needed.

-
Public User Identities are not authenticated by the network during registration. 

-
Public User Identities may be used to identify the user’s information within the HSS (for example during mobile terminated session set-up). 

4.3.3.3
Routing of SIP signalling within the IP multimedia subsystem

Routing of SIP signalling within the IMS shall use SIP URIs or other (non SIP) AbsoluteURIs. AbsoluteURIs are defined in RFC 2396 [13]. Routing of SIP signalling within the IMS using AbsoluteURI (non SIP) shall only be supported for IMS signalling from IMS user to external networks. E.164 [2] format public user identities shall not be used for routing within the IMS, and session requests based upon E.164 format public user identities will require conversion into SIP URL format for internal IMS usage.

4.3.3.3a
Handling of dialled number formats

When using a phone number as the dialled address, the UE can provide this number in the form of a SIP URI or a TEL URL. This phone number can be in the form of E.164 format (prefixed with a '+' sign), or a local format using local dialing plan and prefix.  The IMS will interpret the phone number with a leading ‘+’ to be fully defined international number.

Support for local services and local dialling plans are not specified in the present document. 

4.3.3.4
Relationship of private and public user identities

The home network operator is responsible for the assignment of the private user identifier, and public user identifiers; other identities that are not defined by the operator may also exist. 
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Figure 4.5: Relationship of the private user identity and public user identities

The IMS Service Profile is a collection of service and user related data as defined in 3GPP TS 29.228 [30]. The Service Profile is independent from the Implicit Registration Set, e.g. IMPUs with different Service Profiles may belong to the same Implicit Registration Set. Initial filter criteria in the service profile provide a simple service logic comprising of user / operator preferences that are of static nature i.e. they do not get changed on a frequent basis.  

Application servers will provide more complex and dynamic service logic that can potentially make use of additional  information not available directly via SIP messages (e.g. location, time, day etc.). 

The IMS Service profile is defined and maintained in the HSS and its scope is limited to IM CN Subsystem. The service profile is downloaded from the HSS to the S-CSCF.Only one service profile per Public user identity is downloaded to the S-CSCF at a given time (such as at registration, update of a profile etc.) based on the  Public user identities being served by the S-CSCF. Nothing precludes that multiple service profiles can be defined in the HSS for a subscription. Each Public user identity is associated with one and only one Service Profile. Each service profile is associated with one or more Public user identities.

An ISIM application shall securely store the home domain name of the subscriber. It shall not be possible for the UE to modify the information from which the home domain name is derived. 

It is not a requirement for a user to be able to register on behalf of another user or for a device to be able to register on behalf of another device or for combinations of the above for the IM CN subsystem for this release.
Public User Identities may be shared across multiple UEs. Hence, a particular Public User Identity may be simultaneously registered from multiple UEs that use different Private User Identities and different contact addresses. Subscription data may restrict a user from having the same Public User Identity simultaneously registered from multiple contact addresses. If a Public User Identity belongs to an IMS subscription and it is shared among the Private User Identities, then it is assumed that all Private User Identities share the Public User Identity within the IMS subscription. The relationship for such a shared Public User Identity with Private User Identities, and the resulting relationship with service profiles, is depicted in Figure 4.6 below. 
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Figure 4.6 – The relation of a shared Public User Identity (Public-ID-2) and Private User Identities

All Service Profiles of a user, which share at least one common Private user identity through their relationship to public user identities, shall be associated to the same S-CSCF. Later releases may allow different Service Profiles that share the same Private user identity to be associated with different S-CSCFs. 

4.3.4
Identification of network nodes

The CSCF, BGCF and MGCF nodes shall be identifiable using a valid SIP URL (Host Domain Name or Network Address) on those interfaces supporting the SIP protocol, (e.g. Gm, Mw, Mm, and Mg). These SIP URLs would be used when identifying these nodes in header fields of SIP messages. However this does not require that these URLs will be globally published in DNS.

4.3.5
E.164 address to SIP-URI resolution in an IM CN subsystem

The S-CSCF shall support the ability to translate the E.164 address contained in a Request-URI in the non-SIP URL “tel:” format [15] to a SIP routable SIP URL using an ENUM DNS translation mechanism with the format as specified in RFC 2916 [16], (E.164 number and DNS). If this translation fails, then the session may be routed to the PSTN or appropriate notification shall be sent to the mobile.

The databases used to perform the ENUM DNS address translation mechanisms are a matter for the IM operator and this does not require that Universal ENUM service be used. Database aspects of ENUM are outside the scope of 3GPP.
4.3.6  Public Service Identities

With the introduction of standardized presence, messaging, conferencing, and group service capabilities in IM CN subsystem, there is a need for Public Service Identities (PSIs). These identities are different from the Public User Identities in the respect that they identify services, which are hosted by application servers. In particular, Public Service Identities are used to identify groups, see clause 4.10. For example a chat-type service may use a Public Service Identity (e.g. sip:chatlist_X@example.com) to which the users establish a session to be able to send and receive messages from other session participants. 
Public Service Identities shall take the form of SIP URL as defined in RFC 3261 [12] and RFC 2396 [13] or the "tel:"-URL format as defined in RFC 2806 [15].

The IM CN subsystem shall provide the capability for users to create, manage, and use Public Service Identities under control of AS. It shall be possible to create statically and dynamically a Public Service Identity.
For statically created PSIs pre-configured in the HSS, communications to the PSI needs to be enabled by the operator via O&M mechanisms by modifying the filter information within the subscription information of the users intending to use the service identified by the PSI. The PSI is then made available to these users.

The SIP requests are directed to the corresponding application server hosting the service according to the originating filtering rules in the S-CSCF of the user who created and/or using the service.  

Such statically pre-configured PSIs are only available internally within the operator’s domain. 

Dynamically created PSIs allows both operators and users to define these PSIs for specific applications.

For dynamicaly created PSIs via subdomain concept, the DNS infrastructure is used to create the subdomains to define PSIs dynamically and enable routing communcation requests to the PSIs for the operator’s domain.  The users and operators are able to define the PSIs within the defined subdomains. 

It shall also be possible to define PSIs dynamically without using the DNS infrastructure, via other form of databases.

Users from other domains/networks shall be able to use the services identified by the PSI, when the PSI is used as a terminating host
.
The IM CN Subsystem shall provide capability of routing IMS messages using Public Service Identity.
**************NEXT CHANGE********************

5.4.11
Signalling Transport Interworking

A Signalling gateway function (SGW) is used to interconnect different signalling networks i.e. SCTP/IP based signalling networks and SS7 signalling networks. The signalling gateway function may be implemented as a stand alone entity or inside another entity [1]. The session flows in this specification do not show the SGW, but when interworking with PSTN/CS domain, it is assumed that there is a SGW for signalling transport conversion. 

***********Next Change*****************
5.4.12 Routing & Configuration principles for Public Service Identities
5.4.12.1 Routing principles
Within IMS, routing to/from a Public Service Identity (PSI) shall be provided using basic principles used for IMS routing.  
Each Public Service Identity is hosted by an application server, which executes the service specific logic as identified by the Public Service Identity.
Note: We should probably add some introductory routing principles here, which should be moved from the sections below and more generalised independent of the solutions.









5.4.12.1.x Routing towards AS hosting PSIs directly 
When using subdomain approach, endpoints intending to access the services identified by a PSI may be located in a different domain compared to where the AS hosting the PSI is located. 

In this case an intermediate node (i.e. an I-CSCF) within the domain where the AS hosting the PSI is located may be used to facilitate routing to this AS. An external SIP server can resolve the PSI to the address of the I-CSCF, and the I-CSCF can resolve the same PSI to the address of the actual destination AS hosting the PSI and route directly to the host AS.

In this case, I-CSCF selects to route to the AS hosting the PSI instead of querying the HSS as otherwise done for normal session termination. 

When a generic database is used instead of the domain concept, the SIP request destined to the PSI is first routed to an I-CSCF within the domain of the AS hosting the PSI according to standard IMS routing principles. The I-CSCF then querries a database to find the AS hosting the PSI; and routes the SIP request directly to this host.
Note: This section will contain HSS & DNS based approach (via I-CSCF) where the AS hosting the PSI is contacted without using the filter criteria information (treated like another end point) & where the AS is directly contacted in case of incoming session towards the PSI.
5.4.12.1.y Routing towards AS hosting PSI via S-CSCF
The service is provided to the user by initiating SIP requests to the PSI and then the originating S-CSCF queries the DNS to find the host. 

The principles defined in RFC 3263 “Session Initiation Protocol (SIP): Locating SIP Servers” may be used.  For example, a NAPTR query and then a SRV query may be used to get the IP address of the destination host.

The domain name has to be defined in the global DNS.
When using subdomain approach, endpoints intending to access the services identified by a PSI may be located in a different domain compared to where the AS hosting the PSI is located. 

When a generic database is used instead of the domain concept, the SIP request destined to the PSI is first routed to an I-CSCF within the domain of the AS hosting the PSI according to standard IMS routing principles via S-CSCF.
Note: This section wil lfurther contain HSS & DNS based approach (via I-CSCF) & where the AS is contacted via S-CSCF either rthrough service filter criteria.

5.4.12.2 Configuration of PSIs

Note: this section will give guidelines on how to configure the PSIs, static ones as well as dynamic ones from a user point of view (such as using Ut reference point) as well as from Operator point of view.
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