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Introduction 

The architectural options depicted in this paper corresponds to section 6 of this TS and illustrates how 3GPP – WLAN interworking can be achieved by reusing the current GPRS concepts as stated in TS 23.060. 

Non Roaming WLAN Inter-working Reference Model 

The diagram in figure F.1 depicts the reference model for WLAN interworking for the non-roaming case.
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Figure F.1 non-roaming reference model 

The tunnel set-up procedure associated with the diagram in figure F.1 is designed to route packets from the UE, via the WAG to the Packet Data Gateway.  The method for the UE to select the correct WAG has not yet been decided (this is part of the RF network selection in the GPRS system).  Selection of the PDG involved needs to work in the same fashion as the APN resolution in GPRS.  APN selection is used in GPRS to determine which GGSN is used by a subscriber.  The selection of the GGSN implies which networks the subscriber has available, and (to some degree) what address they will have beyond the GGSN.  The same situation occurs with the PDG.  The correct PDG must be selected to allow access to a corporate network, for instance.  The GGSN is selected by using the APN value to query a DNS.  It is likely that some variation of the APN value (such as an APN value appended with the value “.WLAN”) could be sent to the DNS to obtain the corresponding PDG address which allows the same access the subscriber had under GPRS. 

Due to the tunnel establishment being identical to GPRS, it is proposed that the use of GTP be considered as a feasible option for the Wn interface.  Furthermore, due to there being an equivalence of functionality between the WAG and SGSN and the PDG and GGSN; reusing the existing GPRS GSNs and their respective functionality would require less effort 
if the Wn interface is based on the GTP protocol. 

Roaming WLAN Inter-working Reference Model
The diagram in figure F.2 depicts the reference model for WLAN interworking for the roaming case.
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Figure F.2 roaming reference model

The home network is responsible for access control. Charging records can be generated in the visited and the home 3GPP networks.  The Wx and Wo interfaces are intra-operator. The 3GPP network interfaces to other 3GPP networks, WLANs, and intermediate networks via the Wr and Wb interfaces.

The 3GPP proxy AAA relays access control signalling and accounting information to the home 3GPP AAA server.     

It can also issue charging records to the visited network CGw/CCF when required.

The tunnel set-up procedure associated with the diagram in figure F.2 works very similarity to the tunnelling procedures used in the existing GPRS network.  The UE in the WLAN network obtains the IP address of the WAG in the VPLMN using DNS lookup of the WLAN network and establishes a UE initiated tunnel to the appropriate VPLMN WAG. The WAG being aware of the UE related information (downloaded before hand during authentication or at registration) performs a private DNS lookup to obtain the IP address of the appropriate PDG in the HPLMN and once discovered the WAG establishes the tunnel to the PDG in the HPLMN.  

Furthermore, due to there being an equivalence of functionality between the WAG and SGSN and the PDG and GGSN; reusing the existing GPRS GSNs and their respective functionality would require less effort if the Wn interface is based on GTP.  Therefore, it is proposed to consider GTP as an option for the Wn interface. 

Note: In situations where the user request services that are specific to the VPLMN; the PDG in correspondence with the Wn interface in the VPLMN may be used as a tunnel end point.   
Reference Points 

Wu 

The reference point Wu is located between the UE and the WAG. The purpose of this reference point is to transport tunnelled user data traffic securely between the UE and the 3GPP network to provide PS-based services to the UE.  In roaming cases, the Wu reference point is terminated between the UE and the WAG in  the VPLMN.

This reference point is not required to be used when no PS-based Services are provided and a direct connection to external IP network (Internet/Intranet) exists in which case the user data can be directly routed from the WLAN access network without passing 3GPP network as it is the case with scenario 2.

No specific tunnelling protocol is proposed for the Wu reference point.  The options are open for IP based or GTP protocol, it is for further study as to which one of these protocol will best meet the requirements for Wu.

Wn 
Reference point Wn is located between the WAG and the PDG in the HPLMN.  This reference point serves the purpose of transporting tunnelled WLAN user data between WAG and the PDG.  Since the network entities that are connected by Wn serves a similar purpose as the connecting network entities of the Gn interface in GPRS; the GTP protocol would be considered as the most suitable candidate for the Wn reference point.

Wp

Reference point Wp is located between the WAG in the VPLMN and the PDG in the HPLMN.  This reference point caters for the roaming WLAN traffic by transporting tunnelled WLAN user data between WAG in the VPLMN and the PDG in the HPLMN. Since the network entities that are connected by Wp reference point serve a similar purpose as the connecting network entities of the Gp interface in GPRS; the GTP protocol would be considered as the most suitable candidate for the Wp reference point.

Furthermore, given that GPRS provides a well-established and well-proven means for roaming support where the GRX network is employed. It is proposed that the same concept of using the GRX network for roaming support be applied on Wp to connect the VPLMN WAG to the HPLMN PDG.

Proposal 

It is proposed that the content of this paper be accepted for Annex F section F2 for the moment. If this approach is accepted by SA2 this would be moved to the appropriate part of section 6 in the TS.
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