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	Summary
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	S2-031730

	S4-030388
	Liaison Response on RTCP signalling in MBMS
	To: RAN2 (CC: S2, RAN3)

In your liaison you asked the following three questions:

1. If we use SDP for the configuration of RTCP feedback, there are two possibilities how to signal it:

a) Inband within the multicast data stream

b) dedicated to particular users

Which method is used for the transmission of SDP?

2. Are there any means to dynamically control the feedback rate (frequency) for particular users in order to adapt to specific traffic conditions in certain cells, since the amount of UL traffic is quite critical.

3. Since the RTCP feedback can be switched off, which network entity controls the configuration of the RTCP?

To answer these immediate questions:

1. SDP is supplied, statically configured, the same for every recipient.  It therefore cannot be used for dynamic control of the multicast.  It supplies the UE the information it needs to ‘tune in’ to the multicast, and is not therefore sent in the multicast data stream.  Neither re-configuration nor targeting of particular users or areas can be achieved through SDP.

2. There are no protocols currently defined for dynamic configuration of the RTCP feedback frequency, which apply to this case.

3. The current ‘switch’ for RTCP feedback frequency is supplied, as noted above, once and the same to all UEs in SDP.  The SDP would usually be created by the content source.

Protocol information could be added to outgoing packets to control the overall feedback rate for all UEs, thus achieving dynamic but not user-sensitive control.  We would be concerned about the implications of ‘editing’ this outbound control information, for different effects in different cells or for different users, for example.  If geographic variation in feedback frequency or control of specific terminals is desired then we would have concerns about how such terminals or areas would be identified, and how they would be ‘targeted’.

Action for SA2: Could RAN2 indicate the degree, nature, timing and motivation of the control of the ‘up-link’ RTCP messages that they feel is needed?
	Forward to MBMS

	S2-031731

	S4-030413
	Liaison response On Minimum UE Capability Required for supporting MBMS
	To: SA2 (Cc: RAN1, RAN2, GERAN1, GERAN2, SA1)

With respect to the short-content services (traffic telematics, news clip, etc.) envisaged by SA1 in TS22.146, we expect that we would use a “data-casting” approach in which files are reliably supplied to terminals, and then played.  The codec experiences no loss in this circumstance, and therefore has no impact on the bearer capabilities.  However, the design of the reliable one-to-many data-casting protocol does depend on the bearer capability.  SA4 would need to know more about the bearer capability range before we could design such a protocol.

The two services “web radio” and “video concert” represent continuous or long content, and are unsuitable for data-casting. For these we would recommend use of the existing PSS codecs and protocols, for which the bearer capability need is already well defined in the attached draft TR.  If this capability cannot be assured, we expect that a protocol layer will be needed to improve the reliability (e.g. such as forward error correction); again, the design of the protocol depends on the nature and degree of the loss.

Can we be assured of the same capability as is assured for PSS?

Action to SA2: Could SA2 (or other groups) clarify the characteristics of the MBMS bearers for SA4, so we may consider the appropriate protocols and codecs?

	Forward to MBMS

Related to S2-032329

	S2-031732

	S4-030415
	Reply to “Reply to Liaison Statement on MBMS Codec Requirements”
	To: SA2 (Cc: SA1, SA3, SA5, RAN2, RAN3, GERAN1, GERAN2, CN1)

SA4 thanks SA2 for the LS response on MBMS codec requirements. SA4 understands that, in order to define a complete MBMS application, a full specification with details on data types, codecs, formats and transport/application protocols is required. 

Since SA4 has been given ownership of the definition of the above features, SA4 has produced a WID on MBMS (see attached document).

SA4 also understands that the main use cases for MBMS are streaming, MMS and short-time downloading. However, it is not clear what short-time downloading means.

In order to clarify some MBMS open issues from SA4 point of view, SA4 feels it useful to organise a joint MBMS ad-hoc meeting between the relevant WGs (date/location TBD) on use cases and application architecture. SA4 Chairman will contact the WG Chairmen on the issue.

Actions to SA2: In order to get a better understanding of the MBMS application use cases, SA4 kindly requests SA2 to clearly define the meaning of short-time downloading.
	Forward to MBMS

	S2-031734

	S4-030419
	Liaison response on LS on Protocols, Codecs and Media formats for MBMS
	To: SA3 (Cc: SA1, SA2)

SA4 would like to thank SA3 for the Liaison. The work on MBMS has just started in SA4 and SA4 are thus not able to answer your questions on protocols and codecs yet. A draft WID for the MBMS work in SA4 exists in S4-030414 (already send to SA3 in LS S4-030415). SA4 will keep SA3 updated on the progress of our work.

SA4 is looking forward to work together with SA3 on MBMS development.

Actions: None
	Forward to MBMS

	S2-031741

	S3-030275
	LS on clarification of USIM-based access to IMS
	To: SA, SA1, SA2, T3

The attached paper S3-030199 was discussed at S3#28. It intends to clarify the access possibility to IMS with a USIM, based on its release version.

SA3 delegates who attended the joint T3/SA3 meeting in 2001 believe that (interpretation 2) was agreed in that meeting, and TS 33.203 reflects that decision.

However, SA3 acknowledges that the paper raises some technical issues and business consequences related to (interpretation 2). Therefore, the decision for the correct interpretation has to be made before closing Rel-5, and this should be clearly reflected in all relevant specifications.

SA3 proposes to make the decision at SA level, taking into account input from all relevant groups. It might be necessary to postpone the Rel-5 freeze for this particular issue in order to account for any CRs that are needed to reflect that decision.

SA3 position: (Interpretation 1) can be ruled out, as it was not considered valid. SA3 sees no security reasons to prefer either (interpretation 2) or (interpretation 3). This decision can be based on business consequences and on the potential impact on technical specifications. 

· In case SA prefers (interpretation 2), no SA3 TS needs to be changed, but other TSes may need to address the technical issues raised.

· In case SA prefers (interpretation 3), the attached CR S3-030276 has to be applied to TS 33.203 and the interpretation of other 3GPP groups specifications shall be checked. This CR, not based on security arguments, has been just conditionally approved by SA3 in case SA makes the decision for (interpretation 3).
Actions: The addressed groups are kindly asked to 

1) state their position to SA in order to enable the decision

2) consider the impact of any SA decision on their Rel-5 specifications

3) align their TSes according to the SA decision, if necessary

	SA plenary agreed on interpretation 3 and approved the SA3 CR on 33.203

Open

Related to S2-032343

	S2-031745

	S3-030299
	LS on the specification of 802.11i and WPA link layer security and Radius to Diameter interworking
	To : SA2

SA3 would like to thank SA2 for their response regarding the specification of 802.11i and WPA link layer security. It was SA3 original working assumption that we should be able treat these aspects as a “black box” and just provide support for mutual authentication and generation of keying material in line with the requirements set out in the SA2 response.   However, SA3 note the comment by SA2 “As well as protecting the WLAN air interface, the above techniques can be used to build support for non-repudiation of WLAN accounting records”. In addition, SA3 have also been considering the implications of the trust relation between the Cellular Operator and the WLAN Access Provider and the impact of this on the WLAN Interworking Security TS 33.234. Until this work is complete, SA3 are unable to confirm that the WPA defined encryption meets the security requirements for WLAN-3GPP inter-working.

On the issue of Radius to Diameter interworking, SA3 has been studying the security implications. A contribution (S3-030265 Co-Existence of RADIUS and Diameter) which makes a number of recommendations which were endorsed by SA3, is attached, for consideration by SA2.

Actions: SA2 to comment on the recommendations in (S3-030265 Co-Existence of RADIUS and Diameter)
	Forward to WLAN

	S2-031746

	S3-030300
	Response to SA2 for their LS on enhancements of the Mt reference point
	To: SA2

SA3 thank SA2 for their Liaison on Enhancements of the Mt reference point (S3-030193 = S2-031593). Though SA3 realize the functionalities of Proxy/Gateway described in their LS are beneficial, SA3 feel that SA3 need more information on the functions which the Proxy/Gateway performs. In particular, information on the transport protocols run between the UE and the proxy may have an impact on whether TLS can be run over the Mt reference point between UE and the Proxy/Gateway, and where the TLS is terminated. There are several SA3 contributions that are related to this and further investigation will be performed. SA3 are happy to inform SA2 when a conclusion is reached.

Actions: SA3 kindly ask SA2 to provide more information on the functions which the Proxy/Gateway performs, and the transport protocols for Mt reference point.


	Open

	S2-031747

	S3-030301
	LS on requirements on security for the Mt reference point
	To: SA1, SA2

Problem Statement:

The use of HTTP over the Mt reference point is a means for a mobile user to manage his or her data on application servers. It is obvious that the communication over the Mt reference point needs to be adequately secured. In SA3#28, several contributions (S3-030223, 224, 245, 256) proposed solutions for this issue. These proposed solutions differ, among other things, in assumptions about service and architectural requirements. In particular, the key management solution proposed in S3-030223 is based on IMS registration. It was felt at SA3#28 that guidance on these service and architectural requirements was needed before a decision could be taken by SA3. SA1 and SA2 are therefore kindly asked to provide such guidance as specified in the actions below.

SA3 acknowledges that the response LS (S3-030210= S2-031583) addressed a similar issue. SA3 would, however, much appreciate further clarification to help SA3 with their decisions.

Actions: SA1 and SA2 are kindly asked to inform SA3 whether they see problems with basing a solution for the secure of HTTP over the Mt reference point on the following assumptions:

1. The solution is restricted to IMS users.
2. A successful IMS registration some time prior to secure communication over Mt is required (for each user profile).
3. It is not required that the user is registered in the IMS while securely communicating over Mt.
SA1 and SA2 are also asked to evaluate the significance of any identified problems.
	Open

	S2-031748

	S3-030302
	LS on security solutions for the Mt reference point
	To: 3GPP CN1, 3GPP SA2

Problem Statement:

The use of HTTP over the Mt reference point is a means for a mobile user to manage his or her data on application servers. It is obvious that the communication over the Mt reference point needs to be adequately secured. In SA3#28, several contributions (S3-030223, 224, 245, 256) proposed solutions for this issue. The key management solution proposed in S3-030223 has architectural implications for the IMS and is expected to affect stage 3 specifications for Release 6 under the control of CN1. It was felt at SA3#28 that guidance from CN1 and SA2 was needed before a decision could be taken by SA3. CN1 and SA2 are therefore kindly asked to provide such guidance on the following two issues:

Key transport over the ISC interface

S3-030223, section 5, proposes to use the Service Information XML element in the body of a 3rd party REGISTER message to transport key material from the S-CSCF to one or several application servers over the ISC interface.

Note that key transport occurs after each successful (re-)authentication. Note that the integrity and confidentiality of the derived keys distributed over the ISC interface can be ensured by means of IPsec (as specified in TS 33.210).

Transport of release information from S-CSCF to UE

In order to avoid backward compatibility problems between releases 5 and 6, the solution in S3-030223 requires that the UE be informed by the S-CSCF whether the latter is Release 5 or a later Release (for an explanation see S3-030223, section 8). S3-030223 proposes to solve this by including (for Releases 6+) the information on the release of the S-CSCF in the nonce parameter in the WWW-Authenticate header [cf. TS-24.228 v530, tables 6.2-9, 6.2-10, 6.2-11] of the 401 Unauthorized response message. Please note that the nonce parameter, as specified in RFC 3310, may optionally contain some server specific data, which could be used to carry the required information.

Actions: CN1 and SA2 are kindly asked to comment on the feasibility of the proposals. Suggestions for alternative realisations of the required functionality are also welcome.
	Open

Related to S2-032313

	S2-031749

	S3-030303
	Security issues regarding multiple PDP contexts in GPRS
	To: SA2 (Cc: CN4)
SA3 has considered the LS from SA2 (S2-031589) which asks SA3 to clarify the nature of the security threats associated with multiple simultaneous PDP contexts in GPRS. 

In the LS SA2 made the following comment:
“Specifically, there were questions on whether it was worth blocking multiple simultaneous PDP contexts when similar “problems” could be caused by successive PDP contexts with eg data being downloaded from an intranet, stored in the mobile, and then uploaded to the internet.”

In response to this comment, SA3 believes that in general real-time access to a private network (e.g. corporate LAN) from a public network (e.g. the Internet) allows more powerful attacks to be performed compared to the case where real-time access is not possible. Furthermore, SA3 believes that real-time attacks could make use of existing software that is legitimately present on the terminal, whereas some attacks which do not involve real-time access would require the attacker to plant trojan software on the terminal. Attacks which do not involve real-time access are therefore considered to be both more difficult to mount because they require more control over the user’s terminal and easier to detect. 

For these reasons SA3 consider it worthwhile to block simultaneous PDP contexts even if successive PDP contexts are still allowed. Of course, the mechanism to block simultaneous PDP contexts for particular combinations of APNs needs to be cost effective.

There are also alternative mechanisms to blocking simultaneous PDP contexts to mitigate the threats identified above.

Actions: To inform SA3 about potential mechanisms to solve the problem in order for SA3 to evaluate the security aspects
	Open

Related to S2-032321

	S2-032117
	S5-032227r5
	LS on usage of GUP reference points
	To: SA2 (CC: CN4, SA1, T2, SA3)

Overall Description:

SA5 SWGA will deliver the Release 6 Feature for Subscription Management (SM) (SP-020448).

SA5 is willing to consider the work of other 3GPP WGs within the release 6 time-frame that might provide a solution for the subscription management requirements identified in TS 32.140 (recently approved at SA#19).

It should be noted that:

- much of SA5's existing output is focused on managing the functional entities (called Network Elements in SA5) on the 3GPP network architecture in SA2's 23.002.

- draft 32.141 v1.0.1 (attached) on the subscription management architecture has identified Interface N as described in SA5's 32.102 as the initial focus of SA5.

The Generic User Profile reference points, and synchronisation capabilities are candidate solutions to support SM.

In order that SA5 can be confident that the GUP development is suited some additional knowledge transfer is required to permit SA5 to reach an objective decision.

Contributions into SA5 meeting 33-bis (04/2003) have suggested a usage of the Rp and Rg reference points.

Ideally, SA5 would like an interactive question and answer session with members of the GUP development possibly via a conference call. To illustrate the kinds of questions and associated assumptions SA5 have prepared the following.

Assumptions

1. The current set of available documents for GUP in release 6.0 are: 
TS 22.240 (V6.0.0) Stage 1 service requirements for the 3GPP Generic User Profile
TS 23.240 (V1.1.0) Stage 2 3GPP Generic User Profile Architecture
TS 23.241 (V0.3.0) Stage 2 3GPP Generic User profile –Data Description Framework.


2. SA5 believe that the GUP server hold no data used for actual configuration purposes, but does support the directing of a request to the appropriate network element(s) which do hold the information utilising the Rg reference point to the RAF.


3. SA5 would like to consider the functions within the GUP server can be considered as that of a type of Network Element. The actual location of the GUP server functions could be physically located in another NE (e.g. HSS)


4. The Rg reference point incorporates security functions to ensure any request is authorized, and changes made by an authorized requestor cannot be repudiated.


5. Any network element, which requires configuration data, may use the bi directional capabilities of the Rg reference point to obtain the data from the entity having the master GUP data role.

Questions

A. What is the relationship between the functional entities defined in 23.240 and those in 23.002?

B. What reference point is used to administer the security functions in the GUP server?


C. GUP has the notion of a master GUP component. How is this master component allocated/defined?


D. It is inevitable that at some point a computing or storage device will fail beyond recovery. What mechanisms exist for storage of data in alternative backup devices e.g. the ability to change the role of a non-master component to a master role. Also demote a master component to non-master?


E. The GUP architecture shows usage of both the Rp and Rg reference points by applications. How does an application obtain an awareness of how data is distributed amongst the network, and hence which components support the RAF, to determine which components need to be communicated with via the Rp interface?


F. Are there any security mechanisms supported when using the Rp interface when accessing the RAF?


G. Subscription management in release 6 is aimed at being within the same network. With a future need after release 6 to support 3rd part operators and VASPs. Will GUP permit varying levels of access capabilities / restrictions to be defined for different Subscription management requestors?


H. Subscription management will have an initial need to be able to configure data for the GPRS / IMS applications. This necessitates being able to configure data in the HSS for specific users. E.g. the data in 23.008, 23.016, 23.060. Is there any schema definition work in progress for any of the data in these specifications?


I. Figure 4.2 of TS 23.240 depicts an RAF associated with Management Servers. The term ‘Management Servers’ is unknown to SA5. Please provide its definition and the source document.

Overview of Subscription Management
Subscription management aims to ease the configuration of new services.

This is envisioned as being via the creation of profile components in the network management layer which are associated with a particular service that can be offered by the network operator.

The profile components being able to provide a base (default) set of values for a particular service.

Slight amendments will be needed to adapt the profile components for a specific following a subscriber agreeing business terms to authorising a specific set (1 or more) of users.

The profiles and associated profile components are expected to be created and stored in some form of database at the network layer.

SA5 are unsure whether or not the Rg or Rp interface should be used and how they relate to Interface N, and whether the assumptions being made by SA5 SWGA are valid.
With assistance SA5 can confirm the appropriate usage of the Rp and Rg interfaces and the GUP functional entities.

Actions: SA5 SWGA asks SA2 to answer the questions contained in this LS to enable SA5 SWGA to present TS 32.141 for approval at SA#20 (06/2003).

	Open

	S2-032131
	T2-030335
	LS on MMS for Deferred Mode IMS Messaging
	To: SA2 (Cc: SA1, CN1)

Overall Description:

In T2 #19 an LS from 3GPP SA2  (T2 – 020842) informed T2 of the IMS Messaging standardization effort and requested from T2  the following:  “T2 is asked to carry out an analysis on the applicability of MMS architecture to the IMS messaging deferred delivery messaging type. SA2 asks T2 to provide the results of the analysis including the necessary/possible enhancements to the MMS architecture as soon as they are available. Furthermore, T2 is asked not to start any work on immediate messaging and session based messaging types before SA2 has carried out the architecture studies concerning them.”

This document provides a summary of the results of T2’s study of this topic and proposes actions to be taken.

IMS Messaging Requirements - background

The current draft of IMS messaging requirements (TS 22.340  2.0.0) divides IMS Messaging to three “modes” of operation :”Immediate” ,  “Deferred” and “Session Based” 

The “deferred messaging mode is defined as : “A type of IMS messaging service by which the sender expects the network to deliver the message as soon as the recipient becomes available”. 

A message can become deferred in the following way: “if the recipient is not available, the message may be discarded or deferred. An immediate message may be deferred by the recipient's network based on the message filtering settings defined by the recipient or by the recipient's IMS service provider.”  “However, the requirements for the “deferred delivery messaging” type of IMS messaging are considered to be same as for the Multimedia Messaging Service (MMS) as described in TS 22.140 [2]. Therefore the present TS references TS 22.140 [2] for a description of requirements of the “deferred delivery messaging” type of IMS messaging. “

Can MMS serve as the basis for IMS Deferred Messaging Architecture ?

MMS as defined in TS 23.140 is an application that will function well when running over the IMS Core network.  With some minor evolution as described in section 4 below, MMS perform efficiently and is the most logical choice for IMS Deferred Messaging.

Since the requirements for the IMS deferred messaging type are identical to those of MMS, and since the MMS architecture supports the MMS requirements, the answer is yes.   Chapter 11 of TS 22.340 calls out a requirement for interoperability with existing 3GPP messaging services.  MMS, as it evolves to for IMS Deferred Messaging can easily retain backwards compatibility with the existing version of MMS, guaranteeing interoperability between current and future multimedia messaging.  Also, since operators have already deployed the MMS infrastructure, utilizing this for IMS Messaging will result in more economical IMS Messaging rollout and simpler interoperability with the “legacy” MMS customer base.

From the point of view of operators who have deployed MMS, the use of MMS for IMS Deferred Messaging has significant economic benefits.  Large savings will occur from avoiding additional equipment purchase, installation, integration, and training needs.

Suggested Modifications to Evolve MMS for Use as IMS Deferred Messaging

The MMS does require a small evolution to function efficiently and fulfil the requirements as the deferred messaging service in the IMS Messaging context.  There is one change required and one dependency:

· MMS addressing supports either MSISDN or a RFC 2822 format address.  IMS Messaging also supports these two formats, and a third SIP URL format. To function well within IMS Messaging, support for the SIP URL address should be added.

· MMS Notifications are sent using OMA PUSH, thus their delivery depends on a functional PUSH service in the IMS network.
Conclusion

The MMS fulfils all requirements for IMS Messaging deferred message type.  With minor evolution, the MMS can be made to perform very efficiently in the context of IMS networks.  This approach will provide a smooth evolution of operators’ current services and an economical way for reuse of recently introduced infrastructure.

T2 thanks SA2 for the opportunity to analyse using MMS for Deferred Mode IMS Messaging and looks forward to your response to this LS.

Actions: T2 asks SA2 to consider this analysis and the conclusions of this document and provide T2 with information on the results of that discussion. T2 awaits the results of SA2’s conclusion in order to begin the work described above. It is hoped that a response is received in a timely fashion to facilitate this work in the Release 6 timeframe.
	Open

	S2-032305
	G2-030434
	Reply to LS on <Meaning of the ‘transfer delay’ QoS attribute for packet-switched streaming bearers>
	To: SA4 (Cc: SA2)

Overall Description:

GERAN2 thanks SA4 for the LSs received regarding the <Meaning of the ‘transfer delay’ QoS attribute for packet-switched streaming bearers>. GERAN2 acknowledge the approach described by SA4 on how the ‘transfer delay’ parameter is defined and how the MS and the NW should use it. Summary of the approach is described below:

· The transfer delay is the delay (95% percentile) experienced by packets between peer SNDCP entities. It does not include the delay experienced by packets due to the de-jittering buffer.

· Applications requiring lower packet loss than 5% may need to support a de-jittering buffer that is larger than the ‘transfer delay’ parameter specifies. 

· It is left up to applications to decide how large de-jittering buffer they should support depending on acceptable packet loss and what transfer delay the network can offer. 

· In order for the applications to be able to make this decision it is important that the expected delay variations of various RANs are estimated. In particular the delay variation for the <5% of the packets experiencing longer delay than the ‘transfer delay’ parameter is interesting (See section 2 below).

· It will not be possible for the NW (e.g. BSS) to optimize the Streaming performance based on the de-jittering buffer used in the application since the de-jittering buffer will be unknown in the NW.

Specific comments to the LSs from SA4

In the LS G2-030294 it says:

“We therefore believe that the transfer delay requested by the application is a function of the de-jitter delay in the application and the percentage of packets that might be considered lost because they arrive outside the de-jitter delay allowed in the application.”
GERAN2 does not completely understand the meaning of this sentence and would appreciate further clarifications. 

In the LS G2-030294 it says:

“In order to give effective guidelines in the SA4 specifications, we need to give some guidance about the shape and parameters of the distribution of delay values.  Are SA2 or GERAN2 able to give SA4 some information about the expected long-term overall delay distribution and relevant parameters beyond mean delay?”

GERAN2 has performed multiple different studies trying to analyse how the delay distribution looks like for a Streaming service supported in GERAN. Unfortunately performing a complete analysis of the delay distribution is complex and the result depends heavily on the assumptions taken in the simulation. Issues like NW planning, NW support of features (E.g. EDGE, Network Assisted Cell Change, etc.), NW congestion, NW signalling delays etc. as well as MS capabilities has a significant impact to the maximum delay experienced by the application.

Therefore the results presented below are given in quite vague terms and should not be assumed to be valid for all networks.
GERAN2 has made the following general observations of the delay characteristics for Streaming services:

· Streaming sessions where the user does not experience any cell changes or other link interruptions/degradations will experience a packet delay for all packets (excluding lost packets), which would in almost all scenarios, be below 2 seconds. The exact delay distribution is unknown.

· For streaming sessions where the user experience link interruptions due to cell changes (both inter and intra RA) it is expected that the packet delay for some packets will in most cases exceed the transfer delay of 2 seconds during cell change events. This will not necessarily mean that the number of packets during the whole session that will take longer than 2 seconds to be transferred will exceed 5%. 

· The probability that a given Streaming session will experience more than 5% of the packets later than 2 seconds are unknown and depends heavily on the system, user mobility and what service that is supported. It is however foreseen that the probability should be fairly low for normal user mobility.

· The maximum delay expected before all packets (excluding some packet loss) are received by the application will continue to be studied in GERAN2 under the assumptions described below. Initial results give a maximum delay for all packets, which is between 5 to 20 seconds depending on the scenario.

Simulation assumption in GERAN2:

TSG GERAN WG2 is in the process of running simulations related to streaming, and simulation assumptions include the following values relevant to this discussion. These input parameters should however be considered to be system dependant:

Probability that a cell change is a Routing Area change


10% and 15%

Interruption due to Routing Area change (Rel-5)



Preferred distribution: Shifted Rayleigh.Avg. 3 s. Min. 1.5 s (additional scenarios are optional). 

Interruption due to Cell change (with no Routing Area change) (Rel-5)
Preferred distribution: Shifted Rayleigh Avg. 2 s. Min 0.5 s (additional scenarios are optional).
Actions to SA4: No specific action assuming the comments presented in this LS are inline with SA4 assumptions
	Noted

	S2-032306
	G2-030437
	LS on Stage 3 work for Early UE handling
	To: SA2, CN4 (Cc: CN1, RAN3, SA1, GERAN, RAN, SA, CN)

Overall Description:

GERAN2 would like to thank SA2 for their answers and guidance in the preparation of the stage 3 CRs to the GERAN specifications for ‘early UE handling’.

GERAN2 would like to inform SA2 and the other groups addressed in this Liaison Statement that GERAN2 has agreed what is considered to be the minimum set of changes for the GERAN handling of ‘early UEs’. These changes are restricted to the A interface and relate to the addition of a new cause for the failure of the handover to UMTS procedure. This cause enables the BSC not to attempt further handovers to UMTS for the mobile station involved. Furthermore, at external handover, the old BSC notifies the new BSC of the MS condition, so that further handovers to UMTS in the new BSC can be prevented for the mobile station in question. The stage 3 CR containing these changes (modifications to BSSAP in 3GPP TS 48.008) has been agreed by GERAN2 and it will be submitted for approval by TSG GERAN #15 at the end of June.

Regarding whether or not the BSC should receive and use the UESBI, GERAN2 has not concluded on this issue as yet and hence the agreed changes described above do not include it. It is GERAN2’s understanding that this is consistent with the assumptions in CN4 and that CN4 will include in their specifications the addition of the UESBI on the MAP-E interface for the case of GERAN to UTRAN handover. However, this issue will be discussed again at the next GERAN2 meeting at the end of June, collocated with TSG GERAN #15. GERAN2 will notify SA2, CN1 and CN4 if these changes are agreed at the next GERAN2 meeting, so that these groups can change their affected specifications, if any.

Actions: No actions needed.
	Noted

	S2-032307
	GP-030423
	Reply to LS on <Meaning of the ‘transfer delay’ QoS attribute for packet-switched streaming bearers>
	To: SA4 Cc: SA2

Overall Description:

GERAN2 thanks SA4 for the reply to the previous LS and for the clarification about the two distinct functionalities (network de-jittering buffer and pre-decoder buffer) that characterize the streaming client buffer.

GERAN2 acknowledges in particular that (according to TR 26.937 v.1.3.0, section 6.2.5.4):

· After negotiating the QoS paramenters, the Client decides the needed amount of de-jittering buffer, in order  to cope with a maximum delay variation equal to the “transfer delay” 
· “Start-up delay” (i.e. time shift between the sampling curve and the playout curve) is given by “transfer delay” + initial pre-decoder buffering period + transfer delay of the first packet (it is the reception of the first packet that triggers buffering at the client, but anyway this initial delay is low compared to the other ones)
· The network should be (obviously) responsible to guarantee as much as possible the negotiated “transfer delay”. Though, to enforce the application requested delay constraints, the network is expected to drop the packets that cannot be delivered in time (i.e. the ones whose delay variation would exceed the “transfer delay”)

Moreover GERAN2 would like to inform SA4 that GERAN is currently elaborating realistic values for the transfer delay for Streaming Services in GERAN.

Comments to chapter 6.2.3 of the TR 26.937
It is GERAN2's assumption that supporting packets sizes bigger than the negotiated LLC size (N201-U) on the Gb interface will not cause IP fragmentation as stated in the TR. Instead, it will cause SNDCP to perform segmentation of the data into multiple LLC packets (See CH 6.7 of 44.065). This segmentation will introduce some overhead and increased loss rate over the Gb and Air interface, however it is our assumption that in most cases the impacts of this can be neglected. The IP layer is completely unaffected by the SNDCP segmentation. Performing IP fragmentation or Application level segmentation in order to avoid SNDCP segmentation will in most cases cause higher IP loss rates and introduce more overhead.

GERAN2 agrees with the general conclusion of the chapter 6.2.3 though that the best way to avoid any segmentation over the Gb interface is if the MS negotiate up the N201 parameter. This procedure is already supported in the standard today.

Actions to SA4 group: TSG GERAN WG2 would appreciate further feedback from TSG SA WG4 regarding the above considerations and in particular whether they could confirm that it is the preferred/assumed behaviour of the network to drop the packets whose delay variation would exceed the negotiated “transfer delay” for all Streaming QoS Class services.
TSG GERAN WG2 would like SA 4 to update the section 6.2.3 of the TR 26.937 to better reflect the differences between IP fragmentation and SNDCP segmentation as commented in section 2 above.
	Noted

	S2-032308
	N1-030815
	LS on Network Sharing Requirements for Rel-6
	To: SA1 (Cc: SA2)

Overall Description

CN1 thanks SA1 for their liaison statement on Network Sharing (TDoc S1-030533).

CN1 has noted the 22.011 CR, covering changes to the PLMN selection requirements, and can confirm that the CR is seen as sufficiently clear to allow CN1 to continue with the Stage 3 work, once the necessary Stage 2 information is received from SA2.

CN1 has discussed the following working assumptions:

· Multiple PLMN (MCC + MNC) information will be broadcast via the shared AN cells.

· Cell selection and re-selection concepts are to be kept as they are, for as long as possible.

· LA / RA concepts are to be kept as they are, for as long as possible.

· All UEs accessing any of the PLMNs via the shared AN should see the same LA / RA identities and borders to avoid problems with old mobiles, cell planning interactions with LA, and National roaming and regional provision concepts.

· There will be a single Network Mode of Operation (NMO) for all UEs accessing the shared AN area.

· Legacy mobiles must be supported.

Based on the above working assumptions it appears that only multiple MCC + MNC information needs to be added to the broadcast system information. All other broadcast system information needs to be kept as it is.

Actions to SA1: CN1 would like to ask SA1 to confirm that the working assumptions meet their requirements. 
	Noted

	S2-032309
	N1-030817
	Reply LS on ‘Impacts on the UE of UE-Initiated Tunnelling”
	To: SA2 (Cc: T2, SA3)

Overall Description:

CN1 would like to thank SA2 for their liaison “Impact on the UE of UE-Initiated Tunnelling”. In this LS (N1-030581/S2-031569) CN1 was requested to evaluate the UE-Initiated tunnel and to check whether tunnel security options may impact the UE.

CN1 understands that the UE-Initiated tunnel is a feature in WLAN UEs, needed to support scenario 3 type of service for WLAN-3GPP IW. It was discussed that this feature requires a client in the terminal, such as VPN client.

At this point CN1 could not foresee any specific impact that would not allow Rel6 WLAN terminals to support UE-Initiated tunnel.

There were some discussions regarding the security in UE-Initiated tunnels using e.g. IPSec. However, it was noted that this discussion should take place in SA3.

CN1 would like to take the chance to inform SA2 that it has just started the WLAN related Stage 3 work.  It is focussing in the WLAN authentication between the UE and 3GPP AAA Server using EAP/AKA and EAP/SIM procedures. 

Actions: None.
	Forward to WLAN

	S2-032310
	N1-030821
	Reply LS on media codecs and formats for Presence and Messaging
	To: SA4 (Cc: SA2)

Overall Description:

CN WG1 would like to inform SA WG4 that CN WG1 has adopted draft-lonnfors-simple-binpidf-01 (and its future revisions) on referencing external objects from the Presence Information Data Format. The draft is referenced from TR 24.841, as well as it is part of the normative Rel-6 dependency list CN WG1 produced.

Furthermore, CN WG1 plans to adopt draft-ietf-sip-congestsafe-01 (and its future revisions) for the Rel-6 IM CN Subsystem in order to prohibit the risk of network congestion when transmitting large SIP messages over UDP. The Internet-Draft is part of the normative Rel-6 dependency list, its final adoption depends on the progress of the draft in the SIP WG.

Actions: CN WG1 asks SA WG4 to take into account the above discussion when progressing with the codec and format definition work for presence and messaging.
	Noted

	S2-032311
	N1-030836
	LS on Support of additional LLC SAPIs
	To: SA2 (Cc: GERAN)

Overall Description:

CN1 would like to thank SA2 for their LS on Mapping of NSAPIs onto LLC SAPIs.

SA2 have asked CN1 to study whether more LLC SAPIs could be made available for a UE and to extend the number of LLC SAPIs if feasible. 

CN1 have briefly discussed the issue and can provide the following preliminary answer:

· Currently, in the LLC service access point identifier IE in TS 24.008 only 4 LLC SAPI values have been defined for GPRS data transfer. One additional codepoint ("0000") is used to indicate "LLC SAPI not assigned". 

· All the remaining code points are defined as "reserved". Therefore, it is not possible to use these code points in the existing LLC service access point identifier IE for extension, since an old SGSN implementation would have to reject a message containing a reserved value in a mandatory IE. However, a new IE or an indication of support of new LLC SAPIs from the receiving entity could be used as a workaround.

CN1 needs to study these possible solutions in more detail and will inform SA2 and GERAN when progress has been made on the issue.
Actions: None 
	Noted

	S2-032312
	N1-030896
	LS on transport of unknown SIP signalling elements
	To: SA2, SA3, SA5


Overall Description:

CN WG1 wants to inform, that CN WG1 has agreed to add a statement to 3GPP TS 24.229, which mandates network entities in the IM CN subsystem, which act as SIP proxies, to be transparent for the following SIP signalling elements:

· unknown SIP messages;

· unknown SIP header fields;

· unknown SIP header parameters.

The term "unknown" here makes reference to messages, header fields or parameters that are not mandatory to be supported by CSCFs in IMS Release 5.

This behaviour is a main feature of the SIP protocol as defined by RFC3261 and was implicitly mentioned in several parts of the IMS specification already, e.g. in the description of filtering in 3GPP TS 23.218. Nevertheless it was seen as necessary to put a clear statement to 3GPP TS 24.229 in order to guarantee that implementations of IMS network elements act in conformance with the SIP specification.

Transparency means here, that a network entity passes on the unknown signalling element towards the receiving user. This does not prevent the network element to perform certain actions on the unknown signalling element. For example in case of an unknown SIP request, the S-CSCF will still be able to apply filter criteria on the request. 

The actions for modifications of SIP messages in 3GPP TS 24.229 have been written in a way that they apply to both, known and unknown SIP messages. 

Actions:

To SA WG2 and SA WG3 groups.

CN1 kindly asks SA WG2 and SA WG3 to take the transport of unknown SIP signalling elements into consideration. CN WG1 asks for a reply to this liaison statement, if any problem with this behaviour is seen from architectural or security point of view. 

To SA WG5 group.

CN1 kindly asks SA WG5 to indicate if there are any implications or possible problems regarding to IMS charging due to the transport of unknown SIP signalling elements. 

	Open

	S2-032313
	N1-030933
	LS on security solutions for the Ut reference point
	To: SA3 (Cc: SA2)

Overall Description:

CN1 thanks SA3 for their liaison statement on security solutions for the Mt reference point (=Ut reference point). CN1 is aware that SA3 is responsible for the security architecture in 3GPP. CN1 has discussed the issue and provides the following answer:

CN1 sees that the solutions described in the liasion are feasible. However from a CN1 point of view the solutions have the following drawbacks:

This would be the first case where a Release-6 service in an Application Server requires the S-CSCF to be updated to Release-6 which causes backward compatibility problems. 

It is anticipated that the key derivation in the S-CSCF puts additional processing load on the S-CSCF which is multiplied by the number of application servers involved.

CN1 thinks that registration should be used exclusively for authentication of the UE to the IMS.

During the discussion it was also mentioned that the Sh interface might be used for providing the necessary keying material to an Application Server.

CN1 will closer study the item and try to provide a solution.

Actions: None
	Noted

Related to S2-031749

	S2-032314
	N1-030944
	Reply LS on R99 and later emergency calls when attached to data only network
	To: SA1, SA2 (Cc: GERAN 2, RAN 2)

Overall Description:

CN1 thanks SA1 for their LS that clarify questions on R99, R4 and R5 when attached to data only network. For R6, CN1 acknowledges the principle to allow support for emergency calls when attached to data only networks.

CN1 has reviewed the CR to 22.101 provided in S1-030538 and would like to raise the following questions and comments:

1. In the UE action required for the case described in section 10.3 ("... attempt to find a connection that could support emergency calls. Note that this may or may not require change of serving network...") the term "attempt to find a connection" is quite unclear. Does that mandate the UE to perform a service based cell selection before entering "any PLMN" search? (In CN1s opinion probably not, as there is no possibility for the UE to detect the support of voice service (see item 5), neither for the support of the PS nor CS domain.)

2. Is the UE as discussed in item 1, due to the lack of such an indicator, required to perform several call establishment attempts on all available PLMNs? This would cause a significant delay of the call setup time that is probably not acceptable at all. Furthermore, as stated in item 4 below, a PLMN reselection would cause a complete interruption of the PS service even for UEs that are capable to maintain a CS and PS connection in parallel. CN1 assumes that the intention is not to mandate any call re-attempts.

3. The table in section 10.1 does not distinguish whether a UE supports CS based voice services or not. In the case that the UE does not support CS based voice services, certain requirements are not applicable.

4. The fourth case in the table in section 10.1 ("CS and PS capable only") introduces a new requirement for non-IMS capable UEs. Up to now there was no requirement to change the serving network for a CS emergency call. CN1 would also like to highlight that such a change of the serving PLMN will cause an interruption of the PS service even for UEs which are capable to maintain a CS and PS connection in parallel (UMTS, A/Gb Mode class A, or A/Gb Mode-DTM). Such a requirement was estimated to cause a non-trivial change of CN1 specifications. CN1 would like to ask whether this was the intention. CN1 would also like to highlight that a CS emergency call may be established also if the UE is not attached to the CS domain. The same applies for the seventh case ("CS and IMS capable") in the table in section 10.1.

5. The new requirement given in section 10.3 is unclear. What is a PLMN that “does not support voice services for the UE”? Does this mean that the PLMN does not support CS domain at all (PS only) or the case when the PS + CS capable network offers only PS domain service for PS + CS capable UE (for whatever reason). There is no specific indicator available to the UE either for the "presence of a CS domain", or for the support of "voice services" by the network. Is the term "voice services" covering both PS domain based IMS and CS domain based speech calls?

6. For CS emergency calls, the characteristics of TS11 are well defined. For IMS, the characteristics for “IMS speech calls” are unclear and should be clarified.

Actions To SA1 group:

CN1 would like to ask SA1 to study the issues raised above and inform CN1 about the outcome of

the discussion for each of the bulleted items.
To SA2 group.

CN1 kindly asks SA2 to:

1  acknowledge that the scenario with ‘data only’ UE is incorporated into the TR 23.867.

2  take the comments raised in each bullet above into consideration for further work with this topic.

	Open

	S2-032315
	N3-030413
	LS on IMS Session Hold and Resume stage 2 and 3 descriptions
	To: SA2, CN1, SA5

Overall Description:

TSG CN3 is responsible for the specification of interworking between the IM CN and CS networks. CN3 investigated SA2 and CN1 specifications on handling of session hold and resume requests originating from the IMS.

CN3 feels that the existing SA2 and CN1 specifications don’t clarify all aspects of hold and resume request and SA2 and CN1 guidance would be required.

CN3 found the following issues during the discussion of hold and resume:

1. There is no service description of the hold and resume service in the IMS that would describe e.g. the charging implications. 

2. The call flows showing the handling of hold and resume from the IMS side at the MGCF/IM-MGW in TS 23.228 and TS 24.228 do not depict any hold and resume messages on the CS side, although they depict a PSTN box. Thus they seem to imply that the hold and resume service originating in the IMS is terminated at the MGCF/IM-MGW, rather than interworked with the corresponding service at the CS side.

3. CN3 could not agree if suspension of media sending at the IM-MGW (and the needed H.248 procedures) is really required as gating is also done in the GGSN. There were also concerns during the discussion of the service about why to act upon the receipt of the hold request at the Mn interface side if the subscriber is still charged due to the use of the CS side resources. In a pure CS-CS call no action is done in user plane for a hold resume sequence. In a pure IMS-IMS call, the gating function in the GGSN is understood by CN3 to be optional and therefore no interaction with user plane seems to be required.

4. CN3 assumes that putting media on hold is done using the SDP “inactive” attribute, although RFC 3264 describes the possibility that an UA puts “sendrecv” media on hold by making them “sendonly” and refrains from sending, as the later possibility can not be discriminated within the network from making media streams unidirectional.

The attached discussion document contains the SA2 and CN1 specification excerpts that were discussed during the meeting. 

Actions:

To SA2 group.

CN3 kindly asks SA2 to state whether the H.248 interactions between the MGCF and MGW are needed as shown in the information flow in TS 23.228. Furthermore, clarification is required about whether signalling messages need to be sent towards the CS NW represented by a PSTN box in the information flow or whether CS NW involvement is not needed in this case.

To CN1 group.

CN3 kindly asks CN1 to confirm which SIP request message and SDP attribute is used to express the hold and resume. The message flow examples show that UPDATE is used but discussions have revealed that the usage of INVITE mechanism would be also possible. Furthermore, clarification is required on which SDP attributes are considered as a trigger condition for a possible hold message. Are ‘a=inactive’ and ‘a=sendonly’ both trigger conditions, or only ‘a=inactive’?

To SA5 group.

CN3 kindly asks SA5 to point to/create a charging model of the hold and resume service for the IMS-CS interworking case.
	Open

	S2-032316
	N3-030414
	LS on Handling of SIP redirect messages (3xx responses)
	To: SA2

Overall Description:

CN3 is considering the specification of the handling of SIP redirection (3xx) responses for the IMS CS network interworking in TS 29.163 for Rel-6. CN3 would like to ask for guidance from SA2 on the issue, especially which scenario to standardize and how to handle the charging. 

CN3 understands that there are various alternatives or options to handle the 3xx responses within this interworking scenario, with possibly different problems to be solved, e.g. what kind of a charging scenario to apply. 

CN3 thinks that at least the following alternatives or options to handle the SIP redirection (3xx) responses should be considered:

Call release procedures are started with a cause code indicating that interworking is not possible.

A new INVITE is constructed using the URI received in the Contact header.

If the CS side network makes it possible, call re-routing is done (first) in the CS network.

Actions: CN3 asks SA2 group to give advice on the preferred scenario to handle the SIP redirection (3xx) interworking with CS networks and on the charging scenario to be used.


	Open

	S2-032317
	N3-030461
	LS on SIP signalling interworking between IM CN subsystem entities and SIP network entities external to the IN CN subsystem
	To: SA2 (Cc: CN1)

Overall Description:

CN3 is responsible for the stage 3 work on interworking between the IM CN subsystems and external IP networks.

In TR 29.962, CN3 investigated the SIP signalling interworking between IM CN subsystem entities behaving as specified in the 3GPP profile of SIP in TS 24.229, and SIP network entities external to the IM CN subsystem, which may not adhere to the 3GPP profile of SIP. The document focuses on scenarios where the non-3GPP UA does not support one or more of the following SIP extensions:

· Preconditions: “Integration of Resource Management and SIP” RFC 3312

· Update: “The Session Initiation Protocol UPDATE Method”, RFC 3311

· 100rel: “Reliability of Provisional Responses in SIP”, RFC 3262

An interworking with such host is currently disallowed, since essential functionality within the IM CN subsystem, such as service based charging, might otherwise not be possible. TR 29.962 investigates possibilities to interwork with such hosts while maintaining this essential functionality. A proposal using a B2BUA and another proposal making use of modified end-to-end callflows are detailed.

CN3 would like to ask SA2 to study the architectural impacts of the proposed solutions. SA2 is asked to decide if any of the above proposals shall be further pursued and implemented in normative specifications.

CN3 considers the work on TR 29.962 as finalized. TR 29.962 was also recently reviewed by CN1, which is responsible for the stage 3 of the SIP signalling within the IM CN subsystem.

Actions: SA2 is asked to decide if any of the above proposals shall be further pursued and implemented in normative specifications.
	Open

	S2-032318
	N4-030217
	IPv4 and IPv6 form of Charging Gateway Address
	To: SA2, SA5

Overall Description:

CN4 thank SA5 for their liaison regarding the need to include an alternative CGW address in GTP to allow both IPv4 and IPv6 addresses to be used. CN4 have agreed a CR to 29.060 to include the alternative CGW address.

CN4 has noted that the two CGW addresses must refer to the same CGW, and the agreed CR reflects this in a note. CN4 opinion was that this was an important requirement that should be reflected in the stage 2 documents. It was also noted that there may be a need to police this in the GGSN and/or SGSN, and that this should also be reflected in the stage 2 documents if it was deemed necessary.

CN4 concluded that 23.060 would be the specification to define these requirements and requests SA2/SA5 to study this proposal.
Actions: CN4 asks SA2 and SA5 to include in 23.060 the requirement that the two CGW addresses must be for the same CGW, and to study the requirements on the need to police this in the GGSN/SGSN.
	Open

	S2-032319
	N4-030607
	LS on The Introduction of Anonymous Subscribers and the Lid interface
	To: SA2; OMA-Location Working Group (Cc: CN)

Overall Description:

3GPP TSG CN WG4 thank 3PP TSG SA WG2 for their liaison statement (S2-031571). SA2's proposal that OMA Location Working Group should develop the protocol for the Lid interface is acceptable to 3GPP TSG CN WG4; we believe that OMA Location Working Group are the group best able to do this work.

In order to save unnecessary document handling, 3GPP TSG CN WG4 would be grateful if OMA Location Working Group would provide periodic reports of their progress on the development of the protocol for the Lid interface (and the protocols for the Lr and Lpp interfaces) to 3GPP TSG CN as well as to 3GPP TSG CN WG4.

2. Actions:

To 3GPP TSG SA WG2 and OMA-Location Working Group.

ACTION 1: 
3GPP TSG CN WG4 ask 3GPP TSG SA2 and OMA-Location Working Group to take note of their endorsement of SA2's proposal that OMA Location Working Group should develop the protocol for the Lid interface.
To OMA-Location Working Group.

ACTION 2: 
3GPP TSG CN WG4 ask OMA-Location Working Group to provide to 3GPP TSG CN and 3GPP TSG CN WG4 periodic reports of the progress on the development work on the protocols for the Lid, Lpp and Lr interfaces.

	Noted

	S2-032320
	N4-0300619
	LS on Use of E164 numbers for emerging mobile systems
	To: European Numbering Forum (Cc: TSG SA WG1; TSG SA WG2)

Overall Description:

3GPP TSG CN WG4 thank the European Numbering Forum for the liaison statement which was sent by email to the CN4 chairman (see document N4-021472, attached). We have now received guidance from our colleagues in 3GPP TSG SA WG1 (responsible for setting the 3GPP service requirements) and 3GPP TSG SA WG2 (responsible for the 3GPP architecture).

The guidance from our colleagues is that although there are service profiles for which the traffic could be handled satisfactorily without the need for the terminal/subscription to have an E.164 number to identify it, the "back office" systems which network operators use for billing, customer care and retail systems rely heavily on the use of an E.164 number to identify a subscription, and as a result the use of an E.164 number to identify every subscription is very widespread in the 3GPP specification set. To depart from this principle would require a large amount of work to update the 3GPP specification set, and there is no evidence yet that the penetration of terminals which do not need an E.164 number to support their traffic handling is high enough to justify this updating work.

Based on this guidance, 3GPP TSG CN WG4 recommend to the European Numbering Forum that they do not assume that the 3GPP specification set will depart in the near future from the principle that every subscription has at least one E.164 number associated with it.

Actions:

To the European Numbering Forum.

3GPP TSG CN WG4 ask the European Numbering Forum to take note of the recommendation in the third paragraph above.
	Noted

	S2-032321
	N4-030663
	LS on Security Issues regarding multiple access connections
	To: SA2, SA3

Overall Description:

CN4 thanks SA3 for their most recent LS (S3-030303) on security issues associated with multiple PDP contexts in GPRS.  Within this LS, SA2 and CN4 were asked by SA3 to;

“inform SA3 about potential mechanisms to solve the problem in order for SA3 to evaluate the security aspects.”

CN4 believes that SA3 are aware that a proposal was made to CN4 #18 for changes to GTP in discussion document N4-030112 and associated CR’s.  This proposal recommended that the establishment of simultaneous connections to a private network and to the Internet be denied by the 3GPP network in order to protect the integrity of the private network and described a possible mechanism to do this.  This was not adopted by CN4 because it was CN4’s belief that the requirements for the type of security protection that were being described should be defined by SA3 and because CN4 felt that investigation of other methods of either denying establishment of concurrent contexts or of protecting against cross contamination of malicious content from one connection to the other, should be made.  However, this proposal still exists and could be adopted if required.

Following presentation of S3-030303, CN4 has discussed other potential solutions.  CN4, whilst agreeing that ‘more powerful attacks’ may be possible as a result of simultaneous connection to the internet and to a corporate intranet compared to sequential connections, are not aware of situations where that might be the case.  

It was also raised in CN4 that this form of attack might occur with any simultaneous connections, be this over GPRS, WLAN, fixed line data access or any other form of access.  The analysis of the situation for fixed line data access is out of the scope of 3GPP, but the situation where a connection over fixed line access already exists and a subsequent connection via GPRS or WLAN is established should be considered by 3GPP, since the establishment of this subsequent connection would be over an interface under 3GPP control.  Thus any mechanism to prevent subsequent PDP contexts from being established, or alternatively to allow the establishment of the context but to provide suitable protection between the concurrent connections, should also prevent this type of scenario from occurring.

Further, CN4 believes that the security aspects of the R6 work on WLAN should be included within the scope of the work on security for simultaneous connections.  Any solution that is recommended should be applicable to similar situations with dual WLAN connections, and WLAN combined with GPRS or fixed line data connections.

This would widen the scope of the problem to be considered to encompass the following combinations.

Established Connection

Subsequent Connection

GPRS

GPRS

GPRS

WLAN

WLAN

GPRS

WLAN

WLAN

Fixed line data connection

GPRS

Fixed line data connection

WLAN

CN4 concluded that for the GPRS/GPRS situation the proposal in N4-030112 or some other core network based proposal could potentially offer a solution, but equally, a UE based solution would work just as well, and would also be effective protection for the other situations described in the table.  Further, UE based solutions such as UE private firewalls would protect the UE (and hence the private network) from being exposed to real time attack, would allow the dual connections to exist together (rather than mandating that one of the two connections be refused), would work for any situation where dual connections are required (as opposed to merely those in scope of 3GPP) and are readily available now.

To summarise, whilst the discussion in CN4 recognises that the GPRS/GPRS solution is within the remit of 3GPP to resolve, the next three situations in the table above are also within the scope of 3GPP and possibly the other two situations may also be in scope too, since the establishment of a GPRS or WLAN connection that may pose a threat to the security of the networks that the subscriber is attached to could potentially be denied or made secure via 3GPP standardised means.  However, given the variety of access media that this wider problem applies to, the UE is the only place that has knowledge of all the connections that it has established and thus a UE based solution is preferable.  

Actions:

To SA2 and SA3 group.

CN4 asks SA2 and SA3 group to take account of the potential threat that dual WLAN connections or combinations of WLAN and GPRS connections (in addition to the GPRS/GPRS problem) when considering the security and architectural aspects of WLAN interworking for R6.

To SA3 group.

CN4 asks SA3 group to take note of the two solutions identified for the dual GPRS connection scenario (either network based or a UE based solution), noting that the UE based solution would require no changes to 3GPP specifications and would be applicable to all six of the scenarios above (indeed, it is applicable to any scenario where dual connections are established) and would in some situations allow both of the connections to remain in place. 
	Open

Related to S2-03xxxx

	S2-032322
	N4-030676
	LS response on CAMEL support for the Presence Service
	To: SA2 (Cc: CN2)

Overall Description:
CN2/ CN4 thank SA2 for their LS N4-030360 (S2-031028) regarding to the CAMEL support for the Presence Service. 

The LS was reviewed in our CN2/ CN4 joint meeting held in San Diego 21st of May 2003. It was recognized during the meeting that the protocol selection for Pg interface (Presence Network Agent – SGSN) and Pc interface (Presence Network Agent –MSC Server/VLR) are the role of CN groups. Therefore, CN2/ CN4 would like to inform SA2 that we are happy to take responsibility to standardize these interfaces. During this discussion, the following concerns were discussed.
· Mobility Management related event and Call Control related event

CN2/ CN4 would like to suggest that current core network protocols have capabilities to provide similar function that the Presence service may require. However, the Mobility Management related event and Call Control related event are handled by different manner. While the Mobility Management related events are controlled by CAMEL function but reported by MAP protocol, the Call Control related events are reported by CAP protocol as the subset of the CAMEL function. CN2/ CN4 believe that this distinction shall be taken into account for the protocol selection.

· More guidance are requested

In order to decide the protocol to be applied for Pg interface (Presence Network Agent – SGSN) and Pc interface (Presence Network Agent –MSC Server/VLR), CN2/ CN4 would like SA2 to provide more guidance about the requirements of Presence service. Especially CN2/ CN4 believe that the questions described in the next section are key information to be clarified for protocol selection.

Actions:

CN2/ CN4 kindly request SA2 to provide guidance for the following questions.

Question1: 
Does the Presence Network Agent exist on subscriber basis?
Question2: 
Can the Presence related event detection points be dynamically set by the Presence Network Agent at any time?

Question3:
What mobility management related events and call related events are required for Presence service? 

Question4:
Regarding to the call control related events, what is the requirement for Supplementary services?  For example, in case call hold is executed, what subscriber status to be reported to the Presence Network Agent?

Question5:
In case a subscriber roams to the different network from his home, does the Presence service require monitoring his presence?
	Open

	S2-032323
	N4-030685
	Reply LS on sending the SGSN’s MNC and MCC to the GGSN and service node
	To: SA5, SA2 (Cc: SA1, CN3, T2, GSMA BARG CPWP)
Overall Description:

CN4 would like to thank SA5 for the liaison statement and acknowledge that the concern raised in the LS is understandable, i.e. it will be difficult for an operator to implement differential charging based on VPLMN if they cannot rely on all GSNs to include the MCC/MNC.

However, CN4 would like to draw SA5 attention to the backward compatibility issue. Since the GSNs currently deployed on the market do not support the transfer of MCC/MNC, the RAI IE cannot be made mandatory since PDP context activations not including the RAI IE would be rejected. Hence, on protocol level (in stage 3 TS 09.60 / 29.060) it can only be optional.

Furthermore, it is CN4’s opinion that if the feature is to be mandated, this decision shall be made by SA2 because it is nodal level.

Actions: None
	Open

	S2-032324
	N4-030717
	LS on terminal MMS capability discovery prior MM notification
	Not sent to SA2

	Withdrawn

	S2-032325
	N5-030286
	LS on User Data Management architecture requirements
	To: SA2 (Cc: CN, SA)

Overall Description:

CN5 have been informed by SA1 that further work is required to define how the User Data Management Function is implemented in the network. As a result, SA1 requested SA2 to review the requirements and to introduce the User Data Management Service Capability Feature (SCF) in TS 23.127.  
CN5 would like to inform SA2 that CN5 are not able to progress the definition of the Stage 3 enhancements for this new Release 6 capability until the requirements are completed.

Actions: To SA2 group.

CN5 asks SA2 to take note that CN5 cannot work on the requirement for User Data Management until SA2 provide guidance on the architectural impacts of this new feature plus the relevant updates to 23.127.  CN5 encourage SA2 to make progress on this issue.

To TSG-CN

CN5 invites CN to note that until the architectural implications of this OSA Rel-6 requirement are clarified, CN5 will not be able to complete the work on Stage 3 OSA Rel-6.  This may result in the User Data Management Function being removed from Release 6.
	Open

	S2-032326
	R1-030630
	LS on Core Network Provision of separate flows for P2P and P2M radio Transmission and Minimum UE Capability Required for Supporting MBMS
	To: SA2 (Cc: RAN2, GERAN1, GERAN2, SA1, SA4, CN1, CN4) 

Overall Description:

RAN1 would like to thank SA2 for their LS on MBMS. RAN1 would like to inform SA2 that investigations are currently underway as to whether any enhancements would be required to allow a satisfying provision of MBMS services in UTRAN for P2M radio transmission. RAN1 is focussing on P2M transmission as no change is required to the existing techniques for the support of P2P transmissions.

It is RAN1’s understanding that any forward error coding scheme performed in higher layers should be evaluated end-to-end notably including layer 1 techniques.

As per now, there is no agreement in RAN1 on additions to the physical layer (especially S-CCPCH). RAN1 is continuing the discussion on possible enhancements and will keep SA2 updated on the progress of the discussions.

Actions: None.
	Forward to MBMS

Related to S2-032330

	S2-032327
	R2-031458
	Reply LS on work following the joint SA2/RAN2/CN1 meeting on Paging
	To: SA 2 (Cc: CN 1, RAN 3)

Overall Description:

RAN 2 thanks SA2 for providing the LS and confirms that the issue of lost paging is caused by mis-synchronisation of RRC states in the UE and UTRAN has been discussed quite deeply.

RAN2 has identified two possible solutions:

1. “Paging duplication at UTRAN level”

It is the current understanding of RAN2 that the “Paging Duplication at UTRAN level” mechanism is a valid solution to cope with the identified issue for CS paging. With this mechanism the UTRAN sends a paging to the Connected Mode UE using the U-RNTI, and then, upon no paging response from the UE, it sends another paging using the CN identifier, that is normally used to reach Idle Mode UEs.

Following issues are identified:

1. For the CS paging case, a drawback of this approach is the increased RNC load for finding the “hanging” Iu PS connection on receipt of the COMMON_ID message over the new Iu-CS signalling connection. In RAN2’s understanding, the RNC will have to search through the contexts present in the RNC, and identify if there is a context for the same UE. If such a context relates to an Iu-PS connection, the release of this Iu connection shall be requested by the RNC.

2. If the same solution would be applied for the PS data case, RAN2 has identified an issue related to the loss of paging due to inconsistent states (idle and RRC Connected) in UE and UTRAN, discussed at the joint SA2/RAN2/CN1 meeting on Paging. Following no response to UTRAN paging, the network should repage with the Core Network identity (“idle page”). In case this repage is performed by UTRAN, UTRAN need to store and consider the PS DRX cycle length applicable for this specific UE. It is RAN2’s understanding that this would e.g. require that the PS DRX cycle length negotiated by NAS procedure be included in appropriate RANAP and RNSAP messages.

3. In the case of idle mode paging for the PS data case, support for Idle mode paging over Iur will have to added.

2. Paging duplication by UTRAN+CN

Another possible valid solution would be to release the Iu connection and the UE Context in the RNC, and rely on the CN paging retransmission mechanism. In the CS paging case, the RNC would release the Iu CS connection after the connected mode paging failure. In the PS data case, the RNC would release the Iu PS connection after it could not deliver data to the UE during a certain amount of time.

Following issues are identified:

1. For the CS paging case, the RNC should preferably not release the Iu-PS until it is sure that the UE has not missed the paging being OOS, thus causing a mis-synchronisation in the reverse sense – RNC = RRC idle, and UE = RRC connected. To prevent this it has to wait at least for the timer T316.

a. If it is set to a low value (even zero), it results in an increased load in the RNC that have, potentially, to frequently process a CELL UPDATE messages that are sent by UEs when then regained coverage, even if coverage had been lost for only few seconds. If the timer is set to an higher value the risk to miss the call is foreseen to be significant.

b. If it is set to a high value the extra delay can cause the expiration of higher layer timers, thus missing the MT CS call.

2. Due to time constraints on the CS paging response, the event of not reaching the mobile, due to the normal paging missing probability, is more risk to erroneously release the connection. This has to be taken into account.

3. For the PS case, it is possible that the Iu-PS would need to be torn down and re-established every time there is a new burst of data packets provided by the SGSN to RNC for the UE. This can be mitigated by waiting a certain amount of time before releasing the connection, and then the extra load on the SGSN and RNC would not be so high. However remaining in connected mode too long would prevent possible successful paging of MT data call/packets.

Actions To SA 2:

· RAN 2 kindly asks SA2 to evaluate the system impacts of the above proposals, considering the PS and CS domain cases. 

· RAN 2 kindly asks SA2 to inform the group of the outcome of the discussion, so that RAN 2 can add a note in RAN2 specifications.  


	Open

	S2-032328
	R2-031473
	Liaison Statement on DRX parameter
	To: SA2 (Cc: GERAN1, GERAN2, CN1, RAN1, RAN3, T2)

Overall Description:

RAN2 thanks SA2 for their liaison statement regarding the usage of the DRX parameters and the possible enhancement in order to change them.

SA2 asked the following question to RAN2:

SA2 would like to ask RAN2 guidance on how the DRX parameters are used in UTRAN, can UTRAN benefit from this improvement and does the proposal conflict with the current mechanisms used.

RAN2 would like to provide the following guidance and answers to SA2:

According to TS 25.304, UE Procedures in Idle Mode and Procedures for Cell Reselection in Connected Mode, 

Idle mode:

UE shall store and use the shortest CN specific DRX cycle length of the CN domains the UE is attached to. DRX cycle lengths for PS and CS are broadcast on system information. For PS, in case another DRX cycle length has been negotiated by NAS procedure, UE shall instead use this DRX cycle length.

RRC (UTRAN) Connected mode RRC states Cell_PCH and URA_PCH):

UE shall use is the shortest of the following:

-
UTRAN DRX cycle length (set by UTRAN taking the QoS of the established RABs into account);

-
Any of the stored CN domain specific DRX cycle length for the CN domains the UE is only attached to with no signalling connection established.

It is the understanding of RAN2 that 

· Modification of PS DRX cycle length in Idle mode has no conflict with current mechanisms.

· Modification of PS DRX cycle length in RRC (UTRAN) connected mode would potentially imply that UTRAN DRX cycle length affected, in case there is a PS signalling connection. This would require additional signalling UE-UTRAN, however not in conflict with existing mechanisms.

· Modification of PS DRX cycle length in RRC (UTRAN) connected mode, in case there is a PS signalling connection, has no conflict with current mechanisms.

Actions: None
	Noted

	S2-032329
	R2-031482
	Response to LS on Minimum UE Capability Required for supporting MBMS
	To: SA2 (Cc: SA4, RAN1, RAN2, GERAN1, GERAN2, SA1)
RAN2 thanks SA2 for the LS on Minimum UE Capability Required for supporting MBMS.

UE capability handling is a RAN issue and it not clear to RAN WG2 what the architectural implications of UE capabilities are in SA2.

MBMS RABs for broadcast are not expected to be able to support the range of QoS attribute values currently supported by dedicated RABs. As an example, assuming 64 kbps RABs used for broadcast, few calls could be supported in an entire cell, depending on the target BLER. BLER targets that are currently being assumed are between 10e-1 and 10e-3. 

Actions: None
	Forward to MBMS

Related to S2-031731

	S2-032330
	R2-031483
	Reply to LS on Core Network Provision of separate flows for P2P and P2M radio Transmission
	To: SA2

Overall Description
RAN WG2 would like to thank SA2 for their LS.

Regarding retransmissions, RAN WG2 would like to make the following comments to SA2:

· Means to make the radio more robust should be handled by RAN e.g. by using RRM techniques, such as Forward Error Correction, quick repetition, etc. Quick retransmission made in upper layers e.g. the BM-SC, should be avoided, since this is very sub-optimal from a radio standpoint compared to RAN techniques. Also, since it is proposed that it is transparent to RAN, the aggregate bit rate including retransmissions may be increased by the repetition factor, and would therefore require a higher UE capability and radio channel.

· RAN WG2 understands that there can also be slow replays e.g. repetition every few minutes. However, it is not clear how a separate PTP flow could make things better, since a UE can change status e.g. PTP to/from PTM within less than a few minutes, change RNC etc. However, it is true that the repetition may be delivered several times, in PTP and PTM, to a UE if this kind of repetition is transparent to RAN.

Actions To SA2 

To discuss the points above, and inform RAN WG2 on whether they want to optimize for the second bullet i.e. slow replays.
	Forward to MBMS

Related to S2-032326

	S2-032331
	R3-030776
	REPLY LS to S2-031592 and S2-032154 on Stage 3 work for Early UE handling
	To: CN WG1, CN WG4, SA WG2, GERAN WG2 (Cc: RAN WG2)

RAN3 would like to thank SA WG2 for sending the latest versions of TS 23.195 so that RAN3 can provide some input and feedback on the studies carried out thus far by the experts of SA WG2.

Enclosed within this liaison statement is R3-030774 i.e. 3GPP TS 23.195 v 1.1.0 with RAN3 feedback changes highlighted.
RAN3 would like to indicate to SA2 that the RAN3 feedback changes have been made to TS 23.195 v1.1.0 only as there has not been sufficient time to discuss TS 23.195 v 1.2.0. RAN3 is submitting these changes to make the revisions available to SA WG2 as quickly as possible for email discussion. RAN3 proposes that the feedback made to v1.1.0 is relevant to v1.2.0 also and should be applied to the new version.

RAN3 would also like to inform SA WG2 that Stage 3 work has already started in this area such that two sets of technically correct CRs will be approved by RAN3 in order that RAN Plenary (#20) can make the decision as to the form of the UESBI-Iu parameter and as to which release of the relevant RAN specifications the CRs will be applied.
Actions To CN WG1, CN WG4, SA WG2, GERAN WG2

RAN3 requests the above groups to kindly study the attached reviewed specification and liaise back to RAN3 if need be.
	Open

	S2-032332
	R3-030884
	REPLY LS to S2-032176/R3-030771 on Iu release procedure
	To: SA2, RAN2

RAN3 would like to thank SA WG2 for their LS on Iu release procedures outlined within TS23.060.

RAN3 discussed the requirement within section 12.7.3 of TS23.060 that states the RNC should not release an Iu connection in case that the UE can not be notified of this release (via RRC):

“If the RNC does not receive the Release RRC Connection Acknowledge message and if Cause is different from Authentication Failure or Detach, it should send a failure message to the SGSN, and the SGSN should stay in the MM-CONNECTED state.”

RAN3 would like to inform SA2 that RNC has currently no mean to send a failure message to SGSN for the Iu release procedure, as this RANAP procedure does not have any failure message.

RAN3 would like as well to get clarification about the meaning of the extract “and if Cause is different from Authentication Failure or Detach” as these cause values cannot be used in RRC or RANAP for RRC CONNECTION RELEASE COMPLETE or IU RELEASE COMMAND messages.

RAN3 thinks that the above requirement should be clarified in 23.060. 

RAN3 understood the mis-synchronisation issue of MM states between the UE and SGSN as follows:

A PMM-connected UE goes for instance to shadow while the Iu release procedure is initiated by SGSN for this given UE. As currently allowed by RANAP, the RNC can send the IU RELEASE COMPLETE message to SGSN before receiving any acknowledgement that RRC connection is released. Thus if the UE comes back from shadow before the relevant RRC timer expires but after IU RELEASE COMPLETE message is sent, SGSN may have moved this UE to IDLE-mode although UE considers itself as still in MM-connected state.

Before investigating the issue further, RAN3 would like to get the SA2/RAN2 confirmation of the likeliness and severity of this issue.


Actions

To SA2

To clarify the above statement in TS23.060 and to confirm the likeliness and severity of this mis-synchronisation issue in R99.

To RAN2

To confirm the existence of the issue and clarify the expected RRC behaviour for it.


	Open

	S2-032333
	R3-030896
	LS on RAN assumptions in MBMS TS
	To: SA2 (Cc: RAN2, CN1)

Overall Description:

RAN3 would like to thank SA2 for their LS on RAN Assumptions in MBMS TS in S2-032149. In answer to that LS, RAN3 would like to inform SA2 of the following agreements in RAN3 which are directly linked to the points highlighted in the original LS:

· "When the UE link (MBMS service(s) the UE has join) is provided to UTRAN"
RAN3 agreed that the UE Link (MBMS service(s) the UE has joined) is provided to UTRAN when the UE moves to PMM-CONNECTED and sets up a RAB or when the UE joins an MBMS Service and is in PMM-connected due to an existing ps RAB. So, this can happen at any point in time during Service Availability (i.e. before, between and after Sessions). The UE Linking will be performed via UE dedicated Iu procedures.
Additionally, RAN3 would like to inform SA2 that the time at which the UE Link is provided over the Iur interface is still under discussion.

· "Whether transfer of session attributes is done over the Iu or the Iur interface"
RAN3 made the working assumption that the MBMS Session Attributes are provided via the Iu interface (even in the DRNC case). This working assumption includes the fact that the DRNC will send an "RNC Service specific Registration" to its default SGSN.
This so-called Registration mechanism is similar to the "MBMS Bearer Request procedure" in section 8.4 of TS 23.246 and one identified consequence is that it may have to go upwards through the CN in a similar way. This mechanism is used to register the DRNC in the SGSN so that it can receive the Session Attributes in the MBMS Session Start message over the Iu interface.

· "What is the definition of the “MBMS Service Context” for RAN. It could be a context containing all the service information (created in RNC at Session Start) or a context created when the first UE is linked to the service in the RNC (possibly before Session Start)."
As a consequence of the first agreement, RAN3 also agreed that the MBMS Service Context is created in the SRNC during service availability when first UE was linked. If no MBMS Service Context exists when the Session Start arrives in the RNC then an MBMS Service Context shall be created. The "DRNC case" is still under discussion.

· RAN3 agreed that the MBMS Session Start procedure also provides the MBMS Iu Data Bearer Establishment functionality and the Session Stop also provides the MBMS Iu Data Bearer Release functionality.
It has been identified that this might result in a few cases (due to UE mobility) where the RNC receives MBMS Data on the Iu interface when it is not actually transmitting MBMS data to UEs. Thus, it is under discussion whether a separate mechanism is needed to allow the Release and the Re-establishment of the Iu User Plane resources or not.

RAN3 will continue to keep SA2 informed of the outcome of the discussions.

Furthermore, in order to progress in its work on MBMS, RAN3 would like to get some answers on the following points:

Question 1: RAN3 would like to know how the Multicast Area will be defined: is it going to be a list of Routing Areas, a set of geographical coordinates (like a polygon) or something else?

Question 2: It was agreed in RAN3 that it would be interesting for the RNC to have some quantified information on the duration of the MBMS Session. RAN3 would like to know whether it is possible to obtain such an information and to include it in the Session Attributes.

Actions to SA2:

1. RAN3 asks SA2 to take into account the above agreements in RAN and update TS 23.246 accordingly.

2. RAN3 asks SA2 to answer the questions raised above.
	Forward to MBMS

	S2-032334
	R3-030912
	To align maximum bitrate of HSDPA in UMTS system
	To: TSG SA WG2, TSG CN WG1
Overall Description:

In RAN-WG3 meeting # 36 in Paris, it was identified that the maximum bitrate in current Rel5 24.008 and Rel5 23.060 can not support the maximum bitrate of HSDPA, which is approximately 14.4 Mbps. The 14.4Mbps is calculated based on the Rel5 25.306 (UE Radio Access Capabilities). According to RAN3 investigation, current Rel5 24.008 can only support up to 8650Kbps and Rel5 23.060 can only support up to 2048Kbps. 

RAN-WG3 kindly asks CN-WG1 and SA-WG2 to confirm the RAN-WG3 understanding and consider further impacts on the respective specifications under their responsibility.

RAN-WG3 has identified that these specifications(i.e. 24.008 and 23.060) need to be updated so that it can support up to 16Mbps. The reason of 16Mbps is because one of the RAN-WG3 specifications i.e. 25.413 has already supported the maximum bitrate up to 16Mbps. 

It was identified by RAN-WG3 that the Iu Interface signalling specification is not affected. 

Actions:
To CN WG1,
RAN-WG3 kindly asks CN-WG1 to update the maximum bitrate to 16Mbps in their specifications from Rel5 onwards (i.e. 24.008 in order to align the maximum bitrate of HSDPA). 

To  SA WG2,
RAN-WG3 kindly asks SA-WG2 to update the maximum bitrate to 16Mbps in their specifications from Rel5 onwards(in particular, for all traffic classes for UMTS Bearer Service Attributes and Radio Access Bearer Service Attributes i.e. 23.060 in order to align the maximum bitrate of HSDPA).


	Open

	S2-032335
	R3-030913
	Clarification on “Iu release”
	To: TSG SA2 (Cc: TSG CN1, RAN2)

Overall Description:
At RAN3#36, RAN3 has identified a blocking inter-working issue if it is not further clarified who is responsible for releasing the Iu signalling connection when there is no (no more) RAB on Iu-PS so that both SGSN and RNC would rely on each other:

· the SGSN will not necessarily release the Iu after the NAS transaction and leave it to the preference of the RNC to ask the removal of Iu after some Iu signaling inactivity. In this scenario, the SGSN will wait for receiving an Iu Release Request to send Iu Release Command. 

· Conversely, the RNC can also wait indefinitely that the SGSN, normally in charge of Iu connection release sends the Iu Release Command message.

The situation will be kept in a deadlock since both SGSN and the RNC trust the other to control the release of the Iu after a NAS signaling.

After discussion, RAN3 consensus is that it is the SGSN which is in charge of the “Iu signaling activity” control. The following agreement was made in RANAP:

“The Iu release procedure should also be initiated when there is a period of Iu signalling inactivity with no existing RAB.”

Also RAN3 would like to clarify that it put a “should” in the above sentence only because the CN behaviour is usually not mandated in RANAP but this “should” is to be understood as a “shall”.
Action 1: Therefore RAN3 kindly ask SA2 to confirm their understanding.

Action 2: RAN3 would also like to ask SA2 if they could consequently clarify on this point 23.060 where CN behaviour is specified as it is considered by RAN3 as a serious point for the inter-working. RAN3 has identified section 12.7.3 of TS23.060 for example as possible candidate placeholder for the update. 

During the discussion, RAN3 has also raised two other points also related to the RNC-SGSN interaction for Iu Release procedure for which there could potentially be interoperability concerns:

1. It is RAN3 common understanding that when the SGSN receives the Iu Release Request message (with a cause other than “user inactivity”), the SGSN should normally initiate the Iu release procedure.  

2. It is also RAN3 common understanding that when the SGSN receives the RAB Release Request (with a cause other than “user inactivity”), the SGSN should normally initiate the release of the RAB. 

RAN3 would also appreciate if TSG SA2 could:

Action 3: confirm the two views expressed above

Action 4: investigate if they need also be clarified in TS23.060 (suggested candidate 12.7.3) since currently only the “user inactivity” is handled in 12.7.3 and it is handled with a “may”.

Actions: RAN3 kindly asks TSG SA2 to fulfil the actions Action 1, Action 2, Action 3, Action 4 mentioned above.


	Open

	S2-032336
	R3-030914
	LS on “Discard Timer”
	To: RAN2, SA2, SA4

Overall Description:

During RAN3 #36 meeting (May 2003, Paris), questions were raised about the value range of Discard Timer for HSDPA scheduling. This Discard Timer is set by the RNC and defines the “time-to-live” for data (i.e. MAC-d PDUs) arriving at the NodeB over the Iur/Iub interface. Upon expiry of the Discard Timer, the Node B shall discard the affected MAC-d PDUs from the Node B buffer.

In the joint RAN2/RAN3 #32 meeting (Sep 2002, Xi’an) it was agreed that this timer could be used for both Streaming and Interactive/Background traffic.

Regarding Streaming traffic, RAN3’s understanding is that the Discard Timer value range should be upper bounded by the maximum allowed Transfer delay for UMTS bearer service specified for Streaming traffic class i.e. 250 ms according to TS 23.107.

Regarding Interactive/Background traffic and assuming RLC Acknowledged Mode (AM), RAN3’s understanding is that the Discard Timer should not interfere with retransmissions at the RLC layer. Specifically, the Discard Timer value should take care that the out-of-date data in the Node B are discarded before the same data are retransmitted at the RLC layer.

Regarding Interactive/Background traffic and assuming RLC Unacknowledged Mode (UM), RAN3’s understanding is that the Discard Timer should not interfere with end-to-end retransmissions e.g. TCP.

RAN3 is not sure whether the Discard Timer settings could be related to some RLC or TCP timers, in order to determine a reasonable upper bound.

It was initially proposed to copy the RLC_Discard_timer value range and granularity from 25.331, as explained below: 

IE/Group Name

Presence

Range

IE type and reference

Semantics description

Discard Timer
ENUMERATED (20, 40, 60, 80, 100, 120, 140, 160, 180, 200, 225, 250, 300, 400, 500, 750, 1000, 1250, 1500, 1750, 2000, 2500, 3000, 3500, 4000, 4500, 5000, 7500)
Unit: ms

Node B will use this value to discard the expired SDU
However, during the discussions, some companies argued that the Discard Timer in the Node B is not directly related to the RLC_Discard_timer and that there is no point in defining a maximum value greater than 1 or 2 seconds.

Actions: 

To SA2

RAN3 kindly asks SA2 to confirm that regarding Streaming traffic, the UTRAN-incurred delay should be upper- bounded by 250 ms.

To SA4

RAN3 kindly asks SA4 whether they foresee possible issues with some applications if the persistence on the radio retransmissions in the Node B is upper-bounded to 2 seconds.

To RAN2

RAN3 kindly asks RAN2 to suggest a value range and granularity for the Discard Timer.


	Open

	S2-032337
	S5-034312
	LS on "Inclusion of IMS Signalling Indicator in S-CDR"
	To: SA2, CN4 (Cc: CN1, GSMA CPWP, GSMA TADIG FSS)

Overall Description:
SA5 has received a request from GSMA CPWP (S5-034152, attached) to add an "IMS charging indicator" to the SGSN CDR, similar to the one that already exists in the G-CDR.  However, the GGSN indicator is based on a parameter in the PCO, while there is no such explicit indication visible to the SGSN.

In the short term, the IMS Signalling indicator in the S-CDR could be determined by using the existing PCO flag along with the QoS indication – the GGSN setting the QoS Signalling flag in the negotiated QoS IE based upon the existing flag in the PCO. However, this mechanism will only work so long as the GGSN enforces setting the QoS flag based on the received PCO flag. If the GGSN does not enforce setting the QoS based upon the PCO flag, this solution cannot be used to indicate IM signalling in the S-CDR. However, even if the GGSN does set the QoS Signalling flag in the negotiated QoS when sending it back to the SGSN, it may, in effect, "upgrade" the signalling for the context.

In the long term however, there is no guarantee that the existing flags will be used specifically for IM. The flag is really a radio resource indication for applications (which may be other than IMS). 

The current description of these flags does not ensure that they are for the sole use of IMS.

For the long term, either SGSN must inspect the PCO (it is currently passed transparently to the GGSN) or another indicator is needed specifically to indicate that the context is being used for IM signalling.

Thus, there appear to be two possible solutions:

· Introduce a new IM specific flag that the SGSN has access to (e.g. the GGSN passing this IM specific flag to the SGSN in the create PDP context response, based on the received PCO).

· Force the SGSN to parse the PCO.

Actions To SA2, CN4: To consider the observations described above and provide an opinion on the proposed solutions.
	Open

	S2-032338
	GSMA SerG Doc 153/03
	LS on video telephony
	To: SA1, SA2, SA5 (Cc: GSMA CPWP)

GSMA operators who are in the process of launching 3G networks have identified a service equirement to charge according to the actual service invoked for CS interconnection. This requirement covers in particular CS based video telephony which is one of the launch services in most emerging R99 compliant networks.  

As we understand the current charging architecture standardised by 3GPP it does currently not support the identification of user rate and user protocol at the interconnection point for charging purposes.  

We therefore kindly ask 3GPP SA1 to accept such capability as a high level operator requirement and we ask SA5 to assess the feasibility to implement this as soon as possible.  

In order to settle this requirement formally we believe, it could be appropriate and sufficient to add the following sentence to section 4.3.3 of TS 22.115:

“ For traditional circuit switched interconnection a capability is required to charge according to user rate and user protocol so that e.g. the identification of CS video telephony at the interconnection point for charging purposes becomes possible.“

	Open

	S2-032339
	T2-030263
	UE security aspects of the GUP architecture
	To: SA3 (Cc: SA2)

Overview:

T2 has sent LS T2-030035 to SA2 regarding the implications of UE architectural internal elements and use cases related to GUP operation within these UE elements. SA2 has sent a response LS T2-030221 (S2-031000). In that LS, SA2 raises questions which have implications and questions relating to security, especially items 3d,e. 

T2 would like to request SA3 to kindly address these questions which are further elaborated in this LS and respond to T2 with cc to SA2.

GUP security implications on UE Terminal Architecture:

The following figure extracted from T2-030035 (see also TS23.240) illustrates a possible approach for the incorporation of UE components into the current SA2 GUP architecture. This document is intended as a basis for identifying and highlighting a relevant terminal GUP use case and terminal security aspects. T2 intends to continue this effort and to liaise with SA2 and SA3 in order to assist SA2 in defining the GUP Architecture from a Terminal perspective. 

(Please also refer to 22.240v600 for synchronization model requirements, especially regarding changes made to GUP data in UE-disconnected mode which would need to be subsequently synchronized).

Security is not yet covered by the use case descriptions. What are the security implications? In Use Case 1 it is not clear how the security of the TE applications can be guaranteed. In Use Case 2 security check is not included. There probably exist many more security implications. 
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Elements of the GUP UE architecture

· RAF (Repository Access Function): This part of the current SA2 GUP architecture (as specified in TS 23.240) realizes the GUP Harmonized Access interface and must be met by the lower layers regardless of a particular UE architecture. Therefore the RAF must be located at the Rp reference point on UE side.

· UE GUP Agent: It is assumed that the MT acts as a GUP “single point of entry” in the UE. Then the MT must contain a module to perform this task. The module is called UE GUP Agent.

· Data Manager: This element is responsible for the data management within the UE. The functions of the Data Manager comprise for instance security, synchronization, and the data handling between UE entities like MT and TE. In the MT the Data Manager is closely linked with the UE GUP Agent. 

Use Case 1: TE applications access UE-external GUP data

This use case covers all scenarios where UE applications access UE-external GUP data. In each case the application would have to trigger the MT Data Manager which would initiate the necessary actions in the UE GUP Agent. In the examined case the applications run in the TE what requires the involvement of a second Data Manager. Therefore this use case is the more challenging one.

Actors: 


1) external TE
2) GUP network architecture with a GUP Server
3) MT

Pre-Conditions:


1) A radio link is established between UE and GUP Server.
2) The GUP server manages the GUP access policy for the UE.

Flow:

1. The TE application does not distinguish between data stored in the MT, on the UICC or outside of the UE. Always the TE application triggers the TE Data Manager that has to run the necessary protocol with the MT Data Manager.

2. The MT Data Manager forwards the request to the UE GUP Agent.

3. Now the UE GUP Agent contacts the GUP Server according to the Rg protocol and informs about the intended operation.

4. The GUP Server helps to establish a connection between the UE and the device that contains the right GUP data store.

5. Afterwards the MT Data Manager and the Data Manager of the external data store run the protocol to execute the data operation. The source of the commands would be the TE Data Manager which could be more or less involved in the process.

Alternatives:

 The TE Data Manager might directly communicate with the Data Manager of the device of the UE-external application. This means that the protocol would be tunnelled through the MT Data Manager. Nevertheless the UE GUP Agent needs to be involved as in the scenario above.

Use Case 2: External applications access UE GUP data via the GUP Server

The GUP Server does not know the current components of the UE or the distribution of the UE GUP data over the different UE GUP stores. The GUP Server merely contacts the UE as a whole entity and the UE GUP Agent has to address the correct UE component. Therefore this use case can cover all scenarios where UE-external applications access data in MT, TE, or UICC GUP repositories.
Actors: 


1) Applications outside of the UE
2) GUP network architecture with a GUP Server
3) UE (comprising MT and UICC but not necessarily a TE)

Pre-Conditions:


1) A radio link is established between UE and GUP Server.
2) The GUP server manages the GUP access policy for the UE.

Flow:

1. The GUP Server forwards a request of a UE-external application to create, read, modify, or delete user profile data in the UE. The request is received by the UE GUP Agent.

2. The RAF module in the UE GUP Agent interprets the received commands and data.

3. Together with the Data Manager the UE GUP Agent checks the data location within the UE. If the data are stored in an external TE then the data may be not accessible.

4. The UICC and the MT GUP stores can be accessed directly (accessing device-internal data) by the UE GUP Agent. For the access to the TE GUP store the Data Manager is required.

5. When the UE GUP Agent was requested to read data then these data are sent to the GUP Server. Before the transmission the RAF transforms the data to the right transport format.

The following picture shows the layer diagram related to the UE architecture in the use cases 1-2.
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Remarks to the picture:
· The requirements of the RAF block (as specified in TS 23.240) must be met by the lower layers regardless of a particular UE architecture.

· The Data Agent terminates the protocol between two devices that is used for the data operations. 

· The Data Manager is located above the Data Agent in the layer hierarchy. The Data Manager is responsible for data operations that are required to provide the input (control, data) for the Data Agent and to process the results of the Data Agent operations.

· The GUP Agent is an additional module for the higher level data management. In contrast to the Data Manager the GUP Agent executes only GUP-specific tasks. At least for the discussions it may be beneficial to have a clear differentiation between GUP-specific functions and functions that are already implemented in a system without GUP. The required functionality of the GUP Agent is not yet discussed.
 Actions:

To SA3 group : T2 asks SA3 to review the Terminal GUP Use Cases and GUP security implications on the Terminal architecture and provide T2 with information (cc to SA2) on the results of that discussion. It is hoped that a response is received in a timely fashion to facilitate this work in the Release 6 timeframe.

To SA2 group: None.


	Noted

	S2-032340
	T2-030316
	Re: LS on SMS/MMS Interworking from WLANs
	To: SA1, SA2, CN1, OMA MAG Push (Cc: CN4, OMA MAG, OMA MAG MMSG)
Overall Description:

T2 would like to thank SA1 for their LS regarding Interworking between 3GPP systems and WLANs.

T2 has to concur with the assessment of SA1, that extending SMS to work over WLAN is not worthwhile. In case SA1 wants to pursue interworking of SMS with WLAN, mechanisms such as an SMS-IMS GW could be considered. T2 strongly urges SA1 not to create new access-dependent solutions or any access-dependent interworking solutions for SMS.

Regarding the usage of SMS for MMS Notifications, T2 would like to inform SA1 that the 3GPP and OMA standards used for MMS and for delivering the MMS Notifications are not dependent on SMS. This is just the mechanism used in today’s deployments of MMS.

T2 would like to inform SA1 and OMA MAG Push that a study in T2 is being performed on the suitability of MMS for IMS deferred type of messaging. Current conclusions indicate the need to be able to deliver MMS Notifications, delivery reports and read reports over IMS. Based on this, it should be studied, whether the Push mechanisms in OMA can be extended to support IMS (SIP) as the bearer.

Actions:

To SA1 group.

T2 asks SA1 to consider the suggestions from T2.

To SA2 group.

T2 asks SA2 to inform T2 about the status of 3GPP Push work.

To OMA MAG Push group.

T2 asks OMA MAG Push to investigate and, if possible, implement support for IMS (SIP) as a bearer for OMA Push in the relevant OMA specifications.
	Open

	S2-032341
	T2-030360
	Re: LS on terminal MMS capability discovery prior MM notification
	To: SA1, CN4, OMA MAG, OMA IMPS, OMA REQ (Cc: SA, T, SA2)
Overall Description:

T2 would like to thank SA1 for their LS in S1-030555 regarding MMS capability discovery.

Unfortunately T2 has to inform SA1 that it believes a short term standardised mechanisms cannot be defined for REL-5. Possible short-term solutions discussed may require modifications to the HLR or – at least – to the MAP protocol.  Hence, T2 came to the conclusion that time to market cannot be met. T2 welcomes CN4 to further investigate this matter. Based on this, T2 asks SA1 to withdraw the referenced CR for REL-5. (After joint discussions during T2#21, T2 understands this to be done by SA1.)

T2 will investigate the possibilities to accommodate the requirement in longer term REL-6 timeframe. Based on the discussions in T2, the possible options include extensions to the OMA-defined UAProf functionalities. T2 also feels that this mechanism has to be general, and network and access independent. Developing a mechanism only for MMS or solely for 3GPP-defined services does not sound reasonable.


A possible solution discussed was a query of the mobile terminal by an application server (e.g. the MMS Relay/Server) for the URL of its UAProf information.
Actions:

To SA1 group.

T2 asks SA1 to withdraw the referenced CR for REL-5.

To OMA MAG, OMA IMPS and OMA REQ groups.

T2 asks OMA MAG, OMA IMPS and OMA REQ to consider the possibility to have support for general enabler and access independent capability discovery initiated by the network side (without the terminal having taken any action yet – see attached LS from SA1 for details), based on e.g. UAProf.
T2 kindly asks the relevant OMA groups to inform 3GPP if and when such mechanisms are available.

To OMA MAG

In particular, T2 asks OMA MAG, if WAP-245-UAProf-200100530-P, section 6.3, “Push Environment” accomplishes the above. Could You please elaborate on this mechanism in a Push environment and how it relates to the role of the Push Initiator ?

To OMA IMPS 

T2 asks OMA IMPS whether a Presence-based solution is viable.

To CN4 

T2 asks CN4 to elaborate on whether the required functionality can be provided with changes to the MAP protocol without changing HLR, VLR or MSC functionality for REL-5.


	Noted

	S2-032342
	T3-030411
	LS on WLAN interworking
	To: SA1 (Cc: SA2, SA3)

Overall Description:

T3 thank SA1 for their LS in Tdoc T3-030331/S1-030546 regarding WLAN interworking.

T3 have agreed a WI for supporting other groups in defining a solution using (U)SIM for WLAN interworking. Work is expected to be finished at T#22 (see attached WID).

From T3 perspective, three technical solutions are feasible that meet the SA1, SA2, SA3 requirements we have at the moment: 

1)
EAP-SIM (using a legacy SIM): possible consequences are:

-
no need to change 2G HLR nor SIMs

-
security threats as identified by SA3

-
impact on T3 specs: none (all mechanisms in S3 specs)

2)
Secured EAP-SIM (using an enhanced SIM): possible consequences are:

-
no need to change the 2G HLR

-
need to replace or upgrade the SIM

-
impact on T3 specs : yes, and there is the issue that the SIM specification (TS 51.011) is frozen.

-
Some non-security related additions could be useful: provisioning files, etc…

3)
EAP-AKA (using a USIM): possible consequences are:
-
need a 3G HSS/HLR (might be necessary anyway in Rel-5, because Rel-5 GSM terminals support USIM)

-
this could work with legacy USIMs (R99 to Rel-5), some enhancement might also be proposed (Rel‑6)

-
impact on T3 specs : none if existing USIM (R99 to Rel-5) is used

-
Some non-security related additions could be useful: provisioning files, etc…

T3 ask guidance from SA1 about the service aspects of these solutions: which of the 3 solutions is there is a service requirement for? There might also be room for several solutions.

Regarding solution 2), some T3 delegates expressed doubts that we need a SIM-based solution requiring upgraded SIMs, knowing that migration to USIM is likely to happen in a few years time.

We would also welcome use cases, scenarios and draft specifications or reports drafted by S1.

Actions:

SA1 to clarify the requirements in order for T3 to choose one or several solutions using the (U)SIM.

SA1 to give appropriate background information to T3 about use cases & scenarios on WLAN interworking.
	Forward to WLAN

	S2-032343
	T3-030430
	Re: LS on clarification of USIM-based access to IMS
	To: SA3 (Cc: SA, SA1, SA2)

Overall Description:

T3 would like to thank SA3 for their LS in Tdoc T3-030343 (S3-010275) regarding the clarification of three possible interpretations of TS 33.203, whether or not an ISIM is required for access to IMS from Rel-5 onwards.

T3 agrees with the SA3 position that interpretation 1 is invalid and would like to take a neutral position on interpretations 2 and 3. Both are possible and do not have an impact on T3 specifications. 

However, it was expressed by some delegates that interpretation 3 would offer the maximum flexibility to operators, who may decide whether or not to have an ISIM on their UICCs (in addition to the USIM), depending on their particular business requirements.

Actions: None.
	Noted

Related to S2-031741

	S2-032344
	TP-030150
	LS on the addition of MMS support by the USIM Application Toolkit
	To: SA1, SA2, T2 (Cc: T3)

Overall Description:

Use cases to add proactive USIM Toolkit capabilities to manage Multimedia Messages (MMs), for instance to send and receive MMs by USIM toolkit applications, were studied by TSG SA1 and resulting CRs were agreed by TSG SA1 (see LS in S1-030544).

TSG SA1 added the necessary requirements to TS 22.038, “USIM/SIM Application Toolkit (USAT/SAT); Service description, Stage 1 and requested TSG T3 to take the new requirements into account.

As a consequence 3GPP-T3 agreed on the attached Work Item Description (TP-030131.doc).

When presenting the Work Item Description (WID) for approval during the TSG T#20 meeting, it was questioned whether the objective was to provide a higher bandwidth bearer for delivering data to and from USAT, or whether there was some other reason for needing to deliver MMS messages to and from USAT.  There was concern expressed that the technical solution of using MMS messaging as a bearer for USAT would be sub-optimal and that unless there were specific reasons for using MMS then some other architectural solution for delivering data to and from USAT should be sought.

If there was some other reason for using MMS then it was requested that more information about the requirements be made available, preferably in the Stage 1.

In addition, TSG-T would like more information about the overall impact on system architecture.

TSG-T therefore concluded not to approve the Work Item at this point and instead to send this WID to SA1 SA2 and T2 for information and comment.

When TSG-T has received further comment, TSG-T will consider what further steps to take (e.g. approving a WID in this area).
Actions: For the next T3 meeting,

· SA1 is kindly asked to comment what the purpose of this requirement is 
· SA2 is kindly asked to review the overall impact on system architecture and consider alternative, more optimum bearers, solutions to provide a link to the USAT
· T2 is kindly asked to review the feasibility of using MMS for transporting data to the USAT, the original intention with MMS has been to transport information entered/created by the user
	Open

	S2-032345
	
GP-031718
	Reply LS on Broadcast and PLMN selection for Shared RAN
	To: SA2 (Cc: RAN2, CN1, SA1)

Introduction:

TSG GERAN thanks SA2 for your LS on shared RAN. GERAN has discussed the questions on multiple PLMN ID’s and LA/RA boundaries as well as the general concept of sharing a RAN.

· On the question of extending the broadcast system information with multiple PLMNs TSG GERAN see that there is not enough space in the system information messages that are currently used for broadcasting PLMN identification information. It would be useful for TSG GERAN to know what would be the maximum number of different PLMNs sharing a single RAN (although the current messages cannot support even two PLMNs sharing a common RAN). One alternative solution is to place the additional PLMNs in some other SI message, but then the update frequency will be lower. It is not clear if this approach would be feasible.

· A more efficient means to provide information about PLMNs would be to provide this information point-to-point at a location area/routing area update. This may not be sufficient because the mobile station would not be aware of the PLMN options before first accessing the network.

· TSG GERAN assume that all existing rules regarding PLMN selection would still apply when multiple PLMNs are broadcasted. It is worth to mention that the forbidden PLMN list will force the RAN to use a different PLMN ID’s than the PLMN ID’s of the CN (assuming more than one CN). TSG GERAN has not yet considered what the consequences are of other forbidden lists (LA etc.). In addition, border scenarios must also be considered.

· On the issue of LA/RA boundaries it is TSG GERANs opinion that they need to be common for all PLMNs in order not to affect the radio planning.

· One issue not solved is how the MS/UE shall inform the RAN (BSC/RNC) about the PLMN it has selected. The selected PLMN need to be communicated before the first message shall be sent to the CN, both for the CS and PS domain.

Regarding the general concept of RAN sharing TSG GERAN have not yet seen whether it is equally applicable for GSM/GPRS networks as for UMTS networks considering the different deployment phases the two systems currently are in. In addition, it is not clear if the solution with broadcasting multiple PLMNs to the mobile compared to a network only solution brings essential benefits. Since the latter anyway has to be used to support legacy terminals, and due to the fact that Rel-6 mobiles will not be available on the market the next coming years it is believed that a fully transparent RAN sharing solution will take some time to deploy.

Finally, since the shared RAN has fairly large impacts on TSG GERAN it is believed that it cannot be solved by means of liaison statements. Instead a work item should be started in TSG GERAN in order to handle technical contributions on the subject.

Actions To SA2: GERAN kindly asks SA2 to consider the above concerns and if shared RAN is required for a GSM/GPRS network, contributions on solutions for GERAN should be submitted.
	Open

	S2-032346
	GP-031730
	LS on Implementability of MBMS Requirements and Architecture
	To: TSG SA1, TSG SA2 (Cc: TSG RAN, TSG SA4)
Overall Description:

TSG GERAN understands that MBMS can be realized through a unidirectional point-to-multipoint bearer service for which data is transmitted from a single source entity to multiple recipients over the radio. TSG GERAN also believes that MBMS can assist in utilizing network resources more efficiently, by decreasing the amount of data within the network. Bearing that in mind, TSG GERAN has been investigating the feasibility of providing point-to-multipoint bearer services over the radio interface and would like to inform TSG SA1 and TSG SA2 of the outcome. 

Since point-to-multipoint radio bearers can only be provided using unacknowledged RLC, it places severe limitations on what can be offered:

· Error-free delivery cannot be guaranteed (due to the lack of acknowledgments over the radio). 

· Reasonable maximum SDU size is 500 bytes (see GP-031430).

· For these SDU sizes, it is difficult to provide SDU error rates below 1% with reasonable throughput  (see GP-031430). Note that it does not include the SDU losses due to cell changes.

· High data rates cannot be offered. Typical bit rate at cell border for a point-to-multipoint bearer is approximately 4.7 kbps per timeslot (see GP-031200 and GP-031390), which with 6 timeslots would give 28.2 kbps. An MBMS service targeting the same coverage as GSM speech should therefore not exceed this bit rate.
Nevertheless, TSG GERAN believes that satisfactory user experience can still be offered when considering the following:

· Even though the support of services requiring error-free delivery is difficult, services that do not require error-free delivery (e.g. audio and video) can still be provided efficiently.

· A number of applications already tolerate 1% SDU error rate (e.g. speech services). And MBMS applications designed for point-to-multipoint bearers have to take this limit into account.

· Even though high data rates cannot be provided, download and play services can still be offered. For instance a 128 kbit/s video clip can be downloaded over a 32 kbit/s radio bearer, with a download time of 4 times the length of the clip.
Furthermore, in order to optimise support of MBMS in GERAN, the two following points were considered:

· To avoid changes between point-to-point and point-to-multipoint radio bearers during an MBMS session (i.e. while data transfer is on-going) it was suggested to limit every MBMS session in time (e.g. less than 1 minute). MBMS clips longer than the limit could then be transmitted over concatenated MBMS sessions.

· To limit data loss at cell change, which cannot be avoided, application layer protection could be used even though it would require large buffers (storage to allow the error correcting code to be applied to the whole clip). 

Actions:

TSG GERAN kindly asks TSG SA1 and SA2 to take into account the four limitations that were listed for point-to-multipoint radio bearers and confirm if appealing services can still be provided. Especially, TSG GERAN would like to know whether the requirement for provision of background traffic class over a point-to-multipoint bearer is at all valid. TSG GERAN also asks TSG SA1 and SA2 to consider the 2 optimisations that were proposed.

	Forward to MBMS
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