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1. Introduction

Contribution S2-030878 at SA2#30 discussed what aspects of Service Based Local Policy are applicable to Wireless LAN, with the aim of scoping any further work on Policy and WLAN.

Feedback from discussion of that document suggested that greater support for Service Based Local Policy than proposed was required for the Wireless LAN case. This contribution proposes that this be achieved via policy at Layer 3 (IP layer) with respect to the 3GPP IP network to which the UE is connected (identified by an APN).

We note anyway that there are no defined mechanisms for applying policy to Layer 2 QoS within the WLAN, so there is presently little alternative.

2. Layer 3 policy

At Layer 3, the flows of data to which the policy is to be applied can be identified by the standard IP classifier (e.g. 5-tuple).

Therefore, it would be possible to ‘push’ a policy for such a flow. The policy could achieve the following:

· authorise a flow of packets (open the ‘gate’)

· requested separate charging information for those packets

· requested charging correlation identifiers for that charging information

· apply bandwidth restrictions to that flow of packets.

It is important to note that we have not placed any restrictions on the policy that applies before this service-specific policy is applied. In many cases, the user may be authorised to send/receive packets to/from the same destination before the policy is applied. The only difference, then, after the policy is applied is that the charging information for this flow is being separatly collected and then correlated to the service. This enables all the charging models required for IMS, for example differentiated charging for voice/video calls or ‘A Party Pays’ models.

The appropriate node at which to apply such policy would be the WLAN Packet Data Gateway, this being the first Layer 3 (IP) node from the point of view of the 3GPP IP network to which the UE is connected.

3. Interaction with Quality of Service

The above mechanism could interact with Quality of Service mechanisms provided at Layer 3, that is Intserv (RSVP) and/or Diffserv.

One option for QoS support for IMS over WLAN would be to require support of RSVP. However, we note that work is ongoing in the IETF NSIS working group which will effectively replace or re-design RSVP. We propose that it is not appropiate to specify mandatory use of RSVP at this time.

Regarding Diffserv, we note that the above mechanism allows us to control the Diffserv Code Points available for the packet flow, since the DSCP can be included as part of the packet filter (5-tuple). So, for example, packets with higher DSCPs could be blocked, or downgraded, by default. When a policy is present, associated with an IMS session, packets with higher DSCP could be allowed, or the packets could even be upgraded.

Ideally, the function which blocked, or downgraded, unauthorised uplink packets would be as close as possible to the WLAN UE itself. However, this requires appropriate capabilities within the WLAN AP. Whether such capabilities exist and how they might be controlled should be studied by the WLAN working group.

4. Conclusions 

Section 2 proposed that policy should be supported for WLAN based on a ‘push’ model at Layer 3. Policy is pushed from the application layer without waiting for a ‘pull’ action to be triggered from the UE. This would provide for SBLP-based charging models.

Section 3 considered how basic QoS control could be effected through this mechanism.

5. Proposal

We propose to extend Service Based Local Policy using a ‘push’ model to support application of Layer 3 policy.

The following text is proposed to be added to TR 23.864 (IMS Commonality) section 4.5 QoS and Service Based Local Policy:

“The Release 6 work on IMS Commonality shall include study of whether and howSBLP can be extended so that it can operate using generic layer 3 functionality (i.e. based on IP flows, not related to PDP context management). This may include cases where there is no layer 3 request for bearer resources, for example networks where Quality of Service is based on Diffserv. In these cases, identification of the policy/charging requirements is needed to determine the network functionality required




































































































