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1 Introduction

This contribution is the output of S2-031267 revision.  It describes Site-to-Site tunneling and its usage in WLAN-3GPP interworking system.

2 5.5.1. Site-to-Site Tunnelling

Site-to-Site tunnel is the tool used by local PLMN(VPLMN in roaming case and HPLMN in non-roaming case) to enforce user data to go through its network.  Furthermore, Site-to-Site tunnelling moves the user’s IP connectivity provisioning from WLAN AN to BGW in local PLMN, enforcing data to go via BGW in local PLMN.

The existence of Site-to-Site tunnel between WLAN AN and the interworking PLMN is optional, but it has to enable multivendor interoperability between WLAN AN and PLMN. It is an aggregate tunnel preconfigured between WLAN AN and local PLMN (VPLMN in roaming case and HPLMN in non-roaming case), not per-user tunnel.

There should be one Site-to-Site tunnel between a WLAN AN and each of the PLMNs interworking with the WLAN AN.
Site-to-Site tunnel applies for scenario 2. It is FFS its usage in Scenario 3.
2.1 5.5.1.1 UE IP Address Allocation

When Site-to-Site tunnel is set up between WLAN AN and Interworking PLMN, all the Interworking PLMN users data is enforced to be tunnelled to/from WLAN AN.



When a PLMN and WLAN AN set up a Site-to-Site agreement, it should include the IP addresses space of the local PLMN that are available in the WLAN AN.  
3 Conclusion

We propose to include in TS 23.234 v.1.6.0 section 5.5, chapter 2 and 2.1 on this contribution.
And perform the following changes.
********** Start changes in Section 5.5 *********

5.5 IP Network Selection


IP Network selection determines from where IP connectivity is granted to the UE. This applies for scenario 2 and scenario 3. IP Network selection can be realised using different tunnelling methods.

The UE can connect to different IP networks, including the Internet, an operator’s IP network or an external IP network such as a corporate IP network. The user may indicate a preferred IP network with an WLAN Access Point Name (WAPN). The relationship between WAPN and the GPRS APN is FFS.

A WAPN is transmitted from the UE to the 3GPP AAA server in the end-to-end EAP/AAA signalling. The home network decides the type of IP connectivity based on for example the WAPN and user’s subscription information. The home network choices are:

1. No tunnelling

2. Site-to-Site
3. UE-transparent tunneling

4. UE-initiated tunneling

Visited network choices are FFS.

********** End changes in Section 5.5 *********

























































