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 AUTONUMLGL  Introduction

In the MBMS (Multimedia Broadcast Multicast Service) TS the Gmb interface between BM-SC and GGSN exists for signaling purposes.  

For R6 the split between application function (AF) and policy decision function (PDF) is proposed in TR 23.917. In the previous meetings (SA2#27 and 28) it has already been stated that R6 policy control can be used for MBMS. 
This purpose of this paper is:

· To clarify that the functions of the PDF should involve just QoS and service based local policy (SBLP). 

· To discuss how MBMS can benefit from R6 policy control, open the discussion on the role of R6 policy control for MBMS and to clarify that for MBMS service specific parameters the Gmb reference should be used. 

· Contributions from last meetings on MBMS service activation had in common the way they use Gmb interface. Purpose is also to clarify the requirements for the Gmb interface in the MBMS architecture.

 AUTONUMLGL  Discussion

As stated in R6 TR 23.917, the split between the PDF and P-CSCF enables the application of policy control in the UMTS core network for other services than IMS services. In SA2#28 an idea was launched to let the PDF of the 23.917 architecture handle MBMS specific parameters. This contribution provides an alternative to this idea that has following advantages:

· MBMS work is not interfered. The MBMS architecture in TS has defined the Gmb interface for MBMS specific interaction of the BM-SC and GGSN.

· PDF functionality is purely QoS and the PDF can be the QoS SBLP controller for MBMS 

To demonstrate that SBLP as (to be) offered by PDF can be an additional feature to the MBMS architecture, without interfering with the MBMS architecture and functionality figure 1 can be considered. Figure 1a shows BM-SC and GGSN interaction through Gmb interface, where service based local policy is offered through the internal functionality of the GGSN. Gmb is used to signal ‘user join/leave’, ‘MBMS parameter exchange’ and ‘MBMS bearer setup/release notification’. Figure 1b gives the situation in which SBLP is used for MBMS QoS. Note that this (figure 1a and b) can work for both broadcast and multicast mode of MBMS. 
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2.1 Gmb scenarios when R6 policy control applies

Figure 2 and 3 give the interaction between the MBMS transport network and the BM-SC. Figure 2 gives operation for MBMS multicast mode service activation and bearer setup. 




























BM-SC is per MBMS service aware and pushes MBMS QoS service parameters to the PDF. Two scenarios are possible:

· Service authorization may be MBMS service announcement, which implies

· Service ID is service identifier to user. Request per service interaction of BM-SC and PDF (Service ID is identifier to PDF). The PDF generates the authorization token (S-token) for the service. The BM-SC generates no user specific authorization token (U-token) 

· Service ID is service identifier to user. Request per service interaction of BM-SC and PDF (Service ID is identifier to PDF). The PDF generates the authorization token (S-token) for the service. The BM-SC generates a user specific authorization token (U-token) and provides this to the user.

1. User provides Service ID and when available Authorization Token (U-token) in join message to the GGSN. 

2. GGSN sends user join message to BM-SC, providing Service ID and when available Authorization Token (U-token). Note that this message can be sent on user and service basis. BM-SC authorizes the user to receive the MBMS service
3. When BM-SC does not receive the Service Authorization Token (S-token) before, it pushes MBMS QoS service parameters to the PDF, indicating service ID. PDF generates an service Authorization Token (S-token) that is provided to BM-SC. BM-SC sends GGSN the service ID, MBMS service parameters and the Service Authorization token (S-token). The MBMS service parameters and Service Authorization token (S-token) may be sent once, at first user activation at this GGSN.

4. GGSN sends a COPS-PR REQ over Go interface to the PDF, containing the Service Authorization token (S-token). Note that policy control only has to be performed once per service activation on a GGSN-PEP.

5. PDF uses the Service Authorization token (S-token) and authorizes QoS. 

6. The PDF sends further Go messaging.

7. Response from GGSN to UE is dependent on used activation mechanism.

 Policy provided by PDF may be based on per user or per service activation.

8. When BM-SC is ready to send data, the BM-SC sends a Data Notify on Gmb interface to GGSN to indicate that MBMS bearers have to be setup. Service ID is provided for service identification. GGSN sends an acknowledge of the notification to BM-SC

9. BM-SC sends an open gate indication to the PDF.

10. If not authorized before, PDF authorizes QoS and opens the gate.

11. PDF informs BM-SC that gate has been opened

BM-SC can send data to the GGSN and GGSN can forward the data to the UE. Note that the messages drawn on a gray background are specific to SBLP. 

Figure 3 gives operation for MBMS broadcast mode service activation and bearer setup. 























1. BM-SC is per MBMS service aware and pushes MBMS QoS service parameters to the PDF, indicating Service ID. PDF generates Service Authorization token (S-token) and sends it to BM-SC

2. When BM-SC is ready to send data, BM-SC activates the service in the network, indicating the service ID. 

3. BM-SC sends a Data Notify on Gmb interface to GGSN to indicate that MBMS bearers have to be setup. Service ID and Service Authorization token (S-token) are provided to GGSN. GGSN sends an acknowledge of the notification to BM-SC

4. GGSN sends a COPS-PR REQ over Go interface to the PDF, containing the Service Authorization token (S-token). Note that policy control only has to be performed once per service activation on a GGSN-PEP.

5. PDF uses the Service Authorization token (S-token) and authorizes QoS. 

6. PDF sends further Go messaging.

7. GGSN acknowledges the data notify from BM-SC.

8. BM-SC sends an open gate indication to the PDF.

9. If not authorized before, PDF authorizes QoS and opens the gate.

10. PDF informs BM-SC that gate has been opened

BM-SC can send data to the GGSN and GGSN can forward the data to the UE. Note that the messages drawn on a gray background are specific to SBLP. 

 AUTONUMLGL  Proposal

3.1 Gmb requirements

Gmb reference shall be used for MBMS service signaling between GGSN and BM-SC. Requirements for this reference point are:

· Allow service activation and deactivation per UE and per service

· Allow exchange of MBMS service parameters 

· Allow service bearer setup and release by BM-SC

· Gmb is not used for policy control when R6 Policy Control is used for MBMS

Proposal is to add the above text to section ‘4.3.1 Gmb’ of MBMS TS

3.2 R6 policy control for MBMS

Proposal is to take R6 policy control as an assumption in the MBMS TS and add the following text to section 5 of the MBMS TS:

MBMS service may support R6 dynamic policy control.
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Figure 2: Interaction of BM-SC and UMTS transport network and service based local policy control for activation and bearer setup for MBMS multicast mode
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Figure 1b: MBMS with service based local policy (SBLP)  through Policy Decision Function (PDF)
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Figure 1a: MBMS without service based local policy (SBLP)
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Figure 3: Interaction of BM-SC and UMTS transport network and service based local policy control for activation and bearer setup for MBMS broadcast mode
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