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1 Introduction

This paper proposes some more detailed flows for the release 6 work item “FS on Dynamic Policy control enhancements for end-to-end QoS”.

2 Information flows

2.1 Approval of QoS Commit

The PCF uses information received from the application function, at the session control level, in order to decide whether the authorised QoS resources are enabled or not. This step may be part of the authorisation decision, or may be provided in a separate decision as shown below.
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Figure 1:  Approval of QoS commit

1) A Session Control message is received by the Application Function.  

2) The Application Function sends an open gate indication to the PCF.

3) The PCF enables use of authorised QoS resources.

4) The PCF reports the successful operation to the Application Function.

5) Session control continues.

2.2 Example of approval of QoS Commit, P-CSCF is Application Function
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Figure 2:  Example IMS flow of approval of QoS Commit

1) The P-CSCF receives the 200 OK response to the INVITE request. 

2) The P-CSCF sends a message to the PCF to indicate the opening of the gate. The PCF validates the QoS Commit.

3) The PCF shall send a COPS DEC message to the GGSN to open the ‘gate’ e.g., enable the use of the authorised QoS resources, unless this was done based on local policy at the time the QoS resources were authorised.

4) The GGSN receives the COPS DEC message and opens the ‘gate’ e.g., enables the use of the authorised QoS resources, and sends a COPS RPT message back to the PCF.

5) The PCF informs the P-CSCF that the gate was successfully open. 
6)
The P-CSCF forwards the 200 OK message to the UE for the originating side. For the terminating side, the P-CSCF forwards the SDP message to the terminating S-CSCF.

3 Proposal

It is proposed to add chapter 2 to the draft TR on policy control enhancements in release 6.

This would fit into the “Information flows” section of the TR.
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