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1. Introduction

This contribution proposes the clarifications on presence atribute based on the cuurent ongoing works within SA1(22.141) and IETF(SIMPLE, CPIM, etc).

2. Discussion

The following modifications are proposed .

2.1 7.1.1. 3GPP Subscriber Presence Atributes and Values

  Currently, there is no clear definition on Priority attributes. It is proposed to describe the definition for priority attribute as described in next pages.
3. Proposal

It is proposed to incorporate the above clarifications into 7.1 of TS 23.141.
Start of change

7.1
Presence Attributes

Presence attributes describe the presentity. As the type of the presentity can vary significantly the definition of generic attributes is practically impossible. In 3GPP, the only attributes that are defined describe the 3GPP subscriber type of presentity. Other attributes can be defined by the service providers and manufacturers as part of the other presence markup as specified in IETF (e.g. RFC 2778, RFC 2779). The values (and process of generating them) and value ranges for all attributes shall be kept relatively simple. It is necessary for the 3GPP subscriber to understand how the values are set/modified as it may have direct impact to whom the access to presence data is given (as defined by the admission rules).

7.1.1
3GPP Subscriber Presence Attributes and Values

3GPP subscriber is described with attributes: subscriber's status, network status, one or more communication address(es) (containing communication means and contact address), subscriber provided location, network provided location, priority, text. The attributes can be categorised as communication means and contact address specific information or generic information. Generic information attributes shall be: subscriber's status, subscriber provided location and text. Communication means and contact address specific information attributes shall be: network status, communication means, contact address, network provided location, priority and text. 

· Generic information attributes, if these attributes are used as part of any tuple they shall use following values (values in parenthesis) to enable interoperability: 

· Subscriber's status (willing, willing with limitations, not willing, not disclosed),

NOTE: Attribute name subscriber's status has been defined in stage 1 and it does not imply any mapping to the IETF defined presence model e.g. RFC 2778, RFC 2779. 

The subscriber's status attribute is not intended to be used when interworking with IM clients. Subscribers are able to provide more detailed willingness information as well as other information through the generic Text attribute, and the communication means and contact address specific Text attribute.

· Subscriber provided location (free format text),

· Text (free format text).

· Communication means and contact address specific information attributes, if these attributes are used as part of any tuple they shall use following values (values in parenthesis) to enable interoperability: 

· network status (online, offline),

· communication means (Service type (e.g. telephony, SMS, email, multimedia messaging service, instant messaging service)),

· contact address (E.164 (e.g. MSISDN), SIP URL, Email, Instant message address e.g. IM:name@domain name),

· network provided location (Last known CGI/SAI and/or geographic co-ordinates and age of location information),

·      Priority ( Priority order for each of the defined communication means and contact address.) Note 2 
Text (free format text). 

NOTE1: The mapping of these attributes and values to the IETF defined presence model RFC 2778, RFC 2779 may result one or several of the following:

· using existing IETF defined attributes and values (or subset of them)

· using existing IETF defined attributes but extending the value set

· Creating new attributes to the tuples.

Note 2:  This priority order may also be used for prioritisation of  notification to watcher in case of high traffic loads. The lower ordered presence information may be discarded more than higher ones when encountering traffic congestion.
The mapping of these values for tuples and different fields of the tuple is defined in Stage 3. Furthermore, mechanisms to allow extensibility of the presence information in order to ensure interoperability are defined in stage 3.

 All these attributes shall be able to contain value NULL to enable polite blocking. 
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