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1. Introduction

This contribution proposes the clarifications on presence server and presence user agent based on the cuurent ongoing works within SA1 and IETF(SIMPLE, CPIM, etc).

2. Discussion

The following modifications are proposed .

2.1  In 5.1: presence server

Currently, there is no description  about anonymous request from watchers. It is proposed to add the requirement of anonymous request  for presence server. Other several important requirements are missing as shown from next page.

2.2 In 5.2.1 :presence user agent

 In the current text, there is no description about content indirection requiremnt. It is proposed to add the content indirection requirement for presence user agent. Other several important requirements are missing as shown from next page.

2.3 In 5.3.1 watcher presence proxy

   The functionality regarding identification of identification of target networks of watcher (UE) is missing.

3. Proposal

It is proposed to incorporate the above clarifications into 5.1 and 5.2 of TS 23.141.
Start of change

5.1 Presence Server

The Presence Server resides in the presentity's home network.

The Presence Server shall manage presence information that is uploaded by the Presence User/Network/External agents, and is responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. 

The mechanisms of combining the presence related information will be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server is not required to interpret all information, the information that the Presence Server is not able to interpret shall be handled in a transparent manner.
The Presence Server shall also allow users to fetch and subscribe for receiving either the full set of presence information of a presentity, or only certain tuples within. The Presence Server shall be able to generate partial notifications to a watcher, these partial notifications only contain those tuples of the presentity which have been modified since the latest notification sent to the watcher about this presentity. The presence server shall be also able to skip the notification of subcription of watcher to a  presentity  when watcher requests anonymous subscription  from the presentity.
The presence server shall allow presentity to fetch the existing watcher subscriptions on request.  The presence server shall also allow watcher to  provide the watcher suscription status to a presentity’s presence information upon request.  Moreover, the presence server shall allow watchers subscription to a presentity not to be revealed to other watchers.
The Presence Server shall support internetwork operability mechanisms to allow for an interoperable Presence Service across multiple operators' networks and domains (e.g. external Internet). Mechanisms for locating the Presence Server shall be developed, especially with respect to these internetwork operability aspects. 

The Presence Server shall support SIP-based communications with the Presentity Presence Proxy. In the IMS the Presence Server is seen as a SIP Application Server, and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…). 

The Presence Server shall support authorization and security mechanisms, at least the following levels of authorization are foreseen:

· Providing presence information to any Watcher application that requests it

· Provide presence information to only those Watcher applications in an “allowed” list
· Provide presence information to regulator or service provider regardless of any forbidden lists for the legal purposes. 

· Provide watcher list to regulator or service provider regardless of any forbidden lists for the legal purposes.
The Presence Server may also support authorization and security mechanisms that is based on asking permission from the Presence User agent on a case-by-case basis.

The presence server may support  erasing:

· registration of specific subscribers and/ or watchers by regulator or service povider.
· registration of all subscribers and /or watchers by regulator or service povider.
The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

The Presence Server could be extended to a generic State Agent, supporting subscriptions and notifications regarding other types of events than presence as well. An example for such event is the combined presence of a whole buddy list.

5.2 Presence Agent Elements

The Agent elements in the Presence Architecture are functionally distinct from the Presence Server functional element.  The generic function of the Agent elements is to make presence information available to the Presence Server element in standardized formats across standardized interfaces.

5.2.1 Presence User Agent

The Presence User Agent element provides the following functionality:

· The Presence User Agent collects Presence information associated with a Presentity representing a Principal.

· The Presence User Agent assembles the Presence information in the format defined for the Peu interface.

· The Presence User Agent sends the Presence information to the Presence Server element over the Peu interface.

· The Presence User Agent shall be capable of managing the Access Rules.

· The Presence User Agent shall handle any necessary interworking required to support terminals that do not support the Peu reference point.
· The Presence User Agent shall be able to perform content indirection. Subscribers must have the capability to indicate the support of content indirection. The Presence User Agent shall honor the subscriber’s preference whether to perform content indirection or not when it detects a situation where content indirection should be performed.
· The Presence User Agent shall be able to manage the polite blocking upon request from principal. ( i.e. internally deny the watcher subscription as if the subscription has been accepted. )
· The presence user agent shall be able to set a default access rules.
From a conceptual view, the Presence User Agent (PUA) element resides between the presence server and the user’s equipment as illustrated in the reference architecture in figure 1. In reality, a Presence User Agent may be located in the user’s terminal or within a network entity. 
Where the PUA is located in a terminal, the terminal shall support the Peu interface to the presence server as illustrated in Figure 2 below. 
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Figure 2. Terminal based Presence User Agent

Where the PUA is located within the network, the particular network entity shall support the Peu interface to the presence server as illustrated in Figure 3. In such a case an additional functionality may be required to resolve the location of the presence server associated with the presentity. 

In this case, the interface between the terminal and the Presence User agent is outside of the scope of standardisation of the presence service.


[image: image2.wmf]Network

Presence

User Agent

Presence Server

Principal

Peu

Terminal

eg SMS, WAP,

WV, …

etc


Figure 3. Network based Presence User Agent

5.2.2 Network Agent

The Network Agent element provides the following functionality:

· The Network Agent receives Presence information from network elements within the Operator’s network.

· The Network Agent associates Presence information with the appropriate Subscriber/Presentity combination.

· The Network Agent converts the Presence information into the format standardized for the Pen interface.

· The Network Agent sends the Presence information across the Pen interface.

· The Network Agent may Push Presence information to the Presence Server alternatively some network elements may be queried, signaled, or provisioned to deliver Presence information.  For those elements that require querying or signaling, the Presence Server makes a request to the Network Agent directing it to acquire the Presence information.  The Network Agent then issues the appropriate commands to the element.  

5.5.2.1 
Suppliers of Presence Information

The Network Agent may receive Presence information from one or more of the following 2G/3G network elements over the specified interface:

	Network Element supplying Presence Information
	Reference Point

	HSS/HLR
	Ph

	S-CSCF
	Pi

	MSC/MSC Server
	Pc

	SGSN
	Pg

	GGSN
	Pk

	GMLC
	Pl


5.2.3 External Agent

The External Agent element provides the following functionality:

· The External Agent supplies Presence information from external networks.

· The External Agent sends the Presence information across the Pex interface according to the format standardized for the Pex interface.

· The External Agent handles the interworking and security issues involved in interfacing to external networks.

Examples of Presence Information that the External Agent may supply, include:

· Third party services (e.g. calendar applications, corporate systems) 

· Internet Presence Services 

· Other Presence Services

5.3 Presence Proxies

Editors note: this would benefit from an introduction.

5.3.1
Watcher Presence Proxy

When a Watcher application intends to access some presence information of a presentity, it first needs to find the Presence Server containing this information. 

The Watcher Presence Proxy provides the following functionality:

· Address resolution and identification of target networks associated with a presentity;

· Authentication of watchers;

· Interworking between presence protocols for watcher requests;

· Generation of accounting information for watcher requests.
· Identification of target networks of watcher ( i.e. UE)
5.3.2 Presentity Presence Proxy

The Presentity Presence Proxy provides the following functionality:

· Determination of the identity of the presence server associated with a particular presentity;

· Generation of accounting information for updates to presence information.

The Presentity and or the Watcher Presence Proxies may also be responsible for providing network configuration hiding. This is for further study.

The more exact functionalities of the Watcher and Presentity Presence proxy depends on the relative location and trust relations of the Watcher application and the Presence Server as detailed in section 6.2.1 and 6.2.2.

5.3.3
Communication between Watcher and Presentity Proxy

Communications between the Presentity Presence Proxy and the Watcher Presence Proxy shall be based on SIP as shown in figure 4 below. Other IP-based mechanisms may also be needed to support the delivery of large amount of presence information. Support for non-SIP based Watchers may be provided by the use of an interworking functions located at the Watcher Presence Proxy.
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Figure 4. Communications between the Presentity Presence Proxy and the Watcher Presence Proxy for Watchers

Editors Note: The appropriate mechanism to be used by each element Push or subscribe/notify is FFS.
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