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S2-021919 LS to GSMA, CN4, S3 “Reply to Liaison Statement on use of IP as transport for the Inter-GMLC Interface”
CR to 23.228: 

S2-021998 CR to 23.228 Rel-5, Cat F: “Location information in IMS”
Documents proposed to be approved by SA2 in Plenary without presentation:

Outgoing LS: 

S2-021905 LS to S1 “Privacy checks for LCS in the HPLMN: Interactions with call/session related class”

S2-021906 LS to GSMA, Cc to S1, LIF “Answer LS on ‘LS to 3GPP SA1, 3GPP SA2 and LIF on LBS Scenarios”

                  (1906 could be presented if time allows)

S2-021918 LS to S1 “Handling of privacy checks for Network Induced Location Requests (NI-LR)”

CRs to LCS specifications 03.71, 23.171 and 23.271: 

S2-021903 Siemens, 23.271 Rel-4, F: Removal of “IMS” in LCS call/session related class 

S2-021904 Siemens, 23.271 Rel-5, A: Removal of “IMS” in LCS call/session related class

S2-021708 Ericsson, 23.271 Rel-5, F: Handling of codeword in case of combined periodical/deferred MT-LR

S2-021917 Nokia, 23.271 Rel-6, B: Type indicator for LCS client name and requestor identity

S2-021912 Siemens, 23.271 Rel-4, F: Privacy procedure correction

S2-021913 Siemens, 23.271 Rel-5, A: Privacy procedure correction
CRs to 23.002
S2-021788 Nokia, 23.002 Rel-4, F: Align LCS architecture based on impacts from Radio Access Networks (RAN & GERAN)
                   (1788 could be presented if time allows, the CR is editorial in sense)

S2-021789 Nokia, 23.002 Rel-5, F: Align LCS architecture based on impacts from Radio Access Networks (RAN & GERAN)

Opening of the meeting and approval of the agenda

The agreed agenda for the meeting is in Annex 1 of this document. 

The participants of the meeting are listed in Annex 2.

1. Allocation of documents to agenda items

The documents handled in the SA2 LCS drafting session are listed in Annex 3. The allocation of documents to agenda items is shown in the Agenda in Annex 1.

2. Incoming LS on LCS issues 

See also tdoc S2-021603: Review and proposed handling of incoming LSs at SA2#25

S2-021623 from S3: LS on subscriber certificates

The LS was discussed in SA2 plenary 24.6. and a response LS is being drafted in 1872. 1873 contains the approved SA3 WI on subscriber certificates. SA2 will ask clarifications on how the certificates are issued and whether the architecture have to support issuing of subscriber certificates both in HPLMN and in VPLMN. Also practical implementation examples are requested, e.g. how the home operator can control the subscriber certificates. It was noted that SA1 should study the possible service aspects. 1872 is for approval in SA2 plenary 28 June.

S2-021635 LIF/SIG: “LS on LIF TS 101 version number, for use in 3GPP TS 23.271” 
This is the response from LIF SIG to 3GPP LS Tdoc S2-021509. 1635 was noted.
S2-021996 GSMA SerG: “Inter GMLC interface”

GSMA SerG asks 3GPP to ensure that the inter-GMLC interface is optimised to meet the requirements using IP as the transport. 

The response LS is in 1919.

3. LCS Work Items in Rel-6, 3GPP work plan

S2-021602 MCC: Review of Work Plan at S2#25, Not yet available.

S2-021902 (SP-020384) Location Services enhancements 2, System and Core Network aspects (LCS2)

1902 contains the approved LCS2 WID, 1902 was noted
S2-021862 European Commission, ESA: Galileo, the European satellite navigation system

Eric Chatre from the European Commission and Nicolas Vincent from Alcatel presented the slide set in 1862 on Galileo in the SA2 plenary 25.6.2002.

There are 5 different service categories:

Open service

Safety of life

Commercial service

Public regulated service

Support to the international search and rescue effort

It should be possible to combine the information from GPS and Galileo satellites. Galileo is a European program with global coverage. Assistance data is not encrypted in general, but some parts are encrypted to enable check of authentity.

Several earth stations will be implemented.

The SA2 chairman listed the following issues to be investigated:

· SA1 and SA2 are the first groups to become active. SA2 LCS session to do the work

· Separate Work Item or included in existing LCS work item.

· This presentation should also be given in SA plenary, SA plenary approves the work item

· Time schedule is still unclear in relation to 3GPP releases

The LCS session continued the discussion on Galileo:

Time scheduling

The Galileo base line signal definition is already available, but the detailed specifications are not yet frozen. Some features related to commercial services and user communities are still studied. 

The design phase has started, but the final contracts are not yet established.

Galileo is scheduled for full availability in 2008. Satellites will be available for testing 2004 and 2005.

3GPP Rel-6 is scheduled for June 2003.

The relevant time schedule target for Galileo support in 3GPP could be Mid-2004.

Relation between LIF and 3GPP

3GPP defines the Le interface between the LCS client and the mobile network in general terms on stage 2 level. LIF defines the protocol for this interface.

The organization Open Mobile Alliance (OMA) has been formed based on WAP forum and is foreseen to contain or become related with LIF and other similar organizations. See also chapter 8.

It was noted that 3GPP should standardize e.g. Galileo assistance data handling in the 3GPP networks.

How to proceed

Part of the work could be to review the existing specifications, to identify areas where changes are necessary.

Also modernization of GPS has to be considered (i.e. L2 civilian and L5) and this could be done in the same time with Galileo. Some specific GPS/ Galileo issues are time synchronization and frame coordination, RAN, GERAN. It would be useful to have 3GPP’s advice on GPS and Galileo interrelations. The main issues are Assistance data and Integrity protection.

Conclusion on Galileo

There was support in the LCS session to create a separate work item to study the Galileo satellite navigation system. The work item would result in a Technical Report in Rel-6, describing the issues to be investigated and possible solutions and also identifying the possible impact on existing LCS specifications. The TR could contain some general radio aspects, but detailed radio aspects are to be handled in the RAN and GERAN working groups. It was noted that possible service aspects have to be studied in SA1 and possibly there is a need for a separate work item in SA1.

A work item proposal can be discussed in the August SA2 meeting to be proposed for approval in SA plenary in September.

4. Proposed CRs to TS03.71, TS23.171 and TS23.271 

5.1 Corrections or modification of features

S2-021732 NEC, 23.271 Rel-6, A: Definition of “Enhanced User Privacy”. Withdrawn, because the changes are already included in v.6 of TS 23.271

S2-021733 NEC, 23.271 Rel-6, A: Clarification of CS-MO-LR/PS-MO-LR procedures Withdrawn, because the changes are already included in v.6 of TS 23.271.

S2-021760 Siemens, 23.271 Rel-4, F: Removal of IMS

New title: Removal of IMS in LCS call/session related class. New version in S2-021903, which was Agreed
S2-021761 Siemens, 23.271 Rel-5, A: Removal of IMS

This is mirror CR to 1760/1903. New version in S2-021904, which was Agreed.

S2-021706 Ericsson, 23.271 Rel-4, F: Identity of deferred MT-LR

It was asked is this really a correction or is it a new feature in Rel-4. It should be agreed whether the problem is a fault in the specification or implementation related.

MLP has a Session ID that could be equivalent to this feature.

The LCS client may need to repeat the request if there are separate requestors or because the requested QoS level is different.

There is a privacy issue if a single network response is distributed to several requestors. The transaction id could be useful.

It is noted that the LCS client may issue more than one deferred location requests for the same target UE. Identical repeated location request may be rejected.

No revised version was agreed and 1706 was not agreed

S2-021707 Ericsson, 23.271 Rel-5, F: Identity of deferred MT-LR

1707 was withdrawn.

S2-021708 Ericsson, 23.271 Rel-5, F: Handling of codeword in case of combined periodical/deferred MT-LR

The CR aligns signaling procedure in section 9.1.8 with 9.1.1. The CR was agreed.

5.2 New features

S2-021660 Hughes Software Systems, 23.271 Rel-6, C: MO-LR for a specific location based service from an External LCS Client

There was no representative from Hughes Software Systems participating in the LCS session, nor registered for SA2#25, so the document could not be handled. The document can be resubmitted in the SA2 August meeting.
S2-021762 Siemens: Check of the scenarios provided by SerG LBS (Tdoc S2-021104)

Siemens has kindly analyzed the LBS scenarios provided by GSMA in 1104 to SA2. The LBS scenarios of GSMA SerG LBS are seen as useful scenarios to verify the functional architecture of LCS provided in TS23.271 Rel-4/-5 and for the future Rel-6 with an inter GMLC interface. However, the scenarios could not be confirmed finally by SA2. Due to ambiguous information in the scenarios, some assumptions could be made, but some items remain open. The purpose of 1762 is to prepare for a response to GSMA on LBS scenarios. One question was whether these are the minimum scenarios or just a selection and whether there will be further scenarios developed. Any changes seen needed for LCS should also be discussed in SA1.

The LCS client issues a Location Service Request, which GMLC sends as a Location request to MSC or SGSN, not to SMLC. 

Siemens drafted a response LS to GSMA in tdoc 1906 based on the discussions around 1761. 1762 was noted.

S2-021787 Nokia: LCS client name and Requestor ID format indicator, discussion paper.

The requestor id should probably be defined in TS23.003. LIF-MLP does not currently define any types of requestor id.

The format of the Requestor and LCS client identities could be seen as outside the scope of 3GPP, but it would be useful for the target mobile (user) to know what type of identity is used for the Requestor and LCS client. 1787 was noted.
S2-021790 Nokia, 23.271 Rel-6, B: Format indicator for LCS client name and requestor identity

The change should be shown also for the Le interface chapter. The format of the LCS client name shall be agreed between the GMLC operator and the LCS client. The LCS client may not know the type of requestor id, in that case it cannot include the requestor id in the request. The format of LCS client and requestor IDs should be understandable by the PPR/GMLC as well. “Type” should be used instead of “format”. The LCS client generates the requestor ID type and the GMLC should generate the LCS client name type.

The revised version is in 1907, which was further revised into 1917, which was agreed.

5.3 Privacy class discussion and proposed changes 

S2-021763 Siemens: Privacy class selection in Rel-4 and Rel-5

Privacy selection rule definitions are more elaborated in Rel-4 and Rel-5 than in Rel-99. Rel-4 and Rel-5 privacy specifications should not be changed to the poor functionality of Rel-99. The non-call related class does not prohibit the LCS client to locate the subscriber during a call. Normally the call related class has looser privacy than the non-call related class.

The Rel-4 network cannot implement some of the Rel-99 privacy settings, because Rel-99 does not contain privacy selection rules between call related and non-call related classes. It is probably too late to change the functionality of the Rel-99 specifications in this respect.

The problem is related to the non-listed LCS clients. The document identifies a weakness in the interworking between Rel-99 and Rel4,5 with regard to privacy rule checking. This weakness may be depending on how the Rel-99 specifications are interpreted, so it was agreed that a clarifying and informative flow diagram for the privacy class handling would be needed both for 03.71 and 23.171 in Rel-99. 1763 was noted. 

S2-021764 Siemens, 23.271 Rel-4, F: Privacy compatibility Rel-4 and R99

The 1764 was not agreed. 

S2-021765 Siemens, 23.271 Rel-5, F: Privacy compatibility Rel-5, Rel-4 and R99

1765 was not presented nor agreed.

S2-021758 Siemens, 23.271 Rel-4, D: Privacy procedure correction

New version in 1912, Agreed. 
S2-021759 Siemens, 23.271 Rel-5, A: Privacy procedure correction

New version in 1913, agreed.
5. Proposed CRs to TS23.002, TS23.228

S2-021786 Nokia, 23.228 Rel-5, F: Location information in IMS
According to 23.078, Camel Phase 3 stage 2, ATI from HSS/HLR to GMLC cannot include geographical location request. 

It was noted that the CR seeks to guide IMS application servers to request latitude-longitude location information from GMLC to enable standardized LCS privacy checking as required in TS22.071.

1786 was revised in 1908 and further revised in 1911. 1911 was presented and discussed in SA2 plenary and the proposed changes were further discussed in LCS session. The LCS session agreed 1998, which is to be presented for approval in SA2.

There should also be a LS to inform CN4 about the CR in 1998 and to request SA1 to confirm that the privacy requirements on location information specified in 22.071 also applies for IMS Application Servers, see chapter 7. 

S2-021788 Nokia, 23.002 Rel-4, F: Align LCS architecture based on impacts from Radio Access Networks (RAN & GERAN)

It was noted that 43.059 should be changed to state that “Lp” is the interface between two SMLCs. It was also clarified that 43.059 does specify that SMLC can be integrated in BSC.

It was noted that 23.002 could be further improved by copying the LCS architecture figures from 23.271, 25.305 and 43.059 respectively. 1788 was agreed. (1788 could be presented in SA2 plenary if time allows.)

S2-021789 Nokia, 23.002 Rel-5, F: Align LCS architecture based on impacts from Radio Access Networks (RAN & GERAN)

This is not a mirror CR to 1788, because LCS is different in Rel-4 and Rel-5. 1789 was agreed.

6. Outgoing LS on LCS issues

S2-021704 Ericsson: “Privacy checks for LCS in the HPLMN: Interactions with call/session related class”
This LS is to SA1. It should be realized that only the VPLMN (VMSC/SGSN) is able to check whether there is an ongoing call or session between the LCS client and the target mobile. This call/session check in VPLMN is not regarded to be a privacy check in itself. 

New version in 1905, which was agreed to proposed for approval in SA2 without presentation. 

S2-021906 Siemens: Answer LS on “LS to 3GPP SA1, 3GPP SA2 and LIF on LBS Scenarios”

The LS in 1906 to GSMA, Cc to S1, LIF is a response to GSMA (S2-021104). SA2 finds the scenarios to be valuable location based services descriptions and in general it should be possible to support these scenarios using the 3GPP LCS specifications.
The scenarios are based on R99 for GSM and it is noted that the LCS architecture has been enhanced in subsequent releases. Some scenarios require the inter-GMLC interface, which is planned for Rel-6. It is noted that the scenarios contain elements, which are seen to be outside the scope of 3GPP LCS specifications and that the GMLC normally sends the location request to MSC (MSC-server) or SGSN using the Lg interface and not to SMLC as indicated in the scenarios. According to current LCS specifications, the GMLC does not support opaque identities in LCS, i.e. anonymous requestors or anonymous target mobiles, but this is being studied for Release 6. 1906 was agreed and may be presented in SA2 for approval if necessary.
S2-021909 Nokia: LS “Clarification regarding Location Information in IMS”
This LS to CN4 and S1 is to inform CN4 about the CR in 1998 and to request SA1 to confirm that the privacy requirements on location information specified in 22.071 also applies for IMS Application Servers. Nokia drafted the LS in 1909, with a new version in 1910, which was presented and discussed in SA2 plenary and the proposed changes were further discussed in LCS session. The LCS session elaborated the proposed changes in 1997, which was agreed to be presented for approval in SA2.

S2-021914 Ericsson: LS “Handling of privacy checks for Network Induced Location Requests (NI-LR)”

This is a LS to SA1. The LCS stage 2 specification 23.271 defines a concept “Network Induced location request (NI- LR)”, which is used for emergency calls, legal interception tracing or for (anonymous) O&M purposes. TS22.071 defines “PLMN Operator LCS Clients” and states that location information must always be available to the network service provider.

It is the opinion of SA2 that there is no need to do a privacy check for a network induced LR, because the achieved location information is not to be forwarded to a third party and is only to be used by a LCS client that can be considered to lie inside any of the PLMN entities currently serving the target UE.  So in this case there is no external LCS client involved in the procedure. SA2 also highlights that in case the request comes from an LCS client of PLMN operator type, privacy check is performed according to the PLMN operator privacy class.
1914 was revised in 1918, which was agreed to be proposed for approval without presentation.
S2-021916 Vodafone: Reply to Liaison Statement on use of IP as transport for the Inter-GMLC Interface

This LS to GSMA, CN4 and S3 is a response to 1996 from GSMA SERG regarding the use of IP as the transport layer for the inter-GMLC (Lr roaming) interface. Whilst it is SA2’s preference for an IP interface similar to that specified by LIF for the optional Le (LCS Client to requesting GMLC) interface, it is our intention to discuss this and other stage-3 specification requirements with our colleagues in TSG CN4.  TSG CN4 may wish to delegate the development of this interface to the Location Interoperability Forum (LIF) in liaison with TSG CN4 and TSG SA2. The LS also contains the agreed functional requirements for the Lr interface and it is noted that SA3 shall be consulted regarding the level of data security required for the Lr interface.

1916 was revised in 1919, which was agreed to be presented for approval in SA2 plenary.

7. Contributions on the Work Item GMLC – GMLC interface, including CRs

S2-021838 Vodafone: GMLC Lr interface WI - Summary of Email discussion based on S2-021157, S2-021178 and S2-021212

The document contains the email discussion remarks and summarizes the e-mail discussions on the GMLC-GMLC interface. 1838 was noted.

S2-021734 NEC: Introduction of “pseudo-external identity”

The document describes a good approach to achieve backward compatibility with pre-Rel-6 networks, but the question was raised is there a need to standardize this solution. It was noted that the real identity of the LCS client is lost with this approach. The target mobile user still has to define each and every LCS client in his HLR. The LCS client name is not and cannot be changed, because it is displayed to the target mobile user in the notification. In case the target mobile checks the LCS client identity in the notification, it will unduly reject location requests when a pseudo id is used for the LCS client.

The GMLC and HLR must align the pseudo client ids. It was concluded that the LCS client pseudo ids are optional to be defined by the operators involved and that the tables could be proposed to be included as an informative Annex to 23.271, Rel-6. 1734 was noted.

S2-021705 Ericsson: Handling of privacy checks in case of NI-LR while using inter-GMLC interface

The Network Induced Location Request (NI-LR) can be an emergency call, legal interception tracing or for (anonymous) O&M purposes. It would be rather demanding to perform a privacy check of NI-LR in a visited network in HPLMN and it was concluded that no privacy check is needed for NI-LR. SA1 is asked to verify this view and Ericsson drafted a corresponding LS to SA1 in 1918. 1705 was noted.

S2-021774 Orange: Proposal for Rel. 6 LCS Architecture for Roaming

There is no V-GMLC in this proposal and it is for further discussion is there a need for the V-GMLC. 

The solutions proposed in 1774 will be discussed for possible inclusion in the final CR in 1901. 1774 was noted. 

S2-021785 Nokia: Roaming Scenarios using the Lr interface

The document describes several scenarios where the target mobile is in home PLMN or visited PLMN. If GMLC is Rel-6 also the corresponding HLR should be Rel-6. Additional scenarios need to be developed.

1785 was noted.

It was realized that there is a need to establish the functional requirements for Lr interface before being able to standardize it. 

The LCS session identified and agreed the following main functional requirements for the Lr interface:

1. The privacy check shall be performed by the Home PLMN of the target mobile in Rel-6.


2. HPLMN shall authorize and control the location request and the delivery of location information to the LCS client /requestor.

3. The Rel-6 solution shall be backwards compatible. 


4. Lr is mandatory in Rel-6 specifications, but the usage of Lr (or Le or Lg for that matter) is optional for the operators involved. 


5. The “Requesting GMLC” was agreed to be the role of the GMLC, which receives the request from LCS client


6. The “Visited GMLC” was agreed to be the GMLC, which is associated with the serving node of the target mobile.


7. The “Home GMLC” was agreed to be the one GMLC, which is responsible to control the privacy checking of the target mobile. 

8. The Requesting GMLC can be the Visited GMLC, which can be the Home GMLC in the same time.

9. HPLMN shall decide how the time dependent privacy rules shall be applied, taking in account also possible deferred location requests.

10. Further requirements may be identified

Other functional requirements in Rel-6:

1. The location based privacy rules in Rel-6 shall be implemented in HPLMN

The agreed functional requirements for Lr should be included in 23.271.

S2-021839 Vodafone: Discussion paper on the definition of outstanding GMLC Lr interface Stage 2 requirements and the initiation of a Stage 3 WI. Instead of this LS, Vodafone drafted an answer LS in 1919 to the GSMA regarding the Lr interface, see chapter 7. 1839 was noted.
S2-021901 (Revised S2-021837) Vodafone, Rel-6, (F): Introduction of the GMLC - GMLC Lr (roaming) interface:  General Network Positioning Procedures

The LCS session agreed the first part of 1901 as reflected in 1915, but the later parts of the CR are to be further elaborated in the August meeting. 

It was agreed that further changes regarding the GMLC-GMLC interface shall be written and shown with revision marks against the CLEAN version of 1915. The 1915 zip-file also contains a version with the old revisions marks visible.

LS to LIF on the GMLC-GMLC interface.

The intention is to send a LS to LIF about the Lr interface after the main interface principles have been agreed in SA2. It was noted that the organisation Open Mobile Alliance (OMA) has been established and it is the understanding that there will be a relation established between OMA and LIF. There is already a formal relation established between LIF and 3GPP and there is a need to establish such a relation also between OMA and 3GPP.

8. Any other LCS issues 

None

9. Next meeting 

In the next meeting the GMLC discussion shall be among the first on the agenda and 3 days are needed.

10. Closing of the LCS drafting session

The chairman closed the meeting at 20.45.

ANNEXES:

The agreed agenda of the S2 LCS drafting session, including document allocation to agenda items is attached as a separate document in the file S2-021900.zip.

The Participants in the S2 LCS drafting meeting are listed in a separate document in the file S2-021900.zip.

The List of documents handled in the LCS drafting session is included as a separate document in the file S2-021900.zip. 
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