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1 Introduction

This contribution proposes performance related requirements for the WLAN access control mechanisms to be used in 3GPP-WLAN interworking.

2 Authentication Performance

WLAN interworking specifications for 3GPP release 6 should be designed to provide a solid basis for 3GPP-WLAN interworking in release 6 and beyond. This means that the selected release 6 interworking mechanisms shall be scalable and future proof to be able to also cope a potential WLAN mass-market scenario with a high penetration of truly mobile multimode WLAN devices. Also the mechanisms introduced for scenario 2 type of interworking shall be compatible with possible introduction of any further scenarios identified by SA1.

This generic scalability requirement has implications to the authentication mechanisms to be selected in release 6.  A set of initial requirements is proposed below. 

3 Proposal

It is proposed that the following statements about authentication performance are included in the S2 WLAN TR:

WLAN Authentication procedure, especially during a re-authentication, should have following characteristics:

· The user experienced authentication delay should be minimised
· Authentication signalling with WLAN UE should be terminated within the 3GPP network as close to the WLAN UE as feasible
· Inter PLMN authentication signalling load should be minimised
· Inter PLMN authentication signalling should have as relaxed real time requirements as feasible










