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***************FIRST CHANGE*******************

4.3.3
Identification of users

There are various identities that may be associated with a user of IP multimedia services. This section describes these identities and their use.

4.3.3.1
Private user identities

Every IM CN subsystem subscriber shall have a private user identity. The private identity is assigned by the home network operator, and used, for example, for Registration, Authorisation, Administration, and Accounting purposes. This identity shall take the form of a Network Access Identifier (NAI) as defined in RFC 2486 [14]. It is possible for a representation of the IMSI to be contained within the NAI for the private identity.

-
The Private User Identity is not used for routing of SIP messages.

-
The Private User Identity shall be contained in all Registration requests, (including Re-registration and De-registration requests) passed from the UE to the home network.

-
An ISIM application shall securely store the Private User Identity. It shall not be possible for the UE to modify the UICC’s Private User Identity information.

-
The Private User Identity is a unique global identity defined by the Home Network Operator, which may be used within the home network to uniquely identify the user from a network perspective.

-
The Private User Identity shall be permanently allocated to a user (it is not a dynamic identity), and is valid for the duration of the user’s subscription with the home network.

-
The Private User Identity is used to identify the user’s information (for example authentication information) stored within the HSS (for use for example during Registration). 

-
The Private User Identity may be present in charging records based on operator policies. 

-
The Private User Identity identifies the subscription (e.g. IM service capability) not the user.

-
The Private User Identity is authenticated only during registration of the subscriber, (including re-registration and de-registration).

-
The HSS and S-CSCF need to obtain and store the Private User Identity.

-
If the UICC does not contain an ISIM application, then the private user identity shall be derived from the USIM’s IMSI, which allows for uniquely identifying the user within the 3GPP operator’s network. The format of the private user identity derived from the IMSI is specified in 3GPP TS 23.003 [24].

4.3.3.2
Public user identities

Every IM CN subsystem subscriber shall have one or more public user identities [8]. The public user identity/identities are used by any user for requesting communications to other users. For example, this might be included on a business card.

-
Both telecom numbering and Internet naming schemes can be used to address users depending on the Public User identities that the users have. 

· The public user identity/identities shall take the form of SIP URL (as defined in RFC 3261 [12] and RFC2396 [13]) or the "tel:"-URL format [15].
·  During IMS registration, E.164 numbers shall be embedded as the ‘userinfo’ field of a SIP URI according to RFC 3261 [12].
-
An ISIM application shall securely store at least one Public User Identity (it shall not be possible for the UE to modify the Public User Identity), but it is not required that all additional Public User Identities be stored on the ISIM application.

· A Public User Identity shall be registered either explicitly or implicitly before the identity can be used to originate IMS sessions and IMS session unrelated procedures. 

· A Public User Identity shall be registered either explicitly or implicitly before terminating IMS sessions and terminating IMS session unrelated procedures can be delivered to the UE of the user that the Public User Identity belongs to. Subscriber-specific services for unregistered users may nevertheless be executed as  described in chapter 5.12.

-
It shall be possible to register globally (i.e. through one single UE request) a subscriber that has more than one public identity via a mechanism within the IP multimedia CN subsystem (e.g. by using an Implicit Registration Set). This shall not preclude the user from registering individually some of his/her public identities if needed.

-
Public User Identity(s) are not authenticated by the network during registration. 

-
Public User Identities may be used to identify the user’s information within the HSS (for example during mobile terminated session set-up). 

If the UICC does not contain an ISIM application, then:

· A Temporary Public User identity shall be derived from the USIM’s IMSI, and shall be used during initial SIP registration procedures.  The Temporary public user identity shall take the form of a SIP URL (as defined in RFC 3261 [12] and RFC 2396 [13]).  The format of the Temporary public user identity is specified in 3GPP TS 23.003 [24].

· A Temporary public user identity shall not be displayed to the user and shall not be used for public usage such as displaying on a business card.  It is strongly recommended that the Temporary Public User Identity is set to be barred.  If the Temporary Public User Identity is barred:
-
 the Temporary Public User Identity shall only be used during the registration to obtain implicitly registered Public User Identities.
-
the implicitly registered public user identities shall be used for session handling, in other SIP messages and at subsequent registration processes.

· After the initial registration, the UE shall only use the implicitly registered Public User Identity(s).

-     A Temporary public user identity shall only be available to the CSCF and HSS nodes.  

Note that in case of Temporary Public Identity is used, the user can not initiate any sessions until the implicitly registered public identities are available in the UE.

4.3.3.3
Routing of SIP signalling within the IP multimedia subsystem

Routing of SIP signalling within the IMS shall use SIP URLs. E.164 [2] format public user identities shall not be used for routing within the IMS, and session requests based upon E.164 format public user identities will require conversion into SIP URL format for internal IMS usage. 
The HSS shall consider a TEL URL and its corresponding SIP URI that contains the E.164 number in the ‘userinfo’ part and the "user=phone" parameter, to be equivalent.   When a Cx query from I-CSCF contains a E.164 number as the public user identity for the destined user, HSS shall return a SIP URI equivalent of the identity which has been registered during the IMS registration procedure.

For example, tel:+358405140002 would be considered equivalent to sip: +358405140002@home1.net;user=phone.

***************SECOND CHANGE*******************

4.3.4
Identification of network nodes

The CSCF, BGCF and MGCF nodes shall be identifiable using a valid SIP URL (Host Domain Name or Network Address) on those interfaces supporting the SIP protocol, (e.g. Gm, Mw, Mm, and Mg). These SIP URLs would be used when identifying these nodes in header fields of SIP messages. However this does not require that these URLs will be globally published in DNS.

4.3.5
Name to address resolution in an IM CN subsystem

The S-CSCF shall support the ability to translate the E.164 address contained in a Request-URI for an originating session in the non-SIP URL “tel:” format [15] to a SIP routable SIP URL using an ENUM DNS translation mechanism with the format as specified in RFC 2916 [16], (E.164 number and DNS). If this translation fails, then the session may be routed to the PSTN or appropriate notification shall be sent to the mobile. 
The I-CSCF shall support the ability to replace the Request-URI received in a SIP session set up message with the Request URI received from HSS before forwarding the message to the serving S-CSCF.   This scenario occurs when a incoming session from PSTN/PLMN (via MGCF) or from the Internet contains a tel: URL in the Request-URI field.
The databases used to perform the ENUM DNS address translation mechanisms are a matter for the IM operator and this does not require that Universal ENUM service be used. Database aspects of ENUM are outside the scope of 3GPP.

***************THIRD CHANGE*******************

4.6.2 
Interrogating-CSCF

Interrogating-CSCF (I-CSCF) is the contact point within an operator’s network for all connections destined to a subscriber of that network operator, or a roaming subscriber currently located within that network operator’s service area. There may be multiple I-CSCFs within an operator’s network. The functions performed by the I-CSCF are:

Registration

-
Assigning a S-CSCF to a user performing SIP registration (see section on Procedures related to Serving-CSCF assignment)

Session-related and session-unrelated flows 

-
Route a SIP request received from another network towards the S-CSCF.

-
Obtain from HSS the Address of the S-CSCF.

-
Forward the SIP request or response to the S-CSCF determined by the step above. 
-     When instructed by HSS, I-CSCF shall replace the URL contained in the Request URI by the URI provided by   HSS.
Charging and resource utilisation:

-
Generation of CDRs.

**** END MODIFICATION *****************
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