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Introduction

A companion contribution (S2-02xxxx) discussed the importance of separating the IMS layer from specifics of particular network technologies such as GPRS.

There is also a clear requirement to ensure that the IMS is Access Independent, meaning that it should be possible to access the IMS from any IP-based network meeting a basic set of requirements (such a supporting the required QoS for IMS services).

Discussion

Meeting the above objectives in Release 5 is made difficult by the fact that in this first phase of work we have only considered GPRS access. Whilst in principle there should be no need for us to consider any particular access (even GPRS) in practice, special features of particular access technologies lead us to design the IMS in particular ways.

Furthermore, there is always a need for at least one point of interaction between the application and the underlying network, namely at the client. When this interaction is restricted to a single point, then independent evolution of the application and network is not hindered. However, if the interaction takes place at more than one place in the architecture, then care is needed to avoid introducing dependencies which could hinder evolution.

Extra care is therefore needed:

· to understand what features (if any) are being introduced into IMS purely as a result of the nature of GPRS access,

· to consider whether these might apply to other access types or be better implemented as more general features etc.

· to ensure that multiple points of interaction do not introduce dependencies which hinder independent evolution of application and access network.

Proposal

The above objectives would be better served if all interactions between the IMS and specific access systems were separately described, for example in a GPRS-specific Annex of the IMS specifications. The body of the IMS documentation would then be entirely access-independent, and new access types could be added as an additional Annex.

This mirrors the approach that was taken with the source documents for the Release 4 Bearer Independent Core Network. In these ITU-T standards, the ‘Bearer Independent’ parts of the system are described in one set of documents, with an additional supplement describing the interaction with each specific bearer technology.

A CR implementing these changes is attached. This is intended to be editorial, in that no technical changes are proposed, rather text is moved to the proposed Annex, however this necessitated certain changes in wording.

A significant majority of the changes are simply generalising procedures which were written in a GPRS-specific way, but which in fact could apply to any access network, for example the procedures for Service Based Local Policy.
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***************** FIRST MODIFIED SECTION*****************

4.2.5
The QoS requirements for an IM CN subsystem session

The selection, deployment, initiation and termination of QoS signalling and resource allocation shall consider the following requirements so as to guarantee the QoS requirement associated with an IM CN subsystem session.

1.
Independence between QoS signalling and Session Control

The selection of QoS signalling and resource allocation schemes should be independent of the selected session control protocols. This allows for independent evolution of QoS control and the session control in the IM CN subsystem.

2.
Necessity for End-to-End QoS Signalling and Resource -Allocation

End-to-end QoS indication, negotiation and resource allocation during the session set-up in the IM CN subsystem should be enforced for those services and applications that require QoS better than best-effort services or the Background QoS Class. 

3.
QoS Signalling at Different Bearer Service Control Levels

During the session set-up in a IM CN subsystem, at least two levels of QoS signalling/negotiation and resource allocation may be included in selecting and setting up an appropriate bearer for the session:

a.
The QoS signalling/negotiation and resource allocation at the IP Bearer Service (BS) Level:

The QoS signalling and control at IP BS level is to pass and map the QoS requirements at the IP Multimedia application level to the Layer 2 network(s) and performs any required end-to-end QoS signalling by inter-working with the external network. The IP BS Manager at the UE is the functional entity to process the QoS signalling at the IP BS level. 

b.
The QoS signalling/negotiation and resource allocation at the access network Level:


The access-specific systems in the UE are responsible for mapping from the IP bearer Service requirements into the specific access technology (for GPRS, see Section X.1)



4.
Restricted Resource Access at the IP BS Level

Access to the resources and provisioning of QoS at IP BS Level should be authenticated and authorised by applying appropriate QoS policies via the IP Policy Control element

5.
Restricted Resource Access at the access network Level

Access to the resources and provisioning of QoS at the access network Level should be authenticated and authorised by using existing access network registration/security/QoS policy control mechanisms.

6.
Co-ordination between Session Control and QoS Signalling/Resource Allocation 

a.
In establishing an IMS session, it shall be possible for an application to request that the resources needed for bearer establishment be successfully allocated before the destination user is alerted.

b.
In establishing an IMS session, it shall be possible, dependent on the application being offered, to prevent the use of the bearer until the session establishment is completed.

c.
In establishing an IMS session, it shall be possible for a terminating application to allow the destination user to participate in determining which bearers shall be established.

d.
Successful bearer establishment shall include the completion of any required end-to-end QoS signalling, negotiation and resource allocation

The initiation of any required end-to-end QoS signalling, negotiation and resource allocation processes at different network segments shall take place after the initiation and delivery of a session set-up request.

7.
The Efficiency of QoS Signalling and Resource Allocation

The sequence of end-to-end QoS signalling, negotiation and resource allocation processes at different network segments should primarily consider the delay in negotiating end-to-end QoS and reserving resources that contributes to the session set-up delay. Parallel or overlapping QoS negotiation and resource reservation shall be allowed where possible.

8.
Dynamic QoS Negotiation and Resource Allocation

Changes (upgrading or downgrading) of QoS provided to an active IMS session shall be supported based on either the request from the IM application or the current network loads or, in wireless networks,  radio link quality.

It shall be possible to maintain a resource allocation in excess of the resources needed for current media flows (but within the restrictions imposed by points #4 and #5 above), in order to e.g. switch to different media flow characteristics without risk of admission control failure.

9. 
Prevention of Theft of Service

The possibility for theft of service in the IM CN subsystem shall be no higher than that for the corresponding GPRS and circuit switched services.

10.
Prevention of Denial of Service

The system unavailability due to denial of service attacks in the IM CN subsystem shall be no greater than that for the corresponding GPRS and circuit switched services.

********* 2nd MODIFIED SECTION (Moved to Annex) *************
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*********** 4th  MODIFIED SECTION (Moved to Annex) *************













***************** 5th  MODIFIED SECTION*****************

4.3.3.1
Private user identities

Every IM CN subsystem subscriber shall have a private user identity. The private identity is assigned by the home network operator, and used, for example, for Registration, Authorisation, Administration, and Accounting purposes. This identity shall take the form of a Network Access Identifier (NAI) as defined in RFC 2486 [14]. 
-
The Private User Identity is not used for routing of SIP messages.

-
The Private User Identity shall be contained in all Registration requests, (including Re-registration and De-registration requests) passed from the UE to the home network.

-
An ISIM application shall securely store the Private User Identity. Access specific mechanisms to obtain the Private User Identity may be defined for users without an ISIM.
-
The Private User Identity is a unique global identity defined by the Home Network Operator, which may be used within the home network to uniquely identify the user from a network perspective.

-
The Private User Identity shall be permanently allocated to a user (it is not a dynamic identity), and is valid for the duration of the user’s subscription with the home network.

-
The Private User Identity is used to identify the user’s information (for example authentication information) stored within the HSS (for use for example during Registration). 

-
The Private User Identity may be present in charging records based on operator policies. 

-
The Private User Identity identifies the subscription (e.g. IM service capability) not the user.

-
The Private User Identity is authenticated only during registration of the subscriber, (including re-registration and de-registration).

-
The HSS and S-CSCF need to obtain and store the Private User Identity.

***************** 6th  MODIFIED SECTION*****************

4.3.3.2
Public user identities

Every IM CN subsystem subscriber shall have one or more public user identities [8]. The public user identity/identities are used by any user for requesting communications to other users. For example, this might be included on a business card.

-
Both telecom numbering and Internet naming schemes can be used to address users depending on the Public User identities that the users have. 

-
The public user identity/identities shall take the form of SIP URL (as defined in RFC 3261 [12] and RFC2396 [13]) or E.164 numbers.

-
An ISIM application shall securely store at least one Public User Identity (it shall not be possible for the UE to modify the Public User Identity), but it is not required that all additional Public User Identities be stored on the ISIM application. 
· A Public User Identity shall be registered either explicitly or implicitly before the identity can be used to originate IMS sessions and IMS session unrelated procedures. 

· A Public User Identity shall be registered either explicitly or implicitly before terminating IMS sessions and terminating IMS session unrelated procedures can be delivered to the UE of the user that the Public User Identity belongs to. Subscriber-specific services for unregistered users may nevertheless be executed as  described in chapter 5.12.

-
It shall be possible to register globally (i.e. through one single UE request) a subscriber that has more than one public identity via a mechanism within the IP multimedia CN subsystem (e.g. by using a Service Profile). This shall not preclude the user from registering individually some of his/her public identities if needed.

-
Public User Identities are not authenticated by the network during registration. 

-
Public User Identities may be used to identify the user’s information within the HSS (for example during mobile terminated session set-up). 

***************** 7th  MODIFIED SECTION*****************

4.3.3.4
Relationship of private and public user identities

The home network operator is responsible for the assignment of the private user identifier, and public user identifiers; other identities that are not defined by the operator may also exist. 
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Figure 4.5: Relationship of the private user identity and public user identities

All Public user identities that are associated with the same Service Profile should have the same set of services. Public user identities that are associated with a different Service Profile could have a different set of services. Each Public user identity is only associated with a single Service Profile. 
All Service Profiles that share the same Private user identity are associated to the same S-CSCF. Later releases may allow different Service Profiles that share the same Private user identity to be associated with different S-CSCFs. 

An ISIM application shall securely store the home domain name of the subscriber. Access-specific mechanisms may be defined to derive the home domain for users that do not have an ISIM. 

The storage location of the Private User Identity, Public User Identity and home domain name for a standalone SIP Client could be stored on the ISIM.

It is not a requirement for a user to be able to register on behalf of another user or for a device to be able to register on behalf of another device or for combinations of the above for the IM CN subsystem for this release.

***************** 8th  MODIFIED SECTION*****************

4.5
Mobility related concepts


The following procedures are supported by an UE when accessing IMS:

· 
· Register to the IM subsystem as defined by the IMS registration procedures;

· 
· 
· If an UE acquires a new IP address due to changes triggered by the access network procedures or by changing the IP address according to [7], the UE shall re- register in the IMS by executing the IMS registration;

· In order to be able to deliver an incoming IMS session, the access network connection that is being used for IMS signalling need to remain active as long as the UE is registered in the IM CN subsystem;


***************** 9th  MODIFIED SECTION*****************

5.1.0
Establishing connectivity for IM Subsystem Related Signalling

Before the UE can request IM services, IP connectivity must exist to carry IM Subsystem related signalling. 



***************** 10th  MODIFIED SECTION*****************

5.1.1
Procedures related to local CSCF discovery

The Proxy-CSCF discovery shall be performed after establishing connectivity for IMS signalling either using the following mechanisms or by access-specific means:

DHCP is used to provide the UE with the domain name of a Proxy-CSCF and the address of a Domain Name Server (DNS) that is capable of resolving the Proxy-CSCF name, as described below in clause 5.1.1.1. 


5.1.1.1
DHCP/DNS procedure for P-CSCF discovery

The GGSN acts as a DHCP Relay Agent, relaying DHCP messages between UE and the DHCP server.
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Figure 5.0a: P-CSCF discovery using DHCP and DNS

1. Create PDP context bearer by using the procedure as specified in TS 23.060. 

2. The UE requests a DHCP server and additionally requests the domain name of the P-CSCF and IP addresses of DNS servers. It may require a multiple DHCP Query/Response message exchange to retrieve the requested information. 

3. The UE performs a DNS query to retrieve a list of P-CSCF(s) IP addresses from which one is selected. If the response does not contain the IP addresses, an additional DNS query is needed to resolve a Fully Qualified Domain Name (FQDN) to an IP address.

After reception of domain name and IP address of a P-CSCF the UE may initiate communication towards the IM subsystem.











***************** 11th  MODIFIED SECTION*****************

5.2.2.2
Assumptions

The following are considered as assumptions for the registration procedures as described in subclause 5.3.2.3:

1. Connectivity is already established for signalling and a mechanism exists for the first REGISTER message to be forwarded to the proxy.

2. The I-CSCF shall use a mechanism for determining the Serving-CSCF address based on the required capabilities. The I-CSCF obtains the name of the S-CSCF from its role as an S-CSCF selector (Figure 5-1) for the determination and allocation of the Serving-CSCF during registration.

3. The decision for selecting the S-CSCF for the subscriber in the network is made in the I-CSCF.

4. A role of the I-CSCF is the S-CSCF selection.

In the information flows described in subclauses 5.2.2.3 and 5.2.2.4, there is a mechanism to resolve a name and address. The text in the information flows indicates when the name-address resolution mechanism is utilised. These flows do not take into account security features such as user authentication. The description of the impact of IMS security features is done in [19] 33.203.

***************** 12th  MODIFIED SECTION*****************

5.3.2.1
Network Initiated Application (SIP) De-registration, Registration Timeout

The following flow shows a network initiated IM CN subsystem terminal application (SIP) de-registration based on a registration timeout. A timer value is provided at initial registration and is refreshed by subsequent re-registrations. The flow assumes that the timer has expired. The locations (home or visited network) of the P-CSCF and S-CSCF are not indicated as the scenario remains the same for all cases.
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Figure 5.4: Network initiated application de-registration, registration timeout

1. The registration timers in the P-CSCF and in the S-CSCF expire. The timers are assumed to be close enough that no external synchronisation is required. The CSCFs update their internal databases to remove the UE from being registered. It is assumed that any access network context cleanup will be handled by independent means.

2. Based on the filter criteria, the S-CSCF shall send de-registration information to the service control platform and perform whatever service control procedures are appropriate.

3. The S-CSCF sends an update to the HSS to remove itself as the registered S-CSCF for this UE. 

4. The HSS confirms the update.

***************** 13th  MODIFIED SECTION*****************

5.4.6.3 
Mechanism for bearer establishment

In order to fulfil the above requirements, it is needed that the destination user can be pre-alerted before the bearer establishment and negotiation has taken place. This gives room for the destination user to choose the media streams and codecs required before an expensive resource (as the air interface is) is established. 

Figure 5.7 shows the mechanism for the bearer establishment in which the pre-alerting occurs before the initial bearer creation procedures are performed. Furthermore, a user interaction may also occur after the initial bearers are created as shown in figure 5.7. 

The "Other x-CSCFs" entity in figure 5.7 comprises several CSCFs: I-CSCF and S-CSCFs.  
[Diagram below to be modified as follows:

· Remove GGSNs

· Change ‘Initial UMTS bearer creation’ to ‘Initial bearer establishment’

· Change ‘UMTS bearer modification’ to ‘Bearer modification’]
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Figure 5.7: Bearer establishment showing optional pre-alerting

1.
UE(A) starts a Session Initiation procedure to UE(B) that includes an SDP proposal. 

The steps 2-4 are optional and may depend on terminal implementation and/or terminal pre-configured settings.

2. 
The user at UE(B) is pre-alerted.

3. 
An indication of the pre-alerting may be sent towards UE(A).

4. 
User at UE(B) will then interact and express his/her wishes regarding the actual session.

5. 
UE(B) generates accepted SDP based on terminal settings, terminal pre-configured profiles and optionally the user's wishes. 

6. 
The accepted SDP is forwarded to UE(A) in the payload of a reliable SIP response.

7. 
Initial bearer creation procedure is performed. During this bearer creation step the resources in the UE(A)'s and UE(B)'s access network are reserved . Bearer resources in external networks may also be reserved at this point.

The steps 8-10 are also optional and may be skipped.

8. 
Terminal at UE(B) starts ringing.

9. 
The alerting indication is sent towards UE(A).

10. 
User at UE(B) may interact and express his/her wishes regarding the actual session.

11. 
UE(A) and UE(B) may perform bearer modification procedure at this point, if the initial bearers reserved in step 7 and the wishes of user at UE(B) are different. During this bearer modification step the resources in the UE(A)'s and UE(B)'s access network may be modified , and the resource reservation in the external network may also be modified.

12. 
Session initiation procedure is acknowledged.

***************** 14th  MODIFIED SECTION*****************

5.4.7
Interaction between QoS and session signalling

At session setup the user shall have access to IP connectivity without service-based local policy, or IP connectivity with service-based local policy. It is operator choice whether to offer both or only one of these alternatives for accessing the IM Subsystem.

Without service-based local policy , the bearer is established according to the user’s subscription, local operator’s IP bearer resource based policy, local operator's admission control function and relevant roaming agreements. 
With service-based local policy , Service-Based Local Policy decisions (e.g., authorisation and control) are also applied to the bearer.

The description in this subsection is applicable for the case when service-based local policy is employed.

The access network contains a Policy Enforcement Function (PEF) that has the capability of policing packet flow into the IP network, and restricting the set of IP destinations that may be reached from/through a PDP context according to a packet classifier. This service-based policy ‘gate’ function has an external control interface that allows it to be selectively ‘opened’ or ‘closed’ on the basis of IP destination address and port. When open, the gate allows packets to pass through (to the destination specified in the classifier) and when closed, no packets are allowed to pass through. The control is performed by a PCF, which is a logical entity of the P-CSCF. (Note: If the PCF is implemented in a separate physical node, the interface between the PCF and the P-CSCF is not standardised).

There are seven interactions defined for service-based local policy:

1.
Authorize QoS Resources. 

2.
Resource Reservation with Service-based Local Policy.

3.
Approval of QoS Commit for resources authorised in (1), e.g. ‘open’ the ‘gate’.

4.
Removal of QoS Commit for resources authorised in (1), e.g. ‘close’ the ‘gate’.

5.
Revoke Authorisation for access network and IP resources.

6. Indication of access network connection release from the access network to the PCF.

7. Indication of access network connection modification from the access network to the PCF.

These requirements and functional description of these interactions are explained further in the following sections. The complete specification of the interface between the Policy Control Function and the Policy Enforcement Function is contained in TS 23.207.

5.4.7.1
Authorize QoS Resources 

The Authorize QoS Resources procedure is used during an establishment of a SIP session. The P-CSCF(PCF) shall use the SDP contained in the SIP signaling to calculate the proper authorisation. The PCF authorizes the required QoS resources.

The authorisation shall include binding information, which shall also be provided by the UE to the Policy Enforcement Point in the allocation request, which enables accurate matching of requests and authorisations. The binding information includes an Authorisation Token sent by the P-CSCF to the UE during SIP signaling, and one or more Flow Identifiers, which are used, by the UE, PEP and PCF to uniquely identify the media component(s).

The authorisation shall be expressed in terms of the IP resources to be authorised and shall include limits on IP packet flows, and may include restrictions on IP destination address and port.

5.4.7.1a
Resource Reservation with Service-based Local Policy

The Policy Enforcement Point implements the policy decisions for performing admission control and authorising the access network and IP BS QoS Resource request, and policing IP flows entering the external IP network.

Authorisation of access network and IP QoS Resources shall be required for access to the IP Multimedia Subsystem. The PEP shall determine the need for authorisation, possibly based on provisioning and/or access specific procedures.

Resource Reservation shall be initiated by the UE, and shall take place only after successful authorisation of QoS resources by the PCF. Resource reservation requests from the UE shall contain the binding information. The use of this binding information enables the PEP to correctly match the reservation request to the corresponding authorisation. The authorisation shall be 'Pulled' from the PCF by the PEP when the reservation request is received from the UE. When a UE combines multiple media flows onto a single PDP context, all of the binding information related to those media flows shall be provided in the resource reservation request.

With a request for access network QoS resources, the PEP shall verify the request is less than the sum of the authorised IP resources (within the error tolerance of the conversion mechanism) for all of the combined media flows. With a request for IP QoS resources, the PEP shall verify the request is less than the authorised IP resources.

The request for access network QoS resources may be signaled independently from the request for IP QoS resources by the UE. At the IP BS Level, RSVP may be used for QoS signaling.

5.4.7.2
Approval of QoS Commit

The PCF makes policy decisions and provides an indication to the PEP about committing the allocated QoS resources for per-session authorisations unless this was done based on service based local policy at the time of the Resource Reservation procedure. 

The PEP enforces the policy decisions. The PEP may restrict any use of the access network resources prior to this indication from the PCF. The PEP shall restrict any use of the IP resources prior to this indication from the PCF, e.g. by open the gate and enabling the use of resources for the media flow. Based on local policy, access network and/or IP resources may be committed at the time they are authorised by the PCF.

5.4.7.3
Removal of QoS Commit

The PCF makes policy decisions and provides an indication to the PEP about revoking commitment for the allocated QoS resources for per-session authorisations. Removal of QoS Commit for access network and IP resources shall be sent as a separate decision to the PEP corresponding to the previous "Approval of QoS commit" request.

The PEP enforces the policy decisions. The PEP may restrict any use of the access network resources after this indication from the PCF. The PEP shall restrict any use of the IP resources after this indication from the PCF, e.g. by closing the gate and blocking the media flow.

5.4.7.4
Revoke Authorisation for access network and IP Resources

At IP multimedia session release, the UE should deactivate the access network connection(s) used for the IP multimedia session. In various cases, such as loss of signal from the mobile, the UE will be unable to perform this release itself. The Policy Control Function provides indication to the PEP when the resources previously authorised, and possibly allocated by the UE, are to be released. 
5.4.7.5
Indication of access network connection release

Any release of an access network connection that was established based on authorisation from the PCF shall be reported to the PCF by the PEP. 

This indication may be used by the PCF to initiate a session release towards the remote endpoint.

5.4.7. 5a 

Indication of access network connection modification

When an access network connection is modified such that the requested QoS falls outside of the limits that were authorized at PDP context activation (or last modification) or such that the maximum bit rate (downlink and uplink) is downgraded to 0 kbit/s then the PEP shall report this to the PCF.

This indication may be used by the PCF to initiate a session release towards the remote endpoint.

***************** 15th  MODIFIED SECTION*****************

5.4.8
QoS-Assured Preconditions 

This section contains concepts for the relation between the resource reservation procedure and the procedure for end-to-end calls.

The concept of "QoS-Assured" sessions are introduced. A “QoS-Assured” session will not complete until required resources have been allocated to the session. This is termed a “precondition” for the session to complete. 

In a QoS-Assured session, the UE must succeed in establishing the QoS bearer for the media stream according to the QoS preconditions defined at the session level before it may indicate a successful response with the Resource Reservation Successful message. The principles for when a UE shall regard QoS preconditions to be met are: 

-
A minimum requirement to meet the QoS preconditions defined for a media stream in a certain direction, is that a satisfactory access network connection is established at the local access for that direction.

-
The action to take in case a UE fails to fulfil the pre-conditions (e.g. failure in establishment of an RSVP session) depends on the reason for failure. If the reason is lack of resources in the network (e.g. an admission control function in the network rejects the request for resources), the UE shall fail to complete the session. For other reasons (e.g. lack of RSVP host or proxy along the path) the action to take is local decision within the UE. It may for example 1) choose to fail to complete the session, 2) attempt to complete the session by no longer requiring some of the additional actions (e.g. fall back to satisfactory establishment of PDP context only).

***************** 16th  MODIFIED SECTION*****************

5.10.1
Mobile terminal initiated session release

The following flow shows a mobile terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases).

[Amend diagram below as follows:
· Replace ‘GPRS’ boxes with ‘Access’ (x2)
· Change ‘Release PDP’ to ‘Release’ (x2)]
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Figure 5.22: Mobile initiated session release

1.
One mobile party hangs up, which generates a message (Bye message in SIP) from the UE to the P-CSCF. 

2.
Steps 2 and 3 may take place before or after Step 1 and in parallel with Step 4. The UE initiates the release of the access network connection. The access network releases the connection. The IP network resources that had been reserved for the message receive path to the mobile for this session are now released. . If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

3.
The access network responds to the UE.

4.
The P-CSCF/PCF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step will also result in a release indication to the access network to confirm that the IP bearers associated with the session have been deleted

5.
The P-CSCF sends a hangup to the S-CSCF of the releasing party.

6.
The S-CSCF performs whatever service control procedures are appropriate for this ending session.

7.
The S-CSCF of the releasing party forwards the Hangup to the S-CSCF of the other party.

8.
The S-CSCF performs whatever service control procedures are appropriate for this ending session.

9.
The S-CSCF of the other party forwards the Hangup on to the P-CSCF.

10.
The P-CSCF/PCF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the access network to confirm that the IP bearers associated with the UE#2 session have been deleted.

11.
The P-CSCF forwards the Hangup on to the UE.

12.
The mobile responds with an acknowledgement, the SIP OK message (number 200), that is sent back to the P-CSCF.

13.
Steps 13 and 14 may be done in parallel with step 12. The Mobile initiates the release of the bearer connection.

14.
The access network releases the connection. The IP network resources that were reserved for the message receive path to the mobile for this session are now released. . If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

15.
The SIP OK message is sent to the S-CSCF.

16.
The S-CSCF of the other party forwards the OK to the S-CSCF of the releasing.

17.
The S-CSCF of the releasing party forwards the OK to the P-CSCF of the releasing.

18.
The P-CSCF of the releasing party forwards the OK to the UE.

***************** 17th  MODIFIED SECTION*****************

5.10.2
PSTN initiated session release

The following flow shows a PSTN terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established to the PSTN from the Home Network (the visited network could be the Home network in this case).
[Amend diagram below as follows:

· Replace ‘GPRS’ box with ‘Access’

· Replace ‘Release PDP’ with ‘Release’]
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Figure 5.23: PSTN initiated session release

1.
PSTN party hangs up, which generates an ISUP REL message to the MGCF. 

2.
The MGCF sends a Hangup (Bye message in SIP) to the S-CSCF to notify the mobile that the far end party has disconnected.

3.
Step 3 may be done in parallel with Step 2. Depending on the GSTN network type Step 3 may need to wait until after step 14. The MGCF notes the reception of the REL and acknowledges it with an RLC. This is consistent with the ISUP protocol.

4.
The MGCF requests the MGW to release the vocoder and ISUP trunk using the H.248/MEGACO Transaction Request (subtract). This also results in disconnecting the two parties in the H.248 context. The IP network resources that were reserved for the message receive path to the PSTN for this session are now released. This is initiated from the MGW. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would be invoked here.

5.
The MGW sends an acknowledgement to the MGCF upon completion of step 6.

6.
The S-CSCF performs whatever service control procedures are appropriate for this ending session.

7.
The S-CSCF forwards the Hangup to the P-CSCF.

8.
The P-CSCF/PCF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the access network to confirm that the IP bearers associated with the UE#2 session have been deleted.

9.
The P-CSCF forwards the Hangup to the UE.

10.
The mobile responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P-CSCF.

11.
Steps 11and 12 may be done in parallel with step 10. The Mobile initiates the release of the bearer PDP context.

12.
The access network releases the connection. The IP network resources that had been reserved for the message receive path to the mobile for this session are now released. . If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

13.
The SIP OK message is sent to the S-CSCF.

14.
The S-CSCF forwards the message to the MGCF. 

***************** 18th  MODIFIED SECTION*****************

5.10.3
Network initiated session release

5.10.3.0
Deletion of access network connection used to transport IMS SIP signalling 

It is possible that the access network deletes the connection used to transport IMS SIP signalling (e.g. due to routing area update, overload situations). 

In this case the UE shall initiate a procedure to re-establish an access network connection to transport IMS SIP signalling. If re-establishment fails then the UE shall de-activate all other associated connections.

5.10.3.1
Network initiated session release - P-CSCF initiated

The following flows show a Network initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases). 

A bearer is removed e.g. triggered by a mobile power down, due to a previous loss of coverage, or accidental/malicious removal, etc. In this case the 'Indication of access network connection Release' or ‘Access network connection modification’ procedure will be performed (see 3GPP TS 23.207). The flow for this case is shown in Figure 5.24.


Other network initiated session release scenarios are of course possible. In particular such scenarios initiated in the home network for administrative reasons might begin with an S-CSCF.

5.10.3.1.1
Network initiated session release - P-CSCF initiated - removal of PDP context
[Amend the diagram below as follows:

· Replace ‘GPRS’ box with ‘Access’ (x2)

· Replace ‘PDP Context Deactivation’ with ‘Access connection deactivation’

· Replace ‘Release PDP’ with ‘Release’]
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Figure 5.26: Network initiated session release - P-CSCF initiated - removal of PDP context

1.
A bearer related to the session is terminated, for example, triggered by a mobile power down, etc. This is noted by the access network.

2.
If a request state was created in the PCF at bearer activation, the PEP shall send a release indication to the P-CSCF/PCF for the disconnected bearer. The P-CSCF might also note the release due to a SIP Session Timeout. 

3.
The P-CSCF/PCF removes the authorisation for resources related to the bearer that had previously been issued for this endpoint for this session. 

The following steps are only performed in case the P-CSCF/PCF has decided to terminate the session.

4.
The P-CSCF generates a Hangup (Bye message in SIP) to the S-CSCF of the releasing party (e.g. if all PDP contexts related to the same IMS session are deleted). It is noted that this message should be able to carry a cause value to indicate the reason for the generation of the hangup.

5.
The S-CSCF performs whatever service control procedures are appropriate for this ending session.

6.
The S-CSCF of the releasing party forwards the Hangup to the S-CSCF of the other party.

7.
The S-CSCF performs whatever service control procedures are appropriate for this ending session.

8.
The S-CSCF of the other party forwards the Hangup on to the P-CSCF.

9.
The P-CSCF/PCF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the access network to confirm that the IP bearers associated with the session have been deleted for UE#2.

10.
The P-CSCF forwards the Hangup on to the UE.

11.
The mobile responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P-CSCF.

12.
Steps 12 and 13 may be done in parallel with step 11. The Mobile initiates the release of the bearer PDP context.

13.
The access network releases the connection. The IP network resources that had been reserved for the message receive path to the mobile for this session are now released. . If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

14.
The SIP OK message is sent to the S-CSCF.

15.
The S-CSCF of the other party forwards the OK to the S-CSCF of the releasing party.

16.
The S-CSCF of the releasing party forwards the OK to the P-CSCF of the releasing party.

********** 19th  MODIFIED SECTION (moved to Annex) *************






















********** 20th  MODIFIED SECTION *************

5.10.3.2
Network initiated session release - S-CSCF Initiated

The following flow shows a network-initiated IM CN subsystem application session release, where the release is initiated by the S-CSCF. This can occur in various service scenarios, e.g. administrative, or prepaid.

The procedures for clearing a session, when initiated by an S-CSCF, are as shown in the following information flow. 
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Figure 5.27: Network initiated session release - S-CSCF initiated

Information flow procedures are as follows:

1. S-CSCF#1 decides the session should be terminated, due to administrative reasons or due to service expiration.

2. S-CSCF#1 sends a Hangup message to P-CSCF#1

3. SCF#1 removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the access network to confirm that the IP bearers associated with the session have been deleted for UE#1.

4. SCF#1 forwards the Hangup message to UE#1.

5. UE#1 stops sending the media stream to the remote endpoint, and releases the resources used for the session.

6. UE#1 responds with a SIP-OK message to its proxy, P-CSCF#1.

7. P-CSCF#1 forwards the SIP-OK message to S-CSCF#1.

8. S-CSCF#1 sends a Hangup message to S-CSCF#2. This is done at the same time as flow#2

9. S-CSCF#2 performs whatever service control procedures are appropriate for this ending session.

10. S-CSCF#2 forwards the Hangup message to P-CSCF#2.

11. P-CSCF#2 removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the access network to confirm that the IP bearers associated with the session have been deleted for UE#2.

12. P-CSCF#2 forwards the Hangup message to UE#2.

13. UE#2 stops sending the media stream to the remote endpoint, and releases the resources used for the session.

14. UE#2 acknowledges receipt of the Hangup message with a SIP-OK final response, send to P-CSCF#2.

15. P-CSCF#2 forwards the SIP-OK final response to S-CSCF#2.

16. S-CSCF#2 forwards the SIP-OK final response to S-CSCF#1.

************** NEW SECTION *************

Annex X (normative): Interactions with GPRS

This Annex describes the interactions between the IM CN subsystem and the GPRS access network.

X.1
Quality of Service
X.1.1
IP Bearer Service

The IP Bearer Service Manager in the UE and GGSN is the functional entity responsible for processing QoS signalling at the IP Bearer Service level. The IP BS Manager is responsible for mapping from IP Bearer layer QoS parameters into UMTS bearer service parameters.
Interactions (QoS class selection, mapping, translation as well as reporting of resource allocation) between the QoS signalling/control at the IP BS Level and the UMTS BS Level take place at the UE and the GGSN which also serve as the interaction points between the IM CN subsystem session control and the UMTS Bearer QoS control.
X.1.2
UMTS Bearer Service
The QoS signalling at the UMTS BS Level is to deliver the QoS requirements from the UE to the RAN, the CN, and the IP BS manager, where appropriate QoS negotiation and resource allocation are activated accordingly. When UMTS QoS negotiation mechanisms are used to negotiate end-to-end QoS, the translation function in the GGSN shall co-ordinate resource allocation between UMTS BS Manager and the IP BS Manager.
UMTS specific QoS signalling, negotiation and resource allocation mechanisms (e.g. RAB QoS negotiation and PDP Context set-up) shall be used at the UMTS BS Level. Other QoS signalling mechanisms such as RSVP at the IP BS Level shall only be used at the IP BS Level. 

It shall be possible to negotiate a single resource allocation at the UMTS Bearer Service Level and utilise it for multiple sessions at the IP Bearer Service Level.

X.2
Relation of IMS media components and PDP contexts carrying IMS media

PDP contexts created to carry IMS media components may either carry a single media component, or may carry multiple media components.

It shall be possible to have a separate PDP context for each media component.  

The IMS network shall have the capability to transfer an indication per media component to the UE to indicate to the UE whether it is allowed to have multiple media components carried in a single PDP Context. This indication shall be transferred upon session initiation and upon addition of media component(s) to active IMS sessions. 

Each of these indications identifies a group. Media components that are indicated as belonging to the same group may be carried within the same PDP context. A group may contain a single media component or may contain multiple media components.  

The Home Network of the UE is responsible for setting this indication. The criteria and information for setting this indication is an implementation and configuration matter of the Home Network.

The P-CSCF may validate this indication based on its knowledge about e.g. the GPRS charging  capabilities. In the case that the Home Network mandates the opening of separate PDP contexts for certain media components, the P-CSCF shall not override this indication. In the case that the Home Network allows the grouping of certain media components, the P-CSCF may however override this indication and mandate the opening of separate PDP contexts for some/all of these media components. The criteria for this validation is an implementation and configuration matter of the P-CSCF.

The UE makes the final decision whether to have multiple or a single media components carried in a single PDP Context, even if the IMS network indicated that these components are allowed to be grouped. Media components assigned to different groups shall not be carried by the same PDP Context.

Note: An additional criteria for the UE to decide whether to have multiple or a single media component carried in a single PDP Context is the QoS requirements for these media components. 

The indication described above shall be transferred to the UE before the UE initiates the PDP context activation for IMS media component. 

Note: The exact SIP message and other detailed means of transferring this indication are subject to stage-3 design.

The indication described above shall be transferred to the UE before the UE initiates the PDP context. All associated IP flows (such as e.g. RTP / RTCP flows) used by the UE to support a single media component are assumed to be carried within the same PDP context.
X.3
QoS Requirements for IM CN subsystem signalling

The UE shall be able to establish a separate PDP-Context for IM Subsystem related signalling. The UE shall also be able to utilize a general-purpose PDP context for IM subsystem signalling traffic. If the network-operator does not support a dedicated PDP context, the UE shall use a general-purpose PDP context for IM subsystem signalling. 

The PDP Context for IM Subsystem related signalling may provide enhanced QoS for signalling traffic. 

At PDP context setup it shall be possible for the GGSN to determine if the PDP context is to be used for IM Subsystem related signalling. If the PDP context is to be used for IM Subsystem related signalling, rules and restrictions may apply to the bearer according to operator implementation. A minimum set of capabilities shall be standardised to provide user experience consistency and satisfy user expectation. The rules and restrictions on other capabilities beyond the minimum standardised set are configured by the operator in the GGSN.

To enable the described mechanism to work without requiring end-user interaction and under roaming circumstances, it is a requirement for the UE to be made aware of the rules and restrictions applied by the visited network operator. As there is as yet no mechanism available in Release 5 for providing the information about the restrictions back to the UE, the available set of rules and restrictions in Release 5 is the minimum set of capabilities as defined below. 

For the PDP Signalling Context subject to restrictions, 

The minimum set of capabilities to be applied is defined as: All messages from the UE on the Signalling PDP Context shall have their destination restricted to the P-CSCF assigned for this UE, or to any one of the set of possible P-CSCFs that may be assigned to this UE.

The UE is not trusted to implement these restrictions, therefore the restrictions are enforced in the GGSN by the operator of the GGSN.

X.4
Address management

The issues of general IP address management are discussed in TS 23.221 [7].

According to the procedures defined in TS 23.060 [23], when a UE is assigned an IPv6 prefix, it can change the global IPv6 address it is currently using via the mechanism defined in RFC 3041 [16a], or similar means. When a UE is registered in the IM CN Subsystem, any change to the IP address that is used to access the IM CN subsystem shall trigger automatic registration in order to update the UE’s IP address.

The ability of the User plane and the Control Plane for a single session being able to pass through different GGSNs is not defined in this release.

X.5
Addressing and routing for access to IM CN subsystem services

This section deals with a UE accessing IM CN subsystem services via UMTS. 

A UE accessing IM CN Subsystem services requires an IP address that is logically part of the IM CN subsystem IP Addressing Domain. This is established using an appropriate PDP-context. It is possible to connect to a GGSN either in the VPLMN or the HPLMN. For routing efficiency this context may benefit from being connected though a GGSN in the visited network. The connection between the UE and the Visited Network IM CN subsystem is shown below::
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Figure 4.4: UE Accessing IM CN subsystem Services with GGSN in the visited network
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Fig. 4.4a UE Accessing IM CN subsystem Services with GGSN in the Home network

X.6
Identification of users

X.6.1
Private user identities

It is possible for a representation of the IMSI to be contained within the NAI for the private identity.

If the UICC does not have an ISIM application, then, the Private User Identity shall be derived from the USIM’s IMSI. The rules for deriving the Private User Identity from the IMSI are specified in 3GPP TS 23.003 [24]. (It shall not be possible for the UE to modify the UICC’s Private User Identity information).
X.6.2

Public user identities

If the UICC does not contain an ISIM application, then, the Public User Identity shall be derived from the USIM’s IMSI. The rules for deriving the Public User Identity from the IMSI are specified in 3GPP TS 23.003 [24].
X.6.1.3
Home domain

If the UICC does not have an ISIM application, then, the home domain name shall be derived from the Mobile Country Code and Mobile Network Code fields of the USIM’s IMSI. The rules for deriving the home domain name from the IMSI are specified in 3GPP TS 23.003 [24]. (It shall not be possible for the UE to modify the information from which the home domain name is derived).
X.7
Mobility

The Mobility related procedures for GPRS are described in [23] and the IP address management principles are described in [7]. As specified by the GPRS procedures, the UE shall acquire the necessary IP address(es) as part of the PDP context activation procedure(s).
The following procedures are supported by an UE when accessing IMS:
· Connect to the core network using GPRS procedures and acquire the necessary IP address via activation of a PDP context, which includes, or is followed by, the P-CSCF discovery procedure;
· If an UE explicitly deactivates a PDP context that is being used for IMS signalling, it shall first de-register from the IMS (while there is no IMS session in progress);

· If an UE explicitly deactivates a PDP context that is being used for IMS signalling while an IMS session is in progress, the UE must first release the session and de-register from the IMS and then deactivate the PDP context;
· In order to be able to deliver an incoming IMS session, the PDP context that is being used for IMS signalling need to remain active as long as the UE is registered in the IM CN subsystem;

When the PLMN changes, and the attempt to perform an inter-PLMN routeing area update is unsuccessful, then the UE should attempt to re-attach to the network using GPRS procedures and re-register for IMS services. Typically this will involve a different GGSN.

X.8
Establishing PDP Context for IM Subsystem Related Signalling

Before the UE can request IM services, a PDP context must be activated to carry IM Subsystem related signalling. 

It shall be possible for the UE to convey to the network the intention of using the PDP context for IM Subsystem related signalling. For this purpose it uses the mechanism for ‘PDP Context Used for Application Level Signalling Transport’ as described in TS23.207. A signalling flag determines any rules and restrictions that shall apply at the GGSN for that PDP context, as described in section 4.2.6.

The QoS profile parameters for this PDP context are appropriate for IM Subsystem related signalling. The QoS profile parameters are detailed in TS23.107. The signalling flag and the QoS profile parameters may be used independently of each other.

X.9
Procedures related to local CSCF discovery

The proxy-CSCF discovery shall be performed after GPRS attach and after or as part of a successful activation of a PDP context for IMS signalling using one of the following mechanisms:

1. DHCP as described in clause 5.1.1.1

2. Transfer a Proxy-CSCF address within the PDP Context Activation signalling to the UE, as described below in clause X.9.1. The UE shall request the P-CSCF address(es) from the GGSN when activating the PDP context. The GGSN shall send the P-CSCF address(es) to the UE when accepting the PDP context activation. Both the P-CSCF address(es) request and the P-CSCF address(es) shall be sent transparently through the SGSN. 
X.9.1
GPRS procedure for P-CSCF discovery 

This alternative shall be used for UE(s) not supporting DHCP. This may also be used for UE(s) supporting DHCP.
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Figure 5.0b: P-CSCF discovery using PDP Context Activation signalling

1. The UE requests establishment of a PDP context according to section 4.2.6 (QoS requirements for IM CN subsystem signalling). The UE indicates that it requests a P-CSCF IP address(es). The indication is forwarded transparently by the SGSN to the GGSN.

2. The GGSN gets the IP address(es) of the P-CSCF(s). The mechanism to do this is a matter of internal configuration and is an implementation choice. 

3. If requested by the UE, the GGSN includes the IP address(es) of the P-CSCF(s) in the Create PDP Context Response. The P-CSCF address(es) is forwarded transparently by the SGSN to the UE.

After reception of the IP address of a P-CSCF the UE may initiate communication towards the IM subsystem.

Note. This request of a P-CSCF IP address(es) and response is transparent also for pre-R5 SGSN in primary PDP context activation.

X.10
Interaction between QoS and session signalling

The GGSN serves as the Policy Enforcement Point that implements the policy decisions for performing admission control and authorising the GPRS and IP BS QoS Resource request, and policing IP flows entering the external IP network as described in clause 5.4.7.

The request for GPRS QoS resources may be signaled independently from the request for IP QoS resources by the UE. At the GPRS BS Level, the PDP Context activation shall be used for QoS signalling. An ‘access network connection’ in the language of clause 5.4.7 refers to a PDP Context.
X.11
Network initiated session release

In the event of loss of coverage, 3G TS 23.060 defines the Iu or RAB Release procedures. In case of PDP context with streaming or conversational class the maximum bitrate of the GTP tunnel between SGSN and GGSN is modified to 0 kbit/s. This is indicated to the P-CSCF / PCF by performing the 'PDP Context Modification' procedure (see 3GPP TS 23.207) as shown in Figure 5.25. For loss of coverage in case of other PDP contexts (background or interactive traffic class), the PDP context is preserved with no modifications.

X.11.1
P-CSCF initiated session release after loss of radio coverage
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Figure 5.26a: P-CSCF initiated session release after loss of radio coverage

-
1. In the event of loss of radio coverage the Iu connection or RAB(s) are released. In case of PDP context with streaming or conversational class the maximum bitrate of the GTP tunnel between SGSN and GGSN is modified to 0 kbit/s by PDP Context Modification procedures. For PDP contexts using background or interactive traffic class, the PDP context is preserved with no modifications.

-
2. If a request state was created in the PCF at PDP context activation, the GGSN shall initiate the PDP context modification procedure by sending a modify indication to the P-CSCF/PCF for the affected bearers in order to indicate the change of the maximum bitrate to 0 kbit/s. The P-CSCF/PCF shall accept this modification. 

3. It is optional for the P-CSCF/PCF to deactivate the affected bearer(s) and additionally IP bearers related to the affected session (e.g. a chat session could still be allowed). For these IP bearers the P-CSCF/PCF performs 'Revoke Authorization for UMTS and IP Resources' procedure (see 3GPP TS 23.207). If the P-CSCF decides to terminate the session then the P-CSCF/PCF removes the authorisation for resources that had previously been issued for this endpoint for this session.

The following steps are only performed in case the P-CSCF/PCF has decided to terminate the session.

4.
The P-CSCF generates a Hangup (Bye message in SIP) to the S-CSCF of the releasing party. It is noted that this message should be able to carry a cause value to indicate the reason for the generation of the hangup.

5.
The S-CSCF performs whatever service control procedures are appropriate for this ending session.

6.
The S-CSCF of the releasing party forwards the Hangup to the S-CSCF of the other party.

7.
The S-CSCF performs whatever service control procedures are appropriate for this ending session.

8.
The S-CSCF of the other party forwards the Hangup on to the P-CSCF.

9.
The P-CSCF/PCF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the session have been deleted for UE#2.

10.
The P-CSCF forwards the Hangup on to the UE.

11.
The mobile responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P-CSCF.

12.
Steps 12 and 13 may be done in parallel with step 11. The Mobile initiates the release of the bearer PDP context.

13.
The GPRS subsystem releases the PDP context. The IP network resources that had been reserved for the message receive path to the mobile for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

14.
The SIP OK message is sent to the S-CSCF.

15.
The S-CSCF of the other party forwards the OK to the S-CSCF of the releasing party.

16.
The S-CSCF of the releasing party forwards the OK to the P-CSCF of the releasing party.

************** END OF MODIFICATIONS *************

* Mark Watson, � HYPERLINK "mailto:mwatson@nortelnetworks.com" ��mwatson@nortelnetworks.com�, +44 1628 434456
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