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1
Introduction

There are a number of ways in which the IMS interacts with GPRS. This paper concerns the independence between these layers and identifies a number of areas where independence could be improved.

There are certainly areas where capabilities will be required in IMS as a result of the specific nature of the wireless access or the GPRS system itself. However, there is a clear requirement for the IMS to be Access Independent and this means that we should not introduce GPRS-specific solutions into IMS except where absolutely necessary.

There are also certainly areas where new capabilities will be required in GPRS in order to support the services of IMS. However, obviously, services other than IMS will use GPRS. Enhancements to GPRS should be defined in a generic way, independent of the service which will use them, even where IMS is the only current example of a service which needs the enhancements.

2
The value of layer independence

As well as the specific requirement for IMS to be Access Independent, the very fact of using Internet Protocol actually requires this approach. RFC1958, ‘Architectural Principles of the Internet’, is the prime document defining the guiding principles for systems based on Internet Protocol. It states:

   The Internet level protocol must be independent of the hardware

   medium and hardware addressing.  This approach allows the Internet to

   exploit any new digital transmission technology of any kind, and to

   decouple its addressing mechanisms from the hardware. It allows the

   Internet to be the easy way to interconect fundamentally different

   transmission media, and to offer a single platform for a wide variety

   of Information Infrastructure applications and services. 

In the context of the IMS, this means that the IP layer should form a clean and solid barrier between the application above, and the packet network technology below. There should be no cases where the application layer requires specific behaviour for a given packet network technology. Rather the application layer knows only that it is running over an IP network, and the access layer knows only that it is carrying IP.

This is a fundamental principle of the Internet Protocol, and arguably the very reason why IP is successful where ISDN and Broadband ISDN were not. The practical benefits of this application independence from the network are:

1. Application developers do not require knowledge or expertise in the various network technologies which their application will utilise.

2. Application developers can justify development on the grounds of an exceptionally wide market of IP-enabled systems

3. Applications and network technologies can evolve independently, enabling independent innovation in both areas, and introduction of new network technologies without a need to re-engineer the applications.

This above is the ideal. Certain technologies, particularly wireless, have special features or constraints which may not be visible through the IP ‘barrier’ and these features/constraints may need to be made visible to applications for them to work efficiently. This should only be done where absolutely necessary, as there is a significant cost in terms of loss of the above benefits. It should always be done in a way which abstracts the particular feature/constraint e.g. APIs should be developed for bandwidth-constrained networks, rather than specifically for ‘wireless’, ‘cellular’ or ‘GPRS’ networks.

3
Interface between GPRS and application layer

Applications using GPRS, and IMS in particular, use the IP bearer service provided by GPRS.

Application Programming Interfaces allowing applications to access the services of a generalised IP network are available on almost all computing platforms, usually in the form of a ‘sockets’ API such as Winsock. These allows the application to request IP bearer services, in some cases including QoS requirements, without knowledge of the underlying network technology.

In the case of GPRS, this architecture, and its interfaces with the IMS, are depicted in Figure 2 of 23.207 which is shown below (with the addition of the IMS application at the UE):
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The IMS Client in the UE interacts with the GPRS system via the ‘IP Bearer Service Manager’. Whilst this interface is not the subject of standardisation in Release 5, it is certainly clear from the architecture that other applications will use this same interface, and equally that the IMS Client will expect to see similar interfaces to other types of access network.

We can conclude, at least, that this interface concerns the establishement and release of IP bearer services, i.e. based on IP flows (sockets) and their QoS requirements. The IP Bearer Service Manager and the Translation Function shown above are then responsible for mapping these requests into UMTS-specific requests which are then passed on to the UMTS Bearer Service Manager.

It should be noted that the IP Bearer Service Manager will not have any knowledge of the nature of the application making the request – i.e. it will not know that the application is the IMS or what the requested bearers will be used for.

The diagram above includes the elements used for Service Based Local Policy, namely the PCF and the interface between PCF and GGSN. This is based on the standard IETF policy framework.

4
Implications for IMS and GPRS features

4.1
New GPRS capabilities
Obviously, many services other than IMS will use GPRS. Therefore, any new capabilities added to GPRS should be designed in a way which is independent of the specific characteristics of IMS. I.e. new GPRS capabilities should be generic and suitable for use by other applications.

4.2
IMS capabilities

Similarly, the IMS will use other access systems than GPRS, indeed it is an explicit requirement that the IMS be access independent. Therefore, where it is required to define mechanisms in IMS due to a specific characteristic of GPRS, this should (wherever possible) be done through the use of general purpose IMS capabilities, without the need for the IMS to have functionality specific to the particular problem.

If it is not possible to find a completely general solution, then the solution should be designed so that it would equally apply to other access systems with the same or similar characteristic. 

5
Current areas of concern

5.1

Indication of charging requirements

Following discussions at S2#23, it was agreed to include an indication from Home to Visited network as to the requirement to prevent multiplexing of Media Components onto a single PDP Context.

The rationale for this indication was that if separate charging information was required for each Media Component, and if charging information was only available on a per PDP Context basis, then separate PDP Contexts would be required.

This is clearly a GPRS-specific requirement, expressed in a very GPRS-specific way, and completely inappropriate for the IMS layer. If a Release 5 IMS home network requires separate charging information, it must be able to request this from, say, a Release 6 IMS visited network which may not be using GPRS.

A companion contribution (S2-021168) proposes a solution to this problem, by focussing on the underlying requirement for separate charging information, rather than the GPRS-specific way of achieving this.

5.2

Mapping of IP flows to PDP Contexts

The IP Bearer Service Manager is responsible for mapping requests for IP bearer services (IP flows) into the Layer 2 QoS mechanisms, namely PDP Contexts. The IP Bearer Service Manager is part of GPRS, not IMS – i.e. it is below the ‘IP’ barrier – and so cannot have access to information about the application using these IP flows.

For example, it will have no visibility of the relationship between the IP flows and ‘Media Components’, since the concept of ‘Media Components’ and SDP is local to the application.

For IMS services, we have a requirement to be able to prevent the multiplexing of certain flows onto the same PDP Context, to support the case where separate billing information is required for each flow, and where billing information is only available on a per PDP Context basis.

This requirement arises because of the specific linkage in standard GPRS between the Layer 2 QoS mechanism and billing and we should not be defining new IMS capabilities for this specific problem.

Additionally, the requirement has been discussed to multiplex RTCP packets in the same PDP Context as RTP, and again, the IP Bearer Service manager cannot enforce this without knowledge of which flows contain the RTP and which the corresponding RTCP.

A companion contribution (S2-021168) proposes a solution to this problem based on using the policy framework to transparently pass information about multiplexing policy to the IP BS manager.

5.3

Identification of IP flows using ‘Flow Ids’

The current description in 23.207 requires Layer 2 QoS requests (PDP Contexts) to include an indication of the Media Components that this request relates to. This is a clear example of Application Layer (above IP) information being included in a Link layer (below IP) protocol.

Further, this information is only required to match up the Layer 2 request with the Policy Decision information (in the form of IP flows) received by the GGSN from the PCF. So, to match a Layer 2 request with an IP layer flow authorisation (layer 3), we are using information which is only relevant to the application layer, above IP!

A companion contribution (S2-021170) proposes a solution to this problem, based on identifying flows using their full 5-tuple description, rather than the IMS-specific flow-ID shorthand.

5.4

Application Layer Signalling Flag

Specific policy is required for a PDP Context to be used for SIP signalling – namely that special QoS handling is available and that only signalling to/from the P-CSCF should be allowed.

This is currently implemented by means of an explicit ‘Application Layer Signalling Flag’ included in the GPRS signalling. This is clearly an example of application layer information at the GPRS layer.

A companion contribution (S2-021169) proposes a solution to this problem based on a Stage 3 design where a special value of the Authorisation Token is used to link to the signalling QoS policy in the PCF, without the need for IMS-specific functionality in the GGSN. This solution has previously been discussed in S2, and indeed was not intended to be ruled out by the current S2 text.

5.5

Miscellaneous GPRS specific descriptions in 23.228

A number of procedures in 23.228 are described with GPRS-specific terminology, when in fact the procedure is not GPRS specific.

5.6

Other GPRS-specific procedures in 23.228

Certain procedures in 23.228 are genuinely GPRS-specific, for example the P-CSCF discovery procedure using PDP Context activation. To cleaning separate the IMS from access-specific interactions, it would be valuable to describe these procedures in a normative GPRS Annex, instead of in the body of the document.

A companion contribution (S2-021173) proposed editorial modifications to move the GPRS specific aspects of 23.228 into an Annex and generalise the procedures which are in fact access-independent.

6 
Conclusion

It is an important architectural principle of IP that applications above IP and transport below IP are unaware of each-other, and indeed it is an explicit requirement of the IMS work that it be access independent. This contribution identified several areas where either GPRS-specific capabilities had been added to IMS, or IMS-specific capabilities added to GPRS.

Wireless access in particular has certain special features and constraints which will need special consideration in order to support multimedia services. However, care should always be taken to implement solutions to these in a generic manner, so that they would apply to other systems with similar features/constraints.

This contribution identifies a number of areas where the independence of the IMS and GPRS layers could be improved. Detailed proposals are contained in companion contributions.

* Contact: Mark Watson, � HYPERLINK "mailto:mwatson@nortelnetworks.com" ��mwatson@nortelnetworks.com�, +44 1628 434456
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