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	01
	5
	S2-021067
	Tiphon-157
	Response to a liaison from 3GPP on "Convergence of QoS approaches in 3GPP and TIPHON”
	LS in
	
	
	
	
	TIPHON WG5 welcomes the co-operation between SA2 and ETSI TIPHON WG5 groups for advancing the work on QoS issues relevant for both architectures. Therefore, we would appreciate very much if you could let us know when the Release 5 is completed and the discussion or work items for Release 6 on QoS work are under way. 
	
	Noted.

	
	01
	5
	S2-021068
	ITU/GEN11-64R2
	LS on Progress of the discussion on generic end-to-end QoS service requirements
	LS in
	
	
	
	
	ITU-T SG11 would express our thanks to the liaison responses received to the liaison statements that are of great help to our studies on this topic.

A fundamental topic of discussion was raised whether the protocol mechanism for end-to-end QoS service control should be based on QoS classes and/or QoS parameters. We would like to acknowledge the view of favouring the use of a limited number of QoS classes rather than QoS parameter values, based on the considerations provided in the different inputs. 

· Based on the approach in ITU-T Recommendation G.1010 for defining realistic QoS classes for underlying transport networks, and associated QoS control mechanisms.

· Following the extensive guidance provided by SG13 on our questions to prefer the use of QoS classes based on the work in progress on ITU-T Recommendation Y.1541 for the IP classes and previously the definition of the QoS classes for ATM in ITU-T Recommendation I.356.

· The response of SG16 that as part of their studies on H.mmclass the ETSI TIPHON defined speech QoS service classes for VoIP will be taken and the plan to extend this classification system to multimedia.

Also from a BICC protocol perspective we are considering solutions for end-to-end QoS support for the interworking between BICC networks and other networks like SIP and H.323. We see major advantages to use the QoS class approach for end-to-end QoS service control rather than the use of QoS parameters. The LS presents more information 
	
	Noted.

	
	01
	5
	S2-021069
	G2-020400
	Response to the LS “Access dependent services and features for GERAN Iu mode”
	LS in
	
	
	
	
	Copied to SA2.

TSG-GERAN2 provides the following answers to the SA1:

-GERAN WG2 acknowledges that Multicall is not required for GERAN Iu-mode in Rel-5. However it is not clear what “some limited level of multicall” in release 6 time frame could mean.

-GERAN WG2 acknowledges that ASCI is not required for GERAN Iu-mode.
-GERAN WG2 acknowledges that SOLSA is not required for GERAN Iu-mode.
-GERAN WG2 acknowledges that transparent mode of facsimile is not required for GERAN Iu-mode.
-There are discussions ongoing within GERAN WG2 concerning CS data services, especially for the support of HSCSD for GERAN Iu-mode. If additional requirements are identified, GERAN WG2 will inform all involved TSGs including SA1 when necessary.
	
	Noted.

	
	01
	5
	S2-021070
	N1-020948
	Liaison statement on Charging at I-CSCF
	LS in
	
	
	
	
	CN1 has discussed the incorporation of charging issues into TS 24.228 and 24.229. During this discussion some discussions on the charging requirements at the I-CSCF arose. There are two basic questions that arose:

· Is there a scenario which would require the I-CSCF to generate any charging information?

· Is there a scenario that requires the I-CSCF to generate charging records, which would mandate it to retrieve the charging information in the SIP signalling flows?

CN1 does not see a scenario where the I-CSCF would be involved in the charging.

ACTIONS:  CN1 kindly asks SA2 and SA5 to review the above statements and scenarios and to respond to CN1 if they are correct and complete. If the above stated consequences are correct, the CN1 asks SA2 and SA5 to align their documentation in a way that no charging requirements are mandated for the I-CSCF.
	
	Open.

(Source:

Siemens)

	
	01
	5
	S2-021071
	N1-020947
	Liaison Statement ‘Clarification of IMS signalling flag’
	LS in
	
	
	
	
	CN1 has questions about the use of the signalling PDP context, in particular:

-Will this restriction performed in the GGSN restrict the signalling to be destined to the P-CSCF exclusively or will the PDP context also be allowed used to other destinations, e.g. by additional protocols as DNS and DHCP? In case a dedicated PDP context is intended for signalling towards the P-CSCF, is another PDP context intended to be set up for e.g. DNS and DHCP, or will the restrictions to destination P-CSCF only apply after the GGSN has obtained the P-CSCF address?

-CN1 interprets that there is a stage-2 requirement for the UE to set the signalling flag at PDP context activation and at possible PDP context modifications. This requires the PCO-IE to be included in the PDP context modification messages sent from the UE to the GGSN. 
Is this interpretation correct?

-Some concerns were raised within CN1 on backwards compatibility, as pre-R5 SGSNs will not pass the PCO-IE to an R5 GGSN that provides the restrictions to the PDP context used for SIP signalling. 
One reason to introduce the PCI-IE in the PDP context modification messages now may be to prepare 24.008 for signalling flags for future application level signalling. 
Can SA2 please guide CN1 on this subject?


-CN1 assumes that the GPRS aspect for the GGSN is taken care of by CN3.

ACTION: SA2 is kindly asked to analyse the topics and confirm or adjust CN1’s future work on the subject by answering the above questions.
	
	Open.

(Source: Ericsson)

(for the joint SA2-CN1 discussions on Wednesday)

	
	01
	5
	S2-021072
	N1-020648
	Liaison Statement on PSTN/CS domain originated call
	LS in
	
	
	
	
	From SA2 specifications, CN1 understanding is the following one concerning the call signalling of PSTN/CS originated call routed towards MGCF:

· From PSTN/CS domain, a call can reach MGCF due to operator choice (no check is done on user subscription).

· MGCF initiates SIP INVITE request towards I-CSCF on reception of IAM message from PSTN/CS domain (the Request URI of the INVITE message is a TEL URL containing the E.164 number of the called user).

· I-CSCF queries the HSS for current location information.

At this step: What is the answer of the HSS to this query if the called user has no IMS subscription? (for instance CS only subscriber)

CN1 analysis is that to release the call is not the correct handling as the subscriber is a mobile user (even if he does not have IMS subscription).

Consequently, CN1 asks guidance to SA2 on the following question:

In such a configuration (ie PSTN/CS domain originated call reaching MGCF) how will the call be routed from MGCF to the user in the case he does not have IMS subscription?

ACTION: CN1 asks SA2 the following questions:

· Is there any check on user subscription done before a PSTN/CS domain originated call reaches MGCF?

CN1 understanding: No

· Does the MGCF performs any check on user subscription or any DNS-ENUM query?

CN1 understanding: No

· If the user does not have IMS subscription, result of query for location from I-CSCF to HSS will be the release of the call?

CN1 understanding: Yes

In the case CN1 understanding is correct, CN1 asks SA2 guidance on the procedure when the called user of a PSTN/CS domain originated call reaching MGCF does not have IMS subscription.
	
	Open.

(Source: France Telecom)

	
	01
	5
	S2-021073
	N1-020666
	Liaison Statement on DTMF
	LS in
	
	
	
	
	There are two options for providing DTMF digits: via SIP signalling (INFO method) or within RTP payload (RFC 2833). CN1 has chosen the RTP payload method (RFC 2833), which requires a 4 byte payload for encoding a DTMF digit, as the working assumption for transferring DTMF digits. 

It was also agreed that setting up dedicated PDP contexts for DTMF is not an attractive solution for CN1. A single PDP context will be used to carry the DTMF and the audio, i.e. having two RTP payload types in a single media stream. 

It is anticipated that Unequal Error Protection (UEP) will be used in the access network in future releases. The impact of this on the transmission of DTMF in the audio streams needs to be considered by the RAN2 and GERAN2 groups.  Guidance is requested whether future compatible solutions will be available for audio calls supporting DTMF.

CN1 is looking for answers to the following questions:

· Does the RNC differentiate between the DTMF information and audio information in the RTP payload?

· Will changes be required to TS 26.101 to define a new AMR frame type be needed to indicate DTMF in order to work with Unequal Error Protection?

CN1 wants to confirm that DTMF transmission is not impacted when the following radio optimisation features are introduced in future releases: 

· Is the DTMF transmission impacted when the radio access network when introduces unequal error protection for the audio portion of the RTP payload?

· Is the DTMF transmission impacted when the radio access network when introduces RTP header stripping?
	
	Noted.

	
	01
	
	S2-021074
	N1-020876
	LS response to LS on SIP compression
	LS in
	
	
	
	
	CN WG1 thanks SA2 for the LS on SIP compression. While CN1 agrees with SA2 position that support of SIP compression shall be mandatory but to keep its usage optional, CN1 does not see a need for negotiation and the standardization of a default compression algorithm. This issue has been discussed a number of times with the IETF experts on signalling compression, and the conclusion is that neither algorithm negotiation nor the standardization of a default algorithm is needed. 

The basic principle of the signalling compression scheme SigComp (draft-ietf-rohc-sigcomp-06 will come out soon) is based on a decompressor virtual machine. The compressor implements one or more compression algorithms. The decompressor announces its capabilities (e.g., available memory, cpu cycles, etc.). Afterwards the compressor, based on the decompressor announcement, may upload a suitable algorithm to the decompressor virtual machine (UDVM). Additionally the compressor is free to send the packets either compressed or uncompressed. Compressed packets are therefore marked by setting the first 5 bits to "1". By their nature uncompressed packets will never start with the first 5 bits set to "1" so that the receiving entity is able to determine whether the packet is compressed or uncompressed by just analysing the first 5 bits of the packet. 

Since all the required announcement is performed in-band by the signalling compression scheme (SigComp) itself and because of the concept of uploading the algorithms, CN1 does not see a need to specify an additional negotiation mechanism or a default algorithm.

Actions: CN1 would like to ask SA2 to take the above into account when describing the compression issue in their specifications.
	
	Open.

(Source: Siemens)

	
	01
	5
	S2-021075
	N1-020875
	Liaison Statement on IMS Access with a R99/REL-4 USIM
	LS in
	
	
	
	
	CN1 would like to inform SA1 and SA2 that a proposal to derive IMS identities from a R99/Rel-4 UICC has been discussed in CN1.

The proposal showed that the IMS identities could be derived as follows:

· Home Network Domain Name – Derived from the first six digits of the IMSI

· Private User ID – Derived from the IMSI

· ‘Temporary’ User ID for use in initial registration and subscription procedures – derived from IMSI

The NOTIFY response from the S-CSCF to the UE will then provide the UE with the list of Public User IDs that have been registered.

CN1 is aware that SA2 are working on this kind of solution and can confirm that they foresee no problem in completing any stage three work as a result of the detailed stage two procedures being specified by SA2.

CN1 agrees that 23.003 is a suitable place to specify how IMS identities are derived from UMTS identities.  This specification is under joint responsibility of CN1 and CN4.  It should be noted that CN4 have the ultimate decision in agreeing a CR to 23.003.  However, CN1 believes they have the necessary expertise to review any CR written in SA2, and as such should lead CN4 in this area.
	
	Open.

(Source: Vodafone)

(For the joint SA2-CN1 discussions on Wednesday)

	
	01
	5
	S2-021076
	N3-020362
	Liaison Statement on “Mapping rules for authorisation”
	LS in
	
	
	
	
	CN WG3 is developing mapping rules for authorisation of the PDP context. CN WG3 has identified that these rules must be consistent across operators, such that they can be relied upon by the UE in order to provide a consistent service experience. Once these rules are defined, any modification of the rules may lead to inconsistencies in the service experience.

Actions: CN WG3 requests SA WG2 to identify any requirements on the ability to extend/modify these mapping rules for future releases. CN WG3 also requests guidance on what mechanism can be used in the future for the UE/network to select the extended/modified authorisation table.
	
	Open

(Source: Ericsson)

	
	01
	5
	S2-021077
	N3-020361
	Liaison Statement on "IPv6 update of stage 3 specifications"
	LS in
	
	
	
	
	CN3 has incorporated IPv6 prefix allocation modifications to their Release 5 specifications but ask for more information and clarifications on why this change is essential to be included into R99 and Rel-4 already. CN3 asks SA2 the following questions:

Question 1:

Our first question to SA2 is what are the specific requirements to introduce IPv6 stateless address autoconfiguration changes in R99/Rel-4, as IMS is available only starting in Rel-5? 

Question 2:

It is also unclear to CN3 why SA2 has used the work item code “IMS-CCR” for the R99/Rel-4 CRs on 23.060?
Question 3:
Have supporting elements such as  RADIUS interface enhancements been considered for  use with stateless address autoconfiguration?

Included in the CN3 agreed CR 044r2 was also an update of the stage 3 specification to be aligned with stage 2 on other IPv6 issues like Stateful Address Autoconfiguration and RADIUS interface, and with the latest IETF RFC standards e.g. IPv6 multicast. 

Question 4:

CN3 would like SA2 to confirm whether stage 3 update on IPv6 issues like Stateful address autoconfiguration, RADIUS interface and other IPv6 aspects was also intended in the SA2 LS and from what release?
	
	Open.

(Source: Ericsson, Morotola, Cisco)

	
	01
	5
	S2-021078
	N3-020356
	LS on Multiple Codecs
	LS in
	
	
	
	
	During the discussions on the Go interface CN3 has been studying the impacts of having more than one codec per media component available after the first offer/answer exchange of the SDP session description. 

If there is more than one codec available for a media component both endpoints have to be able to receive any of these codecs. Either sending side can select any codec out of the available ones and request resources according to this codec. However, for the downlink direction of each side resources have to be requested for the codec with the highest bitrate because neither side knows which codec the other side selects.

For multiple codecs with similar QoS requirements, i.e. identical bitrates, CN3 identified no problems. In case of multiple codecs requiring different QoS, i.e. different bitrates, CN3 made the working assumption to perform the authorisation for the maximum QoS, i.e. for the codec with the highest bitrate. Consequently, the bandwidth parameter of such a media component shall always reflect the maximum bitrate required for any of the available codecs.

Since another offer/answer interaction which could reduce the codecs per media component to one is optional at the moment the following implications were identified:

· The IMS has no knowledge on which codec and bitrate will be chosen by the UE. It is also possible that different codecs are chosen for the both directions, i.e. the UE sends with codec A but receives with codec B. Consequently, if the IMS charging is based on the bandwidth, the bandwidth of the highest bitrate codec has to be applied for charging because the actual selected bandwidth is not known in the P-CSCF.

· The bearer authorisation has also to allow for the codec with the highest bandwidth. Although, in case of IMS charging the user will be charged for the codec with the maximum bitrate it could select a codec with a lower bandwidth. It is noted that the packet filters of the gate for this media component prevent the usage of the remaining bandwidth for other purposes. 

· The resource reservation of both endpoints has to allow for all codecs of the media component. That means, the UE reserves resources for the codec it selects for the uplink. However, in the downlink direction resources for the codec with the maximum bandwidth have to be reserved because the UE does not know the codec it will receive. 

Actions: CN3 therefore asks CN1, SA2 and SA5 if they see any problems with CN3’s working assumption of allowing authorisation of multiple codecs based on the bandwidth of the highest bitrate codec.
	
	Open. 

(Source: Siemens)

	
	01
	5
	S2-021079
	N4-020526
	Liaison Statement Response on "Distribution of IMS charging ID (ICID) from GGSN to SGSN"
	LS in
	
	
	
	
	CN4 takes note of the Request of SA5 to add the IMS Charging ID into GTP in order to transfer it from GGSN to SGSN.

Although it is out of the scope of CN4 to check the requirement of SA5, a more detail description of the requirement would be needed from SA5 in order for CN4 to implement the changes correctly. CN4 needs further instruction from SA2 before specifying the SA5 requirement.

Action: CN4 kindly asks SA2 to give the needed instruction on the subject.
	
	Open

(Source: Orange France)

(Answer to S2-021100 that is on the same topic)

	
	01
	5
	S2-021080
	N4-020524
	Liaison Statement on “The use of IPv4 and IPv6 in the transport plane”
	LS in
	
	
	
	
	CN4 would like to thank SA2 for their liaison statement S2-020291 on the use of IPv4 and IPv6 in the transport plane. CN4 has worked for some time on required changes to the GTP protocol. In R’99 and Rel-4 of 29.060 it is stated, in section 13.1: The IPv4 (RFC 791) protocol shall be supported, IPv6 (RFC 2460) support is optional. It has caused CN4 considerable difficulties in meeting the requirements from SA2 in the light of this statement in 29.060, and therefore to find a proper solution that allows the use of IPv6 in pre-Rel-5 GSNs.  Would it be acceptable for SA2 to remove the possibility of using IPv6 in pre-Rel-5 GSNs?

Actions: CN4 would kindly ask SA2 to clarify the use of IPv6 in pre Rel-5 GSNs.
	
	Open 

(Source: Ericsson)

	
	01
	5
	S2-021081
	N4-020187 / N4-020512
	Answer Liaison Statement on MSISDN Address resolution for MMS using MAP operations
	LS in
	
	
	
	
	
	
	Already handled at the SA2#23.

	
	01
	5
	S2-021082
	N4-020466
	Liaison Statement to SA2 on handling of user profile data
	LS in
	
	
	
	
	In the Fort Lauderdale CN4 #13 meeting, the Cx interface user profile downloading issue was discussed. As part of the discussion the optimisation of the Cx profile downloading was discussed based on the contribution N4-020364 “User profile downloading” (see attached). 

The contribution presents a possibility to store the user profile in the S-CSCF when the user is deregistered, i.e. in case the user initiated deregistration or the timeout deregistration. In this case the HSS keeps the S-CSCF name stored. When the user registers again or receives mobile terminated session invitation, the profile downloading can be omitted because the user profile is already available in the S-CSCF. This allows reducing the amount of the profile downloading needed in the Cx interface.

The conclusion of the discussion in CN4 meeting was that CN4 sees clear benefits on having the possibility presented in the N4-020364. Therefore, CN4 recommends that SA2 includes it in their TS 23.228 specification. 

In addition, CN4 informs that it was agreed in the meeting that S-CSCF may ask the registered part, unregistered part or the whole profile from the HSS.

Actions: SA2 is kindly asked to consider including the above-described conclusion of the CN4 discussions on the user profile downloading in their specifications.
	
	Open.

(Source: Nokia)

	
	01
	5
	S2-021083
	N4-020463
	Response to Liaison Statement on coordination of data definitions, identified in GUP development
	LS in
	
	
	
	
	Copied to SA2.

CN4 would like to confirm to T2 that CN4 have already de-facto agreed to use the GUP DDF for the definition of the format of the user profile downloaded over the Cx interface, as already known by T2.

Considering the fact that the work being carried out by the T2 GUP ad-hoc is targeted for Release 6, CN4 cannot afford the overload that the co-ordination between T2 GUP and CN4 would impose, so close to the closure of Release 5 as we are.

Until a more stable co-operation can be established, CN4 have attached to this LS the last XML document and schema corresponding to the user profile defined by CN4 for the Cx interface, so that T2 knows the use of the DDF that CN4 is making of, and can extract the commonalties with other applications of the DDF.

Addition of the “choice” construction:
During the development of the mentioned XML schema, it has become evident to CN4 the necessity of the support of the XML “choice” construction. The data modelling being carried out by CN4 requires the use of generalisations (or inheritance) which natural mapping into an XML schema is the mentioned “choice” construction. Until that constructor is available, CN4 will be editing by hand the XML schema generated from the XML document based on DDF.
	
	-> Forward to GUP session.

	
	01
	5
	S2-021084
	N5-020110
	LS on Clarification of requirements for the VHE
	LS in
	
	
	
	
	Copied to SA2.

In 3GPP TS 23.127, Virtual Home Environment/Open Service Access, SA2 has stated requirements on OSA Release 5. These requirements however, have not been included in the requirements CN5 has received from SA1 on OSA TS 22.127). CN5 kindly requests SA1 to clarify if the requirements have to be taken into consideration by CN5 for 3GPP Release 5.
	
	-> Forward to VHE/OSA session.

	
	01
	5
	S2-021085
	R2-020795
	Response to LS (N1-020666) on DTMF
	LS in
	
	
	
	
	Copied to SA2. 

RAN2 has discussed the liaison statement from CN1 on DTMF for IMS. The RAN2 understanding of the mechanism is that encoded DTMF tone would replace the speech information in the RTP payload for one or more speech frames. The RNC would not differentiate between an RTP payload containing a DTMF tone and an RTP payload containing speech information. Therefore the DTMF tone and the speech information would experience the same QoS, meaning that transfer of the DTMF tone could not be guaranteed. RAN2 does not foresee any problems with this approach for release 5.

RAN2 has not yet started discussion of the release 6 features of unequal error protection and header stripping. At this stage it is difficult for RAN2 to judge the impact of these features on DTMF.
	
	Noted.

	
	01
	5
	S2-021086
	R2-020793
	Response to LS (N3-020119, S4-020198) on Procedure for specifying UMTS QoS Parameters per Application
	LS in
	
	
	
	
	Copied to SA2.

Based on inputs from SA1 and SA4, RAN2 understands that the provided QoS attributes will be used to define RAB and RB parameters to be included in 34.108 for testing purposes.

RAN2 has considered the mapping table provided by SA4 for applications using codecs and has the following questions:

· What are the Guaranteed Bit Rate which is recommended to be used in the tests for both type of application (streaming and conversational)?

· Is it envisaged that IPsec will be used? (If the answer is yes, Header Compression in PDCP has limited value)

· When does SA4 intent to remove the remaining TBC?

· Is there a need to test these applications with and/or without simultaneous interactive bearer to transport associated SIP signalling?
	
	Noted.

(Response to S2-021092)

	
	01
	
	S2-021087
	TSGR3-020610
	Mandatory use of Transport Addresses sent by the MSC in a RAB Modification Request
	LS in
	
	
	
	
	Copied to SA2.

RAN3 thanks CN4 for their liaison on “RANAP Indication Of Modify Support Of Link Characteristics” requesting to mandate the RNC to use the transport layer addresses when they are provided by the MSC in a RAB Modification Request.

RAN3 would like to inform CN4 that after lengthy discussions, it came to the following conclusions:

1. the use of these addresses is currently optional since the RNC can decide to keep using the existing bearer even when addresses are provided.

2. the RAB modification works with this current behaviour described today in RANAP, however RAN3 recognized the concern of CN4 that it might not be optimised on the CN side in a few cases when the MSLC functionality is not supported and the CN reserves some resources for a short while that might eventually not be used,

3. the optimisation requested by CN4 introduces however a new behaviour on the RNC side which is not backwards compatible and could only be agreed from release 5 onwards.
	
	Noted.

	
	01
	5
	S2-021088
	S3-020166
	Security for UE functional split, reply to S1-020300
	LS in
	
	
	
	
	Copied to SA2.

SA3 provides their comments to SA1 regarding the UE functionality split work:

· SA1 states that it is expected that Stage 2 and Stage 3 work will be included in Release 5 “for certain scenarios”. SA3 feels that Stage 2 security work requires a more precise description of these scenarios. SA1 is kindly asked to point SA3 to the relevant documentation.

· SA3 would like clarification if TS 27.060 applies to the IMS call control and if the call control will reside in the TE. SA3 assumes  that the TE and the MT will be integrated for Release 5.

· If SA3’s assumption in the previous bullet is correct, this implies in SA3’s view that no work is needed in Release 5 on the protection of the TE – MT interface. Anyhow, as there have been no contributions to SA3 on this issue so far, SA3 feels that it would be unrealistic to expect stable results regarding this issue within the Release 5 time frame.
· SA3 thinks that SA1’s concerns regarding attacks from software IMS clients, which could be maliciously modified, are valid. SA3 feels, however, that it needs further study to what extent protection measures to mitigate these attacks should be standardised. Again, SA3 feels that it would be unrealistic to expect stable results regarding this issue within the Release 5 time frame.
	
	Noted.

	
	01
	5
	S2-021089
	S3-020165
	LS on “Requirements on Presence Service”
	LS in
	
	
	
	
	SA3 provides their comments on the security-related requirements of the Presence service. SA3 think that the list of privacy and security requirements seems fairly complete, but also highlight the following issues: 

- Some redundancies could be avoided, mainly regarding privacy, access rules and access control requirements included in chapters 5.4, 5.5, 6.1, 6.2 and 7

- Requirement for Fraud prevention as stated in chapter 7 is rather ambiguous so that a specific solution can be proposed.

- Chapter 6.2 refers to some legal interception requirements in chapter 5.3 but it is not clear which is the refered requirement.

SA3 also discussed the lack of details regarding the architecture for Presence Service. SA3 is aware that SA2 is currently working in the definition of the architecture for Presence Service based on S1 service requirements. There are some indications that the architecture for presence service could reuse concepts, mechanisms and protocols from IMS architecture but it seems that these principles are not yet mature enough in SA2. 

SA3 concluded that until further details on the final architecture for Presence Service are provided by SA2, SA3 cannot really perform further work on this subject.

Actions:
SA2 is kindly requested to inform SA3 of details on the architecture for Presence Service as soon as they are mature.
	
	-> Forward to Presence session.

	
	01
	5
	S2-021090
	S3-020145
	Reply LS on “Enhanced user privacy for location services ”
	LS in
	
	
	
	
	SA3 provides comments on enhancements to user privacy for LCS.

SA3 welcomes the suggested enhancements to user privacy for LCS regarding an authorization based on

- LCS Client

- Service Identity

- Requestor Identity

There is a strict need to also authenticate all parties involved. SA3 feels that this need is not adequately addressed in the current proposal.

1. Trust and Security Model

Before SA3 defines a security model, SA1/2 should define a trust model for LCS. 

2. Le Interface Security (LCS Client – LCS Server) 

To protect users' location data, the channel must provide:

- mutual authentication

- integrity protection

- confidentiality

3. Requestor Authentication

SA3 suggests using a stronger authentication mechanism.

4. Interface LCS Client – Requestor

SA1/2 should consider privacy of location data traveling from LCS client to the requestor. Even if a subscriber agrees to reveal his location to a specified requestor, he does not implicitly agree to send this information via insecure channels.

5. Interoperability

SA1/2 should pay attention to the work going on in IETF [3] – if not known yet.

Action: SA3 would like to invite LCS experts to the SA3 meeting in Victoria Island, Canada, to discuss the architecture and the trust model.
	
	-> Forward to LCS session.

	
	01
	5
	S2-021091
	S3-020128
	Reply to  LS on “Privacy Override Indicator”
	LS in
	
	
	
	
	SA3 proposes modifications to the Privacy Override Indicator requirements.

Also, SA3-LI welcomes a workshop with interested parties from SA1 and SA2 to discuss other posible scenarios.
	
	-> Forward to LCS session.

	
	01
	5
	S2-021092
	S4-020198
	Response to LS on “Procedure for specifying UMTS QoS Parameters per Application”
	LS in
	
	
	
	
	Copied to SA2.

SA4 informs other groups that it has completed the task to specify the mapping of SDP parameters to UMTS bearer QoS for applications using codecs. The LS contains mapping rules for streaming and conversational applications.
	
	Noted.

	
	01
	5
	S2-021093
	S4-020195
	LS regarding SDP bandwidth attributes in TS 24.228
	LS in
	
	
	
	
	TSG-S4 has reviewed the CN1 concern about mandatoriness of both session and media level SDP bandwidth attributes. It is difficult to see absolute need for the simultaneous presence of the both type of attributes in SDP description. However, SA4 has identified a potential use case for the IMS sessions where several RTP flows share a common single PDP context. In this case, the session level attribute could be used by the terminal for noting the session level absolute maximum bandwidth: while media-level bandwidth attributes give the maximum bit-rate for audio and video separately, the session-level maximum bandwidth might be lower than the sum of the media-level bandwidths. In other words, the rate control algorithm of the encoders might be dependent on each other and target for a fixed total bit-rate. 

Action: S4 asks SA2 to inform CN1 and SA4 about the final decision SA2 made regarding the secondary PDP context usage (single PDP context per media, or for several media with equal QoS requirements) in IMS.
	
	Open.

(Source: Nokia)

	
	01
	5
	S2-021094
	S5-024031
	Reply LS on "Extended Transparent End-to-end Packet Switched Streaming Service Rel5 draft specifications (TS 26.233 and TS 26.234) for review" from SA2 (S2-020864)
	LS in
	
	
	
	
	SA5 thanks SA2 for its liaison report regarding PSS-E architecture and notes with interest that SA2 considers the relationship between PSS charging architecture with IMS charging architecture as being important.

As SA2 will be aware, SA5 is currently incorporating IMS charging into its Stage 2 and Stage 3 specifications for Release 5 and believes it is essential to work together with SA4 and SA2 so that the goal of alignment of PSS and IMS is attained across all specifications for future releases.
	
	Noted.

	
	01
	5
	S2-021095
	S5-022017
	Liaison Statement on co-ordination of data definitions, identified in GUP development
	LS in
	
	
	
	
	SA5 support the proposal to focus the co-ordination and initial execution of data modelling in a single group.  SA5's main concern is simply the pragmatic need to be able to get data modelling expertise to the meetings together with the necessary domain knowledge for the broad scope of GUP and SUM. Telecom management as a discipline uses data modelling as a standard part of its methodology and there is a high concentration of expertise in SA5.

SA5 agree that to achieve to goals that are outlined a common data definition framework will be essential. 

SA 5 note that there are a number of activities relevant to methods for defining and managing data frameworks which should be considered in the iteration of the DDF. Specifically these are:

· ISO/IEC 11179-1 Information technology- Specification and standardisation of data elements - Part 1 Framework for the specification and standardisation of data element

· ISO/IEC 11179-3 Information technology- Specification and standardisation of data elements - Part 3 Basic attributes of data elements

· ISO/IEC 11179-6 Information technology- Specification and standardisation of data elements - registration of data elements

· ISO/IEC 11404 Language independent datatypes

· The T1M1 and TMF initiative on Generic Telecomm Data Dictionaries (GTDD)

SA5 think that the main priority is to develop the data definitions rather than the methodology which will need to be evolved as the work proceeds.
	
	-> Forward to GUP session.

	
	01
	5
	S2-021096
	S5-022016
	Liaison Statement on TS 23.008 Organization of subscriber data
	LS in
	
	
	
	
	Copied to SA2.

SA5 has a work item on Subscription Management (SuM) which has identified TS 23.008 as one of the input documents for developing and defining SuM Profile Components. 

SuM defines the packaging and access rules for sets of data entities that are needed to manage a subscriber’s subscription that is distributed across operations support systems, networking components and different organisations.

Recently a close linkage with the work of SA2 GUP team (previously part of T2) has been identified. It has been decided to work closely with them to develop a set of formal data definitions in XML using a Data Definition Framework (DDF) developed by them.

These definitions when complete will facilitate the definition of interfaces (Integration Reference Points  - IRPs) between Service Operations Management and networking components such as the HSS.

It is very important to us to understand whether there are plans to update TS 23.008 as part of Release 5 and or Release 6 so that we can ensure alignment of our specifications with those of TS 23.008. 
	
	-> Forward to GUP session.

	
	01
	5
	S2-021097
	S5-022009
	Reply LS on "Relationship of GUP to Subscription Management" from T2 (T2-020114)
	LS in
	
	
	
	
	Copied to SA2.

SA5 provides comments to T2 on their LS on the relationship of GUP to Subscription Management.

T2: Need to define the Requirements for Subscription Management (sUM) more specifically than appear in TS32.140. 

Actually SA5 agree and indeed earlier version of the document had much more detailed requirements which SA5 removed to be put into a series of stage 2 documents which we intended to be scheduled as part of Rel-5.  Moreover initial drafts of 32.140 prepared in the teams 18 months ago had much higher levels of detail on the necessary information models to support SuM. These were removed since it was felt that a high level requirements document covering the full scope of SuM was needed as a first step.

Proposal for moving forward:

SA5's proposal is to capture the detailed requirements for specific subset of SuM in separate stage 2 documents. The initial focus is on the detailed requirements and model for the HSS interface for SuM.

This work will be carried out in conjunction with the GUP team using the following steps

· Structure the data

· Use the GUP Data Description Format (DDF)

· Assign the XML tag values
	
	-> Forward to GUP session.

	
	01
	5
	S2-021098
	S5-022007
	Reply LS on "VASP MMS Connectivity" from T2 (T2-020038)
	LS in
	
	
	
	
	Copied to SA2.

SA5 has considered the response from T2 on the subject of VASP MMS Connectivity and have made the following observation and suggestions

CDR related matters:

Will be answered separately by SA5 SWG-B (Charging) - see S5-024035)

ebXML and interfaces IRP 1, IRP 2 and 3:

SA5 propose that the further activities on these topics will be best handled as part of two new Work Items that SA5 proposes to establish for Release 6. Specifically these are:

·
Management for OSA which will include any solution set needs for Subscription Management required by OSA such as IRP 2.

·
Management of IMS which will address solutions for IRP-1 

Work on ebXML is part of major multi-industry activity under the UN ( www.ebXML.org) to develop next generation e-commerce solutions based on XML and uses the protocols mentioned in the liaison (open standard protocols including HTTP and SOAP). It is specifically relevant to the IRP 3 and aspects of the OSA API framework services.

Response to actions:

-Joint meeting. It is suggested that SA5 and T2 exchange meeting information with a view to establishing a mutual convenient data and venue for the proposed joint meeting. The focus should be on Rel-6.

-Service Operations Management aspects related to MMS Relay/Server. This will be addressed as part of the IMS management Work Item

-ebXML as indicated above the focus for consideration of ebXML is IRP 3 and aspects of the OSA Framework that will be addressed by the second WID on OSA Management.
	
	Noted.

	
	01
	5
	S2-021099
	S5-020322
	Reply LS on "VASP MMS Connectivity" from T2 (T2-020038) [different from previous one]
	LS in
	
	
	
	
	Copied to SA2.

SA5 comments on the joint meeting between T2 and SA5 (and possibly also with CN5) proposal to discuss VASP MMS Connectivity charging aspects.

As this is an issue for Rel-6, SA5 would prefer arranging a possible joint meeting after SA5#28 (20-24 May 2002), which is the last meeting for our Rel-5 issues. If possible, SA5 would further prefer arranging this meeting during ordinary SA5 or T2 meetings. Alternatively, if CN5 is interested in participating in a joint meeting, arranging a meeting during CN5’s ordinary meetings can also be considered.
	
	Noted.

	
	01
	5
	S2-021100
	S5-020321
	Liaison Statement on Distribution of IMS charging ID (ICID) from GGSN to SGSN
	LS in
	
	
	
	
	SA2 informed SA5 in the liaison statement (S2-020876), that it complied with SA5 request to pass the ICID to the GGSN. SA2 has also clarified that the ICID is not transferred to the SGSN.

However, some operators wish to extend their existing GPRS charging procedures to apply also for access to the IMS.  These procedures imply to use primarily the S-CDR for GPRS access charging, while disabling the generation of G-CDR. Therefore, for those operators it is desirable that the S-CDR shall contain all information useful for access charging, including the ICID. So, SA5 thinks that it could be desirable to transfer the ICID to the SGSN so that it can be included in the S-CDR. On the other hand, SA5 recognizes that the above request may not be compatible with other requirements, e.g. the use of Release 4 SGSN for IMS access.

Therefore, SA5 kindly ask CN4 to investigate the possibility for Release 5 to enhance GTP such that the ICID could be passed from the GGSN to the SGSN.  If this request cannot be fulfilled than SA5 will further analyze the need for such a functionality in Release 6.
	
	Open.

(Source:

France Telecom)

	
	01
	5
	S2-021101
	S5-020320
	Reply to LS on ”IP version inter-working on the transport plane” from SA2 (S2﷓020291)
	LS in
	
	
	
	
	TSG SA5 thanks TSG SA2 for the Liaison Statement S5-020112 (S2-020291) on "IP version inter-working on the transport plane" which was copied to CN4, CN2, SA3, SA5 and RAN3.

SA5 SWG-B addressed the action requested of SA5, and investigated the implications on charging specifications, of SA2’s architectural principles. Architectural principle #3 “The Charging, CAMEL and LI services shall use the IPv4 address of the GGSN for correlation purposes (at least for the initial migration period)” was determined as being relevant to the GPRS charging specification. Based on this principle, SA5 agreed to implement the following necessary change:

If a GSN provided both an IPv4 and an IPv6 address, then the IPv4 would be populated in the CDR (note that current CDRs have sufficient space to accommodate one IPv6 address).

This change resulted in a CR (S5-024024) which affects TS 32.215, sections 5.14 and 5.35. The CR is attached to the LS.
	
	Noted.

	
	01
	5
	S2-021102
	S5-020198
	LS reply on: Priority Service Feasibility Study - draft TR 22.950 v1.0.0
	LS in
	
	
	
	
	SA5 notes that Priority Service is intended to be utilised for both Voice and Data and therefore both elements are considered within the scope of the document. It is further noted that while Priority Service is meant for both Voice and Data services, the initial set of requirements address Circuit Switched Services (Voice as well as Data).

SA5 believes that the Call Detail Record (now Charging Data Record) requirements specified in the draft TR could be handled with CRs making modifications to SA5's TS 32.205. However, since some requirements were indicated as "for further study" and because it is a draft TR, SA5 will wait for firm requirements before providing a more thorough analysis.
	
	Noted.

	
	01
	5
	S2-021103
	S5-020197
	LS reply on: “3GPP System – WLAN Interworking”
	LS in
	
	
	
	
	Copied to SA2.

SA5 conducted preliminary study of the WLAN/3GPP interworking scenario 1, and was able to offer the following inputs to SA1.
Based upon descriptions in TR22.934, WLAN/3GPP scenario 1 assumes that an operator provides common billing and customer care for both WLAN and 3GPP. If post-paid billing is required for this scenario, the current 3GPP charging architecture can fulfil the requirement without introducing any changes to 3GPP specifications.  A WLAN system can be viewed as an access point; its own access authentication and charging information is expected to produce charging records similar to CDRs in 3GPP.  These charging records can be fed to a mediation system, or directly to the operator’s billing system where they can be consolidated to produce a single bill reflecting subscriber’s access to WLAN and 3GPP networks and services.  In the case of pre-paid billing, additional studies would be required to fully understand the impact on 3GPP specifications.
	
	-> Forward to WLAN session.

	
	01
	5
	S2-021104
	Serg LBS 006/02
	LS to SA1, SA2 and LIF on LBS Scenarios
	LS in
	
	
	
	
	SerG has recently published the GSMA Permanent Reference Document SE.23 on Location Based Services. This document has been approved by the GSM Association membership, which represents 490 Operators from around the world. 

The SerG LBS subgroup would like to highlight the scenarios defined within section 5.3 of this document. These represent the required deployment scenarios for LBS from all of the Operators that the GSMA represents. 

Actions: 3GPP SA2 confirm that the architecture can support these scenarios. 
	
	-> Forward to LCS session.

	
	01
	5
	S2-021105
	Serg LBS005/02
	LS to 3GPP SA1 & SA2 on Privacy Control for LBS CDR and TAP Records
	LS in
	
	
	
	
	The SerG LBS (Location Based Services) sub-group has considered the privacy requirements for inter-operator location requests. 

As a basic principle, we believe that the privacy check should always be performed by the home operator of the user whose location is being requested. Furthermore, any possibility that location information can be obtained without the explicit approval of the home operator for any location request should be prevented. 

Note that by using the inter-GMLC interface that has now been agreed as a 3GPP work item will ensure that the above principle can be applied. We are concerned, however, that with the current standards, the privacy check may not always be performed by the home operator. 

Therefore, we request that SA1 and SA2 ensure that the above principle can be applied.
	
	-> Forward to LCS session.

	
	02
	9.3
	S2-021199
	LIF SIG via DoCoMo
	LS on LIF TS 101 version number (response to 3GPP LS S2-020321)
	LS in
	
	
	
	
	The Location Inter-operability Forum (LIF) are glad to hear of the decision to reference the LIF TS101 Specification in 3GPP TS23.271. 

This is LIF’s response to the liaison numbered S2-020321, asking how to refer to the LIF TS 101 standard. “We prefer that you always refer to the latest version. In the context of 3GPP TS23.271, we would like you to omit specific version numbers from the LIF TS 101 Specification. This not only minimizes unnecessary interaction between 3GPP and LIF just to update the version number, but also eliminates the possibility for version mismatching between the reference and the most recent version. To help readers of 3GPP TS23.271, we would encourage you to refer to URL of the public document area of our web site:

     http://www.locationforum.org/public_document_area.htm”
	
	-> Forward to LCS session.

	
	02
	5
	S2-021281
	S1-020871
	SA1 Assumptions on IMS identities and UICCs
	LS in
	
	
	
	
	SA1 has discussed the requirements for user identities and the impact on the user, and does not currently believe that there is a need for change to SA1 specifications. The following is the provisional SA1 understanding of the principles of multiple user identities and Release 99/4 vs. Release 5 UICCs based on information available about discussions in other WGs.  

From the perspective of user’s public identities:

1.
If a Release 99/4 UICC is inserted in a Release 5 IMS MT then at registration the UE shall derive an appropriate identity from the IMSI and send this to the network.

2.
If a Release 5 UICC is inserted in an a Release 5 IMS MT then at registration the UE shall use the appropriate identity from the R5 UICC and send this to the network.

3.
IMSI-derived information is not kept statically within the UE especially on change of UICC

4.
IMSI-derived information is not used as a user identity in communicating from person to person (i.e. it is not used as a form of CLI).

Actions: SA1 asks SA2 and T3 to read the above text and if SA2 understanding is different to please advise SA1 of the SA2 or T3 understanding.
	
	Open.

(Source: mmO2)

	
	02
	5
	S2-021282
	S1-020860
	Response LS to SA3 on new security requirements for LCS
	LS in
	
	
	
	
	This LS is a reply to SA WG3's LS S1-020687 (S3-020145). SA1 thanks SA3 for the information given regarding the security aspects of the enhanced support for user privacy in location services. SA1 agrees with SA3 that location information is a delicate issue from user privacy and security points of view.


Trust and security model :

SA1 has specified service requirements for the requestor, LCS client, LCS server and e.g. requirements to protect the privacy of the target mobile user. SA3 is invited to study TS 22.071 in order to determine whether further changes would be needed. 

Le interface security:

SA1 shares SA3’s concern on this issue but SA1 believes that overall service requirements in this area are already specified. 


Requestor Authentication:

The codeword mechanism, as currently described in TS 22.071, is intended to be used for authorisation and not authentication. SA1 recognise that the current service requirement may be difficult to handle for the target mobile user and for the requestors. SA1 would be happy to enhance this functionality for Rel-6 and invites SA3 to propose improvements.

Interface LCS Client – Requestor:
The current approach in SA1 and SA2 is to leave the LCS client – requestor interface un-standardized, because the interface is seen to be application related and outside the scope of 3GPP.


Interoperability: 

SA1 thanks SA3 for the information on the IETF activities regarding spatial information. In addition it is noted that LIF and possibly other bodies are developing open standards that are relevant for security aspects that may be related to location services.

Actions: SA1 kindly invites LIF to study the security aspects and requirements for the requestor - LCS client – GMLC interfaces as reflected in the SA3 LS and also kindly requests SA2 to verify whether SA2 shares the views of SA1 on this issue. SA3 is kindly requested to check the security and privacy requirements in TS22.071 and give guidance on possible improvements and to provide recommendations on the security requirements for the LCS client – requestor interface. CN5 is kindly requested to participate in this issue and review any future proposals from LIF. 
	
	-> Forward to LCS session.
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