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Introduction

An IP-based application operating between an application in an IP network and a UMTS UE requires three layers of association between terminal and network:

· An application layer association between the Application Server and the UE

· An IP session between UE and the IP network to which it is connected

This provides for the IP layer services (allocation of IP address, transport of packets between UE and the IP network)

· One or more UMTS bearer services (PDP Contexts) between UE and the edge of the UMTS network (Gi reference point)






This provides for transport of packet data between the Gi reference point and the UE

This is illustrated in Figure 1 below.
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Figure 1: Associations required for UE access to application

The second and third of these may be set up simultaneously on establishment of a Primary PDP Context, but they are in fact distinct associations. This is clear when you consider that the systems allocating IP addresses and controlling admission to the IP network are not only physically separate, but may be owned by a different organisation from the UMTS network, as is the case with corporate networks. Also, the UMTS Bearer Service used to access an application may be established subsequently using an Establish Secondary PDP Context process.

Presently, applications based on OSA access to the UMTS network have access to the first and third association, directly or by means of the Data Session SCS respectively.

No means is available for access to parameters of the IP session.

Discussion

The functionality required to provide access to these session parameters is relatively minor, however its absence places restrictions on the services which can be provided by OSA applications. There is a danger if this functionality is not provided that operators will be placed under pressure by third-party service providers (and potentially regulators) to allow open access to network equipment such as RADIUS servers within the operator network. It is therefore appropriate to consider addition of this functionality in Release 5.

The IP session parameters which are presently unavailable are essentially those which are exchanged in the RADIUS Authentication as described in 29.061 (e.g. User_Name, GGSN address, Terminal address, IMSI, Charging identifier etc.).  
Key to this capability, is the requirement for the application to obtain the IP session parameters based on information obtained through the application layer association, namely the IP address of the UE.

Proposal

It is proposed to include a simple API for obtaining this IP session information in Release 5. As the functionality is relatively simple, it is not expected that this item would impact the expected Release 5 timescale.

If agreed in SA1, a CR implementing this change in 23.127 is attached for consideration by SA2.
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