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1. Summary 

This contribution identifies protocols for network requested PDP context activation with dynamic IP address (NRPCA). NRPCA is described in the section 7.2 of TR23.974. It is proposed that GTP-C messages structure and IEs should be re-used by the Notification Protocol and that RADIUS Accounting-Request and Accounting-Response should be used to update the User id to IP address mapping database in the Proxy AS.

2. Protocol Architecture for NRPCA
Figure 1 and 2 show the protocol architecture for NRPCA. Notification Protocol is used by the Proxy AS to request GGSN/NA to initiate NRPCA. RADIUS accounting protocol is used to update the mapping between the User-ID and IP address maintained in the Proxy AS.
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Figure 1  Control Protocol for NRPCA
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Figure 2  Data Protocols for Push Services

2.1 Notification Protocol

Requesting NRPCA involves exchange of two messages between the Proxy AS and the GGSN/NA as shown in the Figure 3. 
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Figure 3  Message Flow of Notification Request
Figure 4 depicts the proposed header for the Notification protocol. The value for the message type for the two messages, Notification Request and Notification Response is to be determined. Retransmission mechanism defined for GTP-C can be applied for reliability. The port number for this protocol is to be determined and probably has to be registered with IANA. Further protocol enhancements may include error messages, redirect messages, keep alive messages, but this would be for stage 2 and 3 decisions.
	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	Not used

	2
	
	Message Type

	3
	
	Length (1st Octet)

	4
	
	Length (2nd Octet)

	5
	
	Sequence Number (1st Octet) 

	6
	
	Sequence Number (2nd Octet)

	7
	
	Not used

	8
	
	Not used


Figure 4   Header for Notification Protocol
Table 1 shows the possible information elements (IEs) included in the Notification Request. The IEs in the table are defined in 29.060.

Table 1  Information Elements for Notification Request
	Information element
	Reference

	IMSI
	29.060 7.7.2

	Access Point Name
	29.060  7.7.30

	MSISDN
	29.060  7.7.33


Table 2 shows the information elements (IE) included in the Notification Response. The value for Cause Values is for further study.

Table 2  Information Elements for Notification Response
	Information element
	Reference

	Cause
	29.060  7.7.1

	IMSI
	29.060  7.7.30

	MSISDN
	29.060  7.7.33


2.2 Update Protocol

Notifying IP address allocated by NRPCA procedure or de-allocated IP address to the Proxy AS involves exchange of two messages as shown in Figure 5. RADIUS Accounting-Request and Accounting-Response are used to update the status of PDP context for Push services to the Proxy AS. When a PDP context for Push services is created by NRPCA, the allocated IP address is notified. When the PDP context is deleted, the deletion (null IP address) is notified.
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Figure 5  Message flow of Update
The attributes that may be carried in the Accounting request are those being defined in 29.061. In particular, the Assigned IP address, IMSI, username and MS-ISDN should be present as appropriate based on the service configuration. 

3. Proposal

This contribution identifies protocols for Notification Request and Update message for NRPCA. It proposes that the section 7.2.6 in TR23.974 be replaced for the section 2.
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