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5.6.1
(MO#1) Mobile origination, roaming 

This origination procedure applies to roaming subscribers. .

The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises either the S-CSCF or an I-CSCF as the entry point from the visited network. 

When registration is complete, P-CSCF knows the name/address of the next hop in the signalling path toward the serving-CSCF, either I-CSCF (if the home network wanted to hide their internal configuration) or S-CSCF (if there was no desire to hide the network configuration). I-CSCF, if it exists in the signalling path, knows the name/address of S-CSCF.




























Figure 5.14: Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1. 
UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2. 
P-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. 

This next hop is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

(2a)
If the home network operator does not desire to keep their network configuration hidden, the name/address of the S-CSCF was provided during registration, and the INVITE request is forwarded directly to the S-CSCF.

(2b)
If the home network operator desires to keep their network configuration hidden, the name/address of an I-CSCF in the home network was provided during registration, and the INVITE request is forwarded through this I-CSCF to the S-CSCF.

(2b1)
P-CSCF forwards the INVITE request to I-CSCF

(2b2)
I-CSCF forwards the INVITE request to S-CSCF

3. 
S-CSCF validates the service profile, and performs any origination service control required for this subscriber. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

4. 
S-CSCF forwards the request, as specified by the S-S procedures.

5. 
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6. 
S-CSCF forwards the SDP message to P-CSCF. Based on the choice made in step #2 above, this may be sent directly to P-CSCF (6a) or may be sent through I-CSCF(firewall) (6b1 and 6b2).


7. 
P-CSCF forwards the SDP message to the originating endpoint

8. 
UE decides the final set of media streams for this session, and sends the Final SDP to P-CSCF
9. 
P-CSCF authorises the resources necessary for this session
10. 
P-CSCF forwards the final SDP to S-CSCF. This may possibly be routed through the I-CSCF(firewall) depending on operator configuration of the I-CSCF.

11. 
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

12. 
After determining the final media streams in step #9, UE initiates the reservation procedures for the resources needed for this session.

13. 
When the resource reservation is completed, UE sends the “Resource Reservation Successful” message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P-CSCF.

14. 
P-CSCF forwards this message to S-CSCF. This may possibly be routed through the I-CSCF(firewall) depending on operator configuration of the I-CSCF.

15. 
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

16. 
The destination UE may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to S-CSCF per the S-S procedure. 

17. 
S-CSCF forwards this message to P-CSCF. Based on the choice made in step #2 above, this may be sent directly to P-CSCF (17a) or may be sent through I-CSCF(firewall) (17b1 and 17b2).

18. 
P-CSCF forwards the ringing message to UE

Editor’s Note: Additional QoS interactions to handle one-way media at this point (e.g. for PSTN ringback and announcements) is for further study.

19. 
UE indicates to the originating subscriber that the destination is ringing

20. 
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S-CSCF.

21. 
S-CSCF performs whatever service control is appropriate for the completed session setup.

22. 
S-CSCF sends a SIP 200-OK final response along the signalling path back to P-CSCF. Based on the choice made in (2) above, this response may either be sent directly from S-CSCF to P-CSCF (choice (a)), or be sent indirectly through I-CSCF firewall (choice (b)).

23. 
P-CSCF indicates the resources reserved for this session should now be committed.

24. 
P-CSCF sends a SIP 200-OK final response to the session originator

25. 
UE starts the media flow(s) for this session

26. 
UE responds to the 200 OK with a SIP ACK message, which is sent to P-CSCF.

27. 
P-CSCF forwards the final ACK message to S-CSCF. This may possible be routed through the I-CSCF(firewall) depending on operator configuration of the I-CSCF.

28. 
S-CSCF forwards the final ACK message to the terminating endpoint, per the S-S procedure.
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