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Introduction

This TR defines the architecture to support the requirements for presence service as defined in 3GPP TS 22.141 V2.0.0. Additionally, high-level call flows are identified that will help in the creation of stage 3 specifications for the presence service.

1 Scope

This draft defines the stage two descriptions for the presence service.  This draft includes information applicable to the home environment, device, and network manufacturers that are sufficient to provide complete support of the presence service.

2 References

[1]
3GPP TS 21.905: 3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Vocabulary for 3GPP Specifications

[2]
“SIP Extensions for Presence”  http://search.ietf.org/internet-drafts/draft-ietf-simple-presence-01.txt                
[3] 
RFC 2778: "A Model for Presence and Instant Messaging" http://www.ietf.org/rfc.html
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3 Definitions, symbols and abbreviations

3.1 Definitions

access rules: constraints on how the presence service makes presence information available to watchers.  For each presentity’s presence information, the applicable access rules are managed by the principal that controls the presentity.

availability: a property of a presentity denoting its ability and willingness to communicate based on factors such as the identity or properties of the watcher and the preferences and/or policies that are associated with the presentity
fetcher: a form of watcher that has asked the presence service for the presence information of one or more presentities, but is not requesting a notification from the presence service of (future) changes in a presentity's presence information. A fetcher is a form of watcher that has asked the presence server for presence information of one or more presentities, but has not asked for a subscription to be created. A special type of a fetcher is the poller.
identifier: a means of indicating a point of contact, intended for public use such as on a business card. Telephone numbers; email addresses, and typical home page URLs are all examples of identifier in other systems.

poller: a fetcher that requests presence information on a regularly scheduled basis.
presence information: is a set of attributes characterising current properties of presentities such as status, an optional communication address and other optional attributes etc

presence service: the capability to support management of presence information between watchers and presentities, in order to enable applications and services to make use of presence information. The capability to support management of presence information between watchers and presentities. Applications and services will use the presence information to enable and supplement their functionality.
presentity (presence entity): any uniquely identifiable entity that is capable of providing presence information to presence service.  Examples of presentities are devices, services etc.  Any presentity shall have one, and only one, principal associated with it.
principal: human, organisation, program, or collection of humans, organisations and/or programs that chooses to appear to the presence services as a single actor, distinct from all other principals.  A principal is associated with one or more presentities and/or watchers. A principal is said to "own" a certain presentity or watcher if such an association exists. Within the context of this specification a subscriber may be a principal to one or more presentities and/or watchers.  Examples: A subscriber may be a principal to the terminals (the presentities) he owns. A program, providing a stock exchange information service to customers, may be the principal to the market quotations (the presentities) it monitors.

Note:
The case where a presentity is not a subscriber requires to be further considered

Note:
FFS: definition of principal to be made consistent with the usage of the term principal in the remainder of the document

status: ffs
subscribed-watcher: a subscribed-watcher is a type of watcher, which requests notification from the presence service of changes in a presentity's presence information, resulting in a watcher-subscription, as they occur in the future.  
watcher: The term watcher is used to identify the requesters of presence information. Any uniquely identifiable entity that requests presence information about a presentity, or watcher information about a watcher, from the presence service. Special types of watcher are fetcher, poller, and subscribed-watcher.  Any watcher shall have one, and only one, principal associated with it. Watchers, receive Presence information from the Presence Service.
watcher information: information about watchers that have received or may receive presence information about a particular presentity within a particular recent span of time

watcher-subscription: the information kept by the presence service about a  subscribed-watcher's request to be notified of changes in the presence information of one or more presentities

Note: 
This definition represents an entity's request to obtain presence service information, and is not related to the term "subscription" in [1].  Within this specification the term watcher-subscription (and its derivatives) purely refers to this relationship.

Note: Definitions were extracted from Stage 1 with the exception of highlighted material that was added for clarification. 

4 High Level Requirements

 4.1
Presence Service Requirements

· Presence services shall include methods for user control of service features within the network operator’s agreement. This includes control of such items as user presence status (i.e. as it is reported/published to other entities).

· Presence services shall support user control of service features initiated from a device within the network, or, after authentication, from a device that is external to the network (e.g. from a PC at the office).

· It shall be possible to allow control from any device in any network, as long as the user is authenticated.

· Users shall be able to designate alternate entities that are authorized to update presence information and access rules on behalf of the user.

· Users shall be able to define groups for presence control. Presence groups could be maintained at a presence server in the network and/or at the user’s equipment.  When maintained at a presence server, the user may define presence controls based on the group identity rather than enumerating controls for each individual in the group.
· Users shall be able to establish watch lists (i.e. buddy lists) and manage these lists both locally on the user equipment and at a presence service entity through configuration and synchronization.

The long term goal would be to merge watch lists with phone books where watch list membership is simply
 indicated as an attribute attached to some or all phone book entries (as determined by the user).

· The presence service shall not prevent the use of other services by a user (e.g. supplementary services or IP multimedia services).

· The presence service shall uniquely identify a user in an interoperable and consistent manner within the network.
5 Security

5.1 Access Rules

Presence services shall limit access to presence information based on network operator policy and any controls established by the user to be applied to the presentity role.

5.2
Personal Access Rules Management
Presence services shall provide the necessary interfaces and functionality to allow users to manage their personal access rules.

5.3
Visibility Rules

Presence services shall limit access to watcher information and subscription information based on network operator policy and any temporary or permanent controls established by the watcher.

5.4
Watcher Authentication

Presence services shall authenticate the requesting entity (i.e. watcher) before providing presence, subscription, or watcher information, or before establishing a subscription.

5.5
Information/Notification Integrity

The presence service shall ensure the integrity of presence information

5.6 Information Confidentiality

The presence service shall ensure the confidentiality of presence information, to the extent permitted by applicable regulations.

5.7
Subscription Review

Both a subscriber and a presentity shall be able review or receive indication of the status of a subscription at any time as long as they are active on the network.

5.8
Subscription Tampering

The presence service shall ensure that an unauthorized third party is unable to alter a watcher’s subscription.

5.9
AAA

Authentication, Authorization, and Accounting in the IM domain will be performed using the DIAMETER protocol. A billing interface will collect the information that is required to create billing records, and provide the billing information to a billing system. This is being pursued by 3GPP SA5 who stated that they support the application of the same charging principles used for forwarded/redirected sessions on IMS as that used for GSM. LS were sent to the IETF, PAM Forum and Parlay forum requesting information

6
Architecture

6.1
Presence Service functions

The Presence Service provides the following functions:

1. Collects and maintains the Presence Information (PI) of Presentities either directly from them or on their behalf from network infrastructure.  

2. Facilitates access of the PI of presentities to applications and services (Watchers).

3. Supports configuration and specification of the PI, access rules by the operator and the mobile user. 

4. Applies privacy and access rules while providing access of PI to Watchers. 

5. Collects network related presence information on behalf of the mobile users.

Figure 1 – shows the logical architecture of the Presence Service in a 3GPP environment.  Two new nodes are added to the core network. One is the Presence Server that is responsible for collecting the PI from Presentities and providing access of PI to various kinds of Watchers. The other node is Network Presentity Server (NPS) that is responsible for collecting the network related Presence Information on behalf of the Presentities. 
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Figure 1– Presence Service Logical Architecture

Note: For clarity purposes not all nodes and interfaces are shown in figure 1.

6.2 
Presence information attributes

The Presence Information shall include at least the following attributes: 

1. Communication means and addresses

2. Packet Domain and Circuit Domain registration, call status

3. Geographical location information

4. Device information

5. Proprietary/ user defined attributes

The following sections describe the functions performed by new and existing nodes in order to provide Presence Service. These are functionally split and not physically split in order to delineate the functions they provide in greater detail.

6.3 
Presence Agent

Not shown in figure 1, a presence agent is a SIP user agent that is capable of receiving SUBSCRIBE requests, responding to them, and generating notifications of changes in presence state. A presence agent must have complete knowledge of the presence state of a presentity. Typically, this is accomplished by co-locating the PA with the proxy/registrar, or the presence user agent of the presentity. A PA is always addressable with a SIP URL. [2]
6.4
Presence Server

Shown in figure 1, a Presence Server is a logical entity that can act as either a presence agent or as a proxy server for SUBSCRIBE requests. When acting as a PA, it is aware of the presence information of the presentity through some protocol means. This protocol means can be SIP REGISTER requests, but other mechanisms are allowed. When acting as a proxy, the SUBSCRIBE requests are proxied to another entity that may act as a PA. The Presence Server is responsible for providing access of the Presence Information (PI) to other applications and services generally classified as Watchers. Shown in figure 2, there are two kinds of Watchers, called Fetchers and Subscribers. A Fetcher simply requests the current value of some Presentity’s Presence Information from the Presence Service. In contrast, a  Subscriber requests notification from the Presence Service of  (future) changes in some Presentity’s Presence Information.  A special kind of Fetcher is one that fetches information on a regular basis.  This is called a Poller.


Figure 2. Types of Watcher

The Presence Service also has Watcher Information about Watchers and their activities in terms of fetching or subscribing to Presence Information.  The Presence Service may also distribute Watcher Information to some Watchers, using the same mechanisms that are available for distributing Presence Information. [3]

Presentities such as Principal’s device and Network Presentity Server (NPS) provide Presence Information to the Presence Server. 

The Presence Server stores the PI provided by the Presentities and sends notifications to Subscribers when certain PI gets changed. Changes to Presence Information are distributed to Subscribers via Notifications. Fetchers are provided with the information that is currently available in the data store. The Presence Server performs authorization functions on Watchers, such as identification and applies access rules set by the Principals of PI, before providing PI. PS performs similar authorization functions on Presentities when PI is provided. PS stores information related to Watchers and may perform Watcher proxy services related to collection of Presence Information.

The PS provides interfaces for the operators and the Principals of PI to set access rules, view the Watcher information etc. The PS provides Open Systems Architecture (OSA) interfaces for Watchers. The PS also provides interfaces for Presentities and the NPS to provide PI.
6.5
 Network Presentity Server

The presence information of a principal is usually provided by more than one Presentity. For example a mobile user could have two presentities, the mobile device and another presentity within the network, which gathers network related presence information belonging to the mobile user. 

The Network Presentity Server (NPS), shown in figure 1, provides Presentities that collect network related presence information on behalf of a Principal. The Network Operator and /or Principal of PI shall be able to configure the Presentities provided by the server. The configuration shall include, the information that shall be collected, mode of collection such as periodic interrogation or trigger based etc, validity period etc.  Such configuration information shall be stored in the HSS.
6.6
Serving GPRS Support Node

The SGSN is responsible for maintaining packet switched Mobility Management information of user entities (UEs). It also maintains the packet routing and transfer functionality related information. The SGSN shall support interrogation of the Mobility Management and Packet Routing (PDP Context info etc) information by NPS. The SGSN shall also support configuration of triggers by NPS. When events occur within the SGSN, which meet the criteria set for the trigger, the SGSN shall provide the information related to the event to the NPS.

6.7
Serving MSC Server Node

Shown in figure 1, the MSC Server is responsible for the control of mobile originated and mobile terminated CC Circuit Switched Domain calls. The MSC Server also contains a VLR to hold the mobile subscriber's service data and CAMEL related data. MSC Server shall support interrogation and trigger based access to the VLR data as well as to the call control data.

6.8
HSS/HLR Node

The HSS/HLR is used by the NPS for the following purposes

· To fetch information related to Serving MSC, Serving GSN and Serving CSCF.

· To store the configuration of the Presentities.  During network roaming scenarios, this information may be downloaded to the visited network. 

· To perform mapping between various identities such as the MSISDN and the IMSI

6.9
Serving Call System Control Function (S-CSCF) Node

The CSCF provides the call control functionality for IP multimedia calls in Packet Domain. CSCF shall provide the call state and control information to the NPS.  CSCF shall support interrogation and trigger based access to this information.

6.10
Gateway Mobile Location Center (GMLC) Node

The Gateway Mobile Location Center (GMLC) contains functionality required to support Location Services. The GMLC is the first node an LCS client accesses in a GSM PLMN (i.e. the Le reference point is supported by the GMLC).  GMLC shall support interrogation as well as trigger based retrieval of the location information by the NPS.

6.11
GGSN

NPS and PS are connected to the GPRS data network of the operator via the Gi interfaces. GGSN does not provide any PI.

7
Roles in the Presence Service

The presence service may be considered to support three main roles, as depicted in figure 3.


Figure 3. Roles in the Presence Service

There are possessors of presence information, suppliers of presence information that is stored in the Presence Server, and Requesters of presence information in the form of Watchers.

Suppliers of presence information:

This role represents those entities that supply presence information.

Requesters of presence information:

This role represents those entities that request (and subsequently receive) presence information of a presentity.  The presence information may also maintain data on requesters of presence information, which may also be potentially distributed (on request) to requesters of presence information.  The term watchers is used to identify the requesters of presence information.

The requesters of presence information may be associated with 2 modes of operation:

Information Mode

This mode corresponds to a request-response mode and represents those entities (i.e. watchers), which simply request the current presence information of a presentity.  The term "fetchers" is used to identify the receivers of this type of presence information of a presentity.  Presence information of a presentity may also be requested on a regular or periodic basis, and are referred to as pollers. 

Notification Mode

This mode corresponds to a ‘push-type’ mode and  represents those entities (i.e. watchers) which request notifications on (future) changes in presence information of a presentity.  The term subscribed-watchers is used to identify the receivers of these notifications. Watcher-subscriptions for subscribed-watchers are soft-stated i.e. they are time-bound, notifications of presence information cease on expiry of the negotiated interval. The subscribed-watcher is allowed to ‘refresh’ a watcher-subscription at any time.  Watcher-subscription refreshes overwrite an existing watcher-subscription for the same presentity, subject to the presentity's access rules.

The key concepts captured in figure 3 are as follows :

· a principal may be associated with one or more watchers

· a principal may be associated with one or more presentities.

· a presentity is associated with one principal

· a presentity may be watched by one or more watchers

· a presentity may be associated with one or more presence-tuples

· a watcher is associated with one principal

· a watcher can have a watcher-subscription to one or more presentities

8 Interfaces

The following sections define the interfaces that are used by Presence Service.

8.1
NPS – Serving MSC Server (Pm)

This interface is used by NPS to interrogate circuit domain registration and call status information. This interface also allows NPS to set and re-set triggers in the MSC server. 

8.2
NPS – Serving GSN (Ps)

This interface is used by NPS to interrogate packet domain registration, packet routing and transfer related information. This interface also allows NPS to set, re-set triggers in the SGSN. 

8.3
NPS – HSS/HLR (Ph)

This interface is used by the Presence Service to store the NPS Configuration by the operator and mobile user. This information is used during roaming scenarios by the visited network to collect and provide the same Presence Information that was being collected in the home network. This interface is also used by NPS in identity translation of a mobile user and to query for the serving CSCF, MSC Server, GSN. Ph shall also support setting of triggers in the HSS/HLR by NPS.

8.4
NPS – GMLC (Le)

This interface is used by NPS to obtain location information of a mobile user. This interface also allows NPS to set and re-set triggers in GMLC, which allows NPS to get notifications when a certain events occur such as mobile user has entered a particular region etc. Le is an existing interface.

8.5
NPS – Serving CSCF (Pc) 

This interface is used by NPS to interrogate packet domain IP multimedia registration and call status information. This interface shall allow NPS to set and re-set triggers in the Serving CSCF.

8.6
NPS/Other Presentities – PS (Pg)

This interface is mainly used by Presentities such as user device and NPS to provide Presence Information to the PS. This interface also allows the configuration of the NPS, by applications, services accessing the Presence Service through OSA.

8.7
NPS – Client (Pu)

This interface allows for configuration of presentities provided by NPS by operators and Principals of PI. 

Note: This interface is not shown in figure 1.

8.8
NPS – GGSN (Gi)

NPS is connected to the IP network of the core. This allows clients to use protocols on top of IP to configure NPS. 

8.9
PS – OSA (OSA – PS)

This interface is used by applications, services to access the Presence Service. This interface provides, access to Presence Information and also supports configuration of Presentities. 

8.10
PS – Client (Pa)

This interface is used by the operators and the Principals of the PI to set the privacy and access rules.

Note: This interface is not shown in figure 1.

8.11
PS – GGSN (Gi)

PS is connected to the IP network of the core through Gi interface. This allows for addressing PS in the IP network and hence could provide interfaces over the IP layer to the client devices and the operator.

9
Open Issues

· Interrogation versus Triggers

NPS requires other network nodes to support both interrogation and trigger based collection of Presence Information. This allows for maximum flexibility. For example, if a user’s location is used as an attribute in PI, the NPS could keep polling the GMLC at configured intervals or it could set a trigger in the GMLC which would be invoked when the user’s location changes. Both methods have their merits and demerits. The method to be used depends on the specific application, network and user characteristics. When NPS is configured, the operator or the mobile user can set the method of retrieval.

· Usage of CAMEL

Most of the network related Presence Information could be gathered by utilizing the CAMEL environment. CAMEL supports both the interrogation and trigger based interfaces for most of the nodes. Additional changes may be needed to support the complete set of network related PI. CAMEL also supports roaming. Hence using CAMEL environment provides re-use and reduces the cost of deploying the Presence Service.

If desired, later sections of this document could define the interfaces and maps the interfaces to existing CAMEL interfaces. Operators who do not have CAMEL deployed could develop these new interfaces. 

If CAMEL is used for PI collection, then NPS needs to have coordination with the CSE such as an SCP. This document shall not cover this coordination.
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