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Summary

The Service Control Architecture of 3GPP IMS shows a new interface Sh for communications between the HSS and two service platforms, the OSA SCS and the SIP AS. This document discusses the need for the Sh interface to support transfer of the CAMEL Subscription Information (CSI) data from the HSS to the IM SSF. It proposes addition of such a requirement to the Sh interface. Upon agreement, it further proposes that a CR be drafted for this new requirement to be incorporated into TS 23.228 for Release 5.
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1. DISCUSSION

Figure 1 shows two newly agreed interfaces between the IMS entities and the service platforms. They are 1) the ISC interface between the S-CSCF and all three service platforms, and 2) the Sh interface between the HSS and two service platforms, the OSA SCS and the SIP AS. In addition, there is a legacy MAP interface between the HSS and the CSE. 

Figure 1. IMS Service Control Architecture

The Sh interface is further specified as follows
:  

1
The Sh interface is an intra-operator interface.

2.
The Sh interface is between the HSS and the “Sip application server” and between the HSS and the “OSA service capability server”.

1.1. Issue

The support of CAMEL within IMS is planned in UTMS Release 5. If the IM SSF is to retain the existing (or similar) Basic Call State Model as the one used in the CS world, it is, therefore, essential for the IM SSF to have similar Trigger Detection Points (TDPs)
. These TDPs are similar to the initial points of interest (or filtering criteria) but with finer granularity (e.g., NoAnswer and Busy). Furthermore, the joint meeting of CN1/2/4 on 23.218 has agreed that the IM SSF has triggering information. This is in addition to the filter criteria that exists in the S-CSCF. In other words, although filter criteria need to be sent to the S-CSCF from the HSS (via Cx), additional triggering information from the CAMEL Subscription Information (CSI) data is required in the IM SSF. 

Currently, as shown in Figure 1, there is no interface between the HSS/HLR and the IM SSF to carry the CSI data including the trigger information. Therefore, there is a need for an interface (in the S2 service control architecture) to transfer the CSI data from the HSS/HLR to the IM SSF. 

1.2. Solution Options

With the newly agreed architecture of Figure 1, the present MAP interface in the architecture does not allow for downloading of the CSI data in the IM SSF. Therefore, a direct interface is required between the HSS and the IM-SSF. In other words, the CSI data can be transferred directly between the HSS/HLR and the IM SSF, thereby requiring a (Sh like) interface. Otherwise the CSI data must be tunnelled via the S-CSCF through the Cx and ISC interfaces to the IM SSF! Or alternatively, the data could be “tunneled” via the CSE through the MAP and CAP interfaces to the IM SSF! The latter not being perceived as a good option but it is potentially possible. Both tunneling alternatives are inefficient from signaling traffic perspective and will likely require additional enhancements to the existing protocols. They tunnel the CSI data to the IM SSF via either the S-CSCF or the CSE, and it would require expansion of either the Cx and ISC interfaces or the MAP and CAP interfaces. In either case, there will also be additional and unnecessary signaling loads on the “HSS-to-S-CSCF-to-IM SSF” path.

A straight forward and logical resolution of this issue is the expansion of the scope of the Sh interface to support the direct transfer of the CSI data from the HSS/HLR to the IM SSF. It calls for the Sh interface specification to include the support for communications between the HSS and the third service platform, IM SSF, in the service control architecture of Figure 1. Clearly, the Sh interface is a newly agreed interface, and its corresponding protocol is yet to be specified. 

2. REQUIREMENTS
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Figure 2 below presents a revised version of the IMS Service Control architecture incorporating the addition of the proposed Sh interface between the HSS and the IM SSF.  

Figure 2. Revised IMS Service Control Architecture

Furthermore, a revision in text should be made in specifying the Sh interface as follows: 

2.
The Sh interface is between the HSS and all three service platforms: the “Sip application server”; the “OSA service capability server”; and the “IM SSF.”
3. PROPOSAL 

It is proposed that Section 2 of this contribution to be incorporated in TS 23.228 for Release 5.

Upon agreement to this proposal, a CR will be drafted for incorporation of the proposed revisions into TS 23.228.
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� Combined Change Request (CR # 038) for TS 23.228, Section 4.2 (Service Control Architecture), S2-011349, Puerto Rico, 14-18 May 2001.


� The information required by the IM SSF to invoke service logic in CAMEL Service Environment (CSE) is based on the equivalent Trigger Detection Points (TDPs) that are available in the CS world.
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