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Introduction

Subclause 5.12 and Annex E of TS 23.228 describe information flows for a of  “supplementary service”. Currently documented information flows include call hold and resume, anonymous calling, and caller ID blocking. These information flows can be constructed from service capability features. A companion contribution “S2-000140, handling of supplementary services and service capability features” proposes that these procedures be moved to an information annex demonstrating end-to-end information flows.  This contribution proposes some altnernative service capability features that may be place in subclause 5.12

Discussion

Sub-Clause 4.2 “standardisation of service capabilities” of TS 22.101 v5.0.0 “Service principles, (release 5)” states:

 “3GPP shall therefore standardise service capabilities and not the services themselves. Service capabilities consist of bearers defined by QoS parameters and the mechanisms needed to realise services. These mechanisms include the functionality provided by various network elements, the communication between them and the storage of associated data..”

Clause  6 “standardised service capability approach” of TS 22.228 v.1.0.0 “Service requirements for IP Multimedia Core Network Subsystem” states: 

 “IP multimedia applications shall, as a principle, not be standardised, allowing service provider specific variations.  It shall be possible to enable rapid service creation and deployment using service capabilities.”

Supplementary services are created from an appropriate set of service capabilities features. These service capability features are combined as building blocks, to be accessed from a service capability to form the service as a whole. A service capability feature is not specific to a single service.  A service capability feature, in general, is not sufficient by itself to form a useful service. A service capability feature may take on different meaning depending on where and when it is invoked in the network. This meaning is a reflection of the service as a whole and not a reflection of the service capability in isolation. As an example, providing caller anonymity is just part of the larger service of a basic voice call. This capability could equally be applied to a number of other service scenarios.

Three service capability features are being discussed in this contirubtion

· 5.12.X Forwarding a Session 
Forwarding a session means the act of proxying an INVITE request on to one or more parties. The destination(s) to which this INVITE request is forwarded may be determined from locally provisioned data, cached registration state, queries to external entities, or name address resolution. Note that forwarding of a session does not imply call state, forwarding of the media, or knowledge/understanding of the session description.  This contribution proposes that the S-CSCF can support the service capability feature to forward a session.
· 5.12.Y Rejection of a Session 
The capability to reject a session in SIP is restricted to the role of a User Agent Server or UAS. Generally this means only the endpoint to which the session initiation information flow is targeted may actually reject the session initiation. In some information flows, the S-CSCF can behave as an endpoint. This contribution proposes that the S-CSCF and the Ue support the service capability feature of being able reject a session.

· Terminal Busy
The terminal busy service capability feature is a means being able to respond on behalf of a terminal of the user (via a “486 Busy Here” response) that the terminal is busy. In general, there is a many-to-many mapping between user and terminal within SIP. Therefore, it is possible that one or more terminals of a user may be busy while the user herself is not “busy”. This contribution proposes the Ue support the service capability feature of being able to indicate that a terminal is busy.

· User Busy
This service capability means being able to respond on behalf of the user (via a “600 Busy Everywhere” response) that the user is busy. This is has important ramifications for services. Responding with a 6xx response terminates any forking requests. In other words, responding with a 6xx response means that no other terminal of the user will be tried. This capability should be used only after interaction with the user. This service capability is best restricted to the UE which may actually interrogate the user.

Proposal

It is proposed that the following text be placed in Subclause 5.12 of TS 23.228.

5.12.1 S-CSCF Service Capability Features.

5.12.1.1 Session Forwarding 

The S-CSCF contains the servive capability feature of session forward.  Session forwarding is the act of the S-CSCF proxying an INVITE request on to one or more parties. The destination(s) to which this INVITE request is forwarded may be determined from locally provisioned data, cached registration state, queries to external entities, or name address resolution. Note that forwarding of a session does not imply call state, forwarding of the media, or knowledge/understanding of the session description.

5.12.1.2 Session Rejection

The S-CSCF contains the service capability feature of rejecting a SIP session invocation.
5.12.2 Ue Service Capability Features

5.12.2.1 Session Rejection

The terminal contains the service capability feature to reject a SIP session invocation 

5.12.2.2 Terminal Busy

The terminal supports the service capability feature of detecting that the terminal is busy.  This is achieved by returning a “486 Busy Here” response). It should be noted that this indicates that the terminal is busy, which does not imply that the user is busy.
5.12.2.3 User Busy

The terminal contains the service capability feature to indicate that the user is busy by returning a a “600 Busy Everywhere” response. Upon reception of this, the network will terminate any forking requests.

