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Discussion paper on two issues: API to SGSN and a new interface to a new entity

Note that though the two issues may be related, it is possible to accept one and not the other. 

API to SGSN : Motivation

Once a user is attached to an SGSN, a context that includes a lot of information is collected into the SGSN:
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It was identified, that this information could be used by “application layer aware” entities that are also aware of the user identity, to perform and enable different “added value” operations for the operator.

Example of such “added value” capabilities is access to a specific URL for a specific user.

Suggestion for a solution

In order to identify and extract that vital information in a “direct” way, rather then using “tricks”, that may be time and effort consuming, we suggest to add an interface (like API) to the SGSN, and use this to query the SGSN for the information needed.

This interface will be secured (using authentication and all that comes with secrity).

In basic it is a simple request response protocol, that will use a key, like PDP address, IMSI, MSISDN or others such, and a list of fields that are required as output, if that key exist.

If it will be accepted, I propose it for version 5, and make it with at least one key (maybe IMSI) as mandatory feature. (Otherwise this mechanism cannot be trusted, and then the “tricks” way must always be supported.
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New interface to the new entity (XGSN) : Motivation

3G’s entities, like SGSN, GGSN, CFG, and more, are the building blocks to enable the 3G infrastructure: a bearer to the high quality and high bandwidth required in the future wireless network.

As a bearer, those building blocks do not handle issues that are above the bearer level: the application layer:

They do not perform things like Access control or maybe actions like firewall within the new wireless architecture.

The Proposal 

To add a  hook (optional) for the new entity that could be called (open for discussion) XGSN, and that entity will identify the user and the associated traffic, and perform the “added value” enabling functionality:


[image: image4.wmf]SGSN

SGSN

GTP-U

XGSN

XGSN perform application

layer actions








_1035649706.vsd
SGSN�

New
Entity�

Open a secured session�

Request user info�

Reply with info and status�

Used for many users�


_1035651990.vsd
SGSN�

SGSN�

GTP-U�

XGSN�

XGSN perform application layer actions�


