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1. Introduction

This contribution shows the relevant IPv4/IPv6 transition scenarios for Release 4 and Release5.

2. Proposal

It is proposed to introduce the following text to the 23.221 as shown.
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5.1
Interoperability between IPv4 and IPv6 networks

As described in 23.228 the IM CN Subsystem is based only on IPv6. Thus, it is needed to describe how these mobiles can connect to legacy IPv4 services. This section describes three different interworking scenarios: UE is IPv4 and IPv6 capable, IPv6 only UE, and IPv6 UE connected via IPv4 network to an IPv6 device. These scenarios are examples of IPv6 and IPv4 interworking. 

5.1.1
IPv4/IPv6 Mobile connecting to IPv4 and IPv6 networks

An installation where the UE has both IPv4 and IPv6 stacks is shown in Figure 1. As depicted, the terminal connects to the IPv4 device directly using an IPv4 PDP Context. Hence, the UE appears to be a standard IPv4 node to the external IPv4 network. This scenario does not need any specific transition support from the network. However, it requires both versions of IP at the UE.
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Figure 1 UE with IPv4 and IPv6 capability connecting to IPv4 and IPv6 networks

5.1.2 IPv6 only Mobile connecting to IPv4 network
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Figure 2 IPv6 only mobile connecting to IPv4 data services

Figure 2 shows an IPv6 only terminal connected to an IPv4 device. The UE us using an IPv6 PDP Context for access to a Transition Gateway (TrGW) that translates the IPv6 packets to IPv4 and vice versa. The TrGW may be implemented as a Network Address Translation – Protocol Translation (NAT-PT) [X] to convert IPv6 traffic coming from the UE to IPv4 traffic and vice versa. 

NAT-PT is a combination of NAT-like address translation and IP header conversion as described in [X].   NAT-PT uses a pool of IPv4 addresses for assignment to IPv6 nodes on a dynamic basis as sessions are initiated across v4-v6 boundaries. NAT-PT binds addresses in the v6 network with addresses in the v4 network to provide transparent routing of packets traversing address realms. This requires no changes to end nodes and IP packet routing is completely transparent to them. It does, however, require NAT-PT to track the sessions it supports and mandates that inbound and outbound packets pertaining to a session traverse the same NAT-PT device.

5.1.3 IPv6 Mobile connected to an IPv6 Device via an IPv4 network
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Figure 3 IPv6 mobile connected to an IPv6 device via an IPv4 network

Figure 3 shows a case where an IPv4 network lies between two IPv6 domains. The IPv6 domains can be interconnected using IETF standard mechanisms such as automatic or configured tunneling of IPv6 over IPv4 [Y]. 
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