SA WG2 Temporary Document

Page 2

SA WG2 Meeting #140E (e-meeting)
S2-2005757
Aug 19 – Sep 01, 2020, Elbonia
(revision of S2-2000xxx)
Source:
Tencent
Title:
KI #1: Evaluation and Conclusion on LDNSR for Session Breakout Model
Document for:
Approval

Agenda Item:
8.3
Work Item / Release:
FS_enh_EC /Rel-17
1 Evaluation on solutions related with LDNSR for Session Breakout Model
For key issue 1 in TR23.748, the following solutions are proposed for Session Breakout model. 
Table 1-1: Solutions related with LDNSR for Session Breakout Model
	Session Breakout
	Option 1:

UE->ULCL/BP->R-PSA->C-DNS
	Sol#3, Sol#6, Sol#11, Sol#14, Sol#15, Sol#19, Sol#22

	
	Option 2:

UE->ULCL/BP->R-PSA->L-DNS 
	Sol#6, Sol#19, Sol#22

	
	Option 3:

UE->ULCL/BP->L-PSA->L/C-DNS
	Sol#2 (ULCL part),Sol#4, Sol#5, Sol#6, Sol#7, Sol#8, Sol#9, Sol#20, Sol#22


This contribution proposes the evaluation and conclusions for the solutions in Table 1-1.
2. Text Proposal
It is proposed to capture the following changes in the TR 23.748.
* * * * First change * * * *

7
Overall Evaluation
Editor's note:
This clause will provide evaluation of different solutions.
7.X
Evaluations for KI#1: Discovery of Edge Application Server
7.x.y
Evaluation on solutions related with LDNSR for Session Breakout Model
For key issue 1 in TR23.748, the following solutions are proposed to solve the DNS based EAS discovery for Session Breakout model. 
Table 7.x.y-1: Solutions related with LDNSR for Session Breakout Model
	Session Breakout
	Option 1:

UE->ULCL/BP->R-PSA->C-DNS
	Sol#3, Sol#6, Sol#11, Sol#14, Sol#15, Sol#19, Sol#22

	
	Option 2:

UE->ULCL/BP->R-PSA->L-DNS 
	Sol#6, Sol#19, Sol#22

	
	Option 3:

UE->ULCL/BP->L-PSA->L/C-DNS
	Sol#2 (ULCL part),Sol#4, Sol#5, Sol#6, Sol#7, Sol#8, Sol#9, Sol#20, Sol#22


As introduced in solution 22, we refer to the function of DNS message handling and forwarding as LDNSR. The evaluation of solutions are as follows:
· Sol#2(ULCL part) requires the deployment of L-DNS and the connection between the L-DNS and C-DNS. All the UL DNS traffic for both non-EC applications and EC applications are routed to the EC. L-DNS returns the EC Server's address to the UE for the EC applications. L-DNS forwards the DNS message to C-DNS for the non-EC applications. It doesn’t require to support LDNSR. 
· Sol#3 and #11 proposes the LDNSR as a standalone function. LDNSR interacts with SMF to get the location based information and adds the ECS options in the DNS request message. LDNSR detects the DNS response message and triggers the traffic steering. 

· Sol#4 proposes the LDNSR as a standalone function. LDNSR adds a preconfigured addressing information in an edns-client-subnet (ECS) EDNS0 option. The UPF anchor may NAT the DNS request message or adds the ECS option. The UE should be configured to use URSP procedures to setup the PDU session prior to sending a DNS query.
· Sol#5 proposes the support of anycast routing and DNS based solution using ECS option. The UE should be configured to use URSP procedures to setup the PDU session prior to sending a DNS query. The UE should be configured to use URSP procedures to setup the PDU session prior to sending a DNS query.
· Sol#6 proposes the LDNSR to be collocated with SMF. LDNSR adds the ECS options in the DNS request message. LDNSR detects the DNS response message and triggers the traffic steering. 

· Sol#7 proposes the LDNSR to be a standalone function and deployed in edge hosting environment. The LDNSR determines whether the DNS request is resolved by local DNS server or should be forwarded to authoritative DNS server. Some other enhancements are proposed to solve the SMF/I-SMF selection based on AF request.
· Sol#8 proposes to detect DNS request message in UPF. The UPF reports the events to SMF. The DNS detection function in UPF could also be regarded as LDNSR function. However, this solution doesn’t require the LDNSR to support the insertion of ECS option. 

· Sol#9 proposes the LDNSR as a standalone function. It aims at the scenario that there is no direct link between the LDNSR and Local DNS. The LDNSR detects the DNS request message and invokes an SMF service operation to request forwarding the DNS query to the local DN. 
· Sol#14 proposes the DNS handling function which is similar to the LDNSR. It aims to solve the Service Switch mechanism. LDNSR function is proposed to be standalone within the edge hosting environment. LDNSR supports the detection of the DNS response message and triggers the traffic steering. The ULCL/BP UPF needs to be inserted at the PDU session establishment.
· Sol#15 proposes the DNS handling function which is similar to the LDNSR. It aims to solve the Service Switch mechanism. LDNSR function is proposed to be collocated with UPF (with UPF anchor in option 1, and I-UPF in option 2). LDNSR supports the detection of the DNS response message and triggers the traffic steering. 
· Sol#19 proposes the LDNSR to be a standalone function. LDNSR interacts with SMF to get the UE location, decides whether to forward the DNS request message to the C-DNS or L-DNS server, and triggers the traffic steering. LDNSR could also support the detection of the DNS request message.
· Sol#20 proposes that the LDNSR could be a standalone function, collocated with UPF or collocated with SMF. LDNSR supports the modification of the source and destination IP addresses of the DNS Request and Response message.
· Sol#22 proposes the detailed procedures related with LDNSR. LDNSR is introduced as standalone function, and could also be collocated with UPF and SMF. According to different scenario, the LDNSR has different functionalities:
Option 1: LDNSR detects the DNS request message and interact with SMF to get the IP address related with the DNAI based on the UE location. The LDNSR adds the ECS option in DNS request message. LDNSR also triggers the traffic steering.

Option 2a (with direct connectivity between LDNSR and L-DNS): LDNSR gets the address of L-DNS server serving the DNAI available to UE’s location. LDNSR forwards the DNS request to the L-DNS server.

Option 2b (without direct connectivity between LDNSR and L-DNS): LDNSR requests the SMF to forward the DNS query via the user plane. The SMF determines the DNAI and L-DNS address based on the UE location and requested FQDN.
Option 3: Forwards the UL DNS Query to local PSA based on the traffic filters on ULCL/BP.
Based on the above analysis, the LDNSR could be introduced to solve the DNS based EAS discovery issue for session breakout model. Different deployment scenarios are targeted in these solutions, e.g. whether L-DNS is deployed, whether the ULCL/BP UPF is inserted at PDU session establishment, whether Service Switch mechanism is applied, whether anycast is used, etc. Different scenarios have some common requirements on the LDNSR, however, some differences also exist in detailed solutions.
The LDNSR functionality should include at least one of the following aspects:
· Reception and detection of the DNS request message;
· Interaction with SMF to get the IP address related with the DNAI based on the UE location, and adding ECS option;
· Interaction with SMF to get the L-DNS server address (if L-DNS server is deployed in the Edge Hosting Environment);
· Modification of the source address of the DNS request message;
· Triggers the traffic steering based on the DNS response message;
· Forwarding the DNS messages.
LDNSR mainly handles the DNS message, so it’s more suitable to be the user plane function. It’s proposed that the LDNSR could be collocated with UPF or a standalone function. 
If L-DNS is deployed, it’s also possible to forward the UL DNS request message to the local PSA. Some filtering rules are needed in the ULCL/BP UPF to divert the messages. 
* * * * Second change * * * *

9
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
9.x
Conclusions for key issue #1:Discovery of Edge Application Server
9.x.y
Conclusions for LDNSR for Session Breakout Model
Based on the evaluation in section 7, the LDNSR should be introduced to solve the DNS based EAS discovery issue for session breakout model. Different deployment scenarios are targeted in the solutions, e.g. whether L-DNS is deployed, whether the ULCL/BP UPF is inserted at PDU session establishment, whether Service Switch mechanism is applied, whether anycast is used, etc. 
The LDNSR functionality should include at least one of the following aspects:

· Reception and detection of the DNS request message;

· Interaction with SMF to get the IP address related with the DNAI based on the UE location, and adding ECS option;
· Interaction with SMF to get the L-DNS server address (if L-DNS server is deployed in the Edge Hosting Environment);

· Modification of the source address of the DNS request message;

· Triggers the traffic steering based on the DNS response message;

· Forwarding the DNS messages.

LDNSR mainly handles the DNS message, so it’s more suitable to be the user plane function. It’s proposed that the LDNSR could be collocated with UPF or a standalone function. 

If L-DNS is deployed, it’s also possible to forward the UL DNS request message to the local PSA. Some filtering rules are needed in the ULCL/BP UPF to divert the messages. 
* * * * End of changes * * * *
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