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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes update on solution 1
1 Discussion
See S2-2004833

2	Proposal
It is proposed to agree the following update on solution 1.
               ******* start of 1st change ********
[bookmark: _Toc31192328][bookmark: _Toc31192488][bookmark: _Toc31192979][bookmark: _Toc31616158][bookmark: _Toc31616220][bookmark: _Toc31616296][bookmark: _Toc31616372][bookmark: _Toc43317243][bookmark: _Toc43374715][bookmark: _Toc43375176][bookmark: _Toc43801700][bookmark: _Toc43805966][bookmark: _Toc43806273]6.1	Solution #1: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications
This solution is for Key Issue #1, which addresses Edge AS discovery including aspects related to:
-	What information (if any) can be used to assist such a discovery mechanism?
In the current study architecture assumption, the UE may need to establish connectivity with specific characteristics, e.g. to a specific slice or to a dedicated DN or in SSC mode 2/3, in order to perform any further action, e.g. discovery of Edge Application Servers (EAS).
This solution proposes to provision URSP rules to the UE to establish the appropriate PDU Session before performing Edge AS discovery. The Edge AS discovery is not covered in this solution. The solution assumes a locally distributed UPF with IP anchor is used to access the Edge services. The solution can be used for connectivity model "multiple PDU sessions" as described in clause 4.2.
This solution assumes different S-NSSAI and DNN combinations are deployed for local DN(s) and central DN.

[bookmark: _Toc31192329][bookmark: _Toc31192489][bookmark: _Toc31192980][bookmark: _Toc31616159][bookmark: _Toc31616221][bookmark: _Toc31616297][bookmark: _Toc31616373][bookmark: _Toc43317244][bookmark: _Toc43374716][bookmark: _Toc43375177][bookmark: _Toc43801701][bookmark: _Toc43805967][bookmark: _Toc43806274]6.1.1	Description
In order to enable the communication to perform Edge AS discovery and further communication with the selected EAS via the appropriate PDU Session, the 5GC may provision policy configuration consisting of URSP rules, which could be locally configured on the UE or provisioned by UE Configuration Update Procedure according to TS 23.502 [3].
At Registration (initial or mobility), the UE may include the UE Policy Container in order to receive the URSP rules from the 5GC.
[bookmark: _GoBack]Additionally, in order to update the URSP rules due to UE mobility, the Application Function (AF) may subscribe to UE location information from the 5GC.
[bookmark: _Toc31192330][bookmark: _Toc31192490][bookmark: _Toc31192981][bookmark: _Toc31616160][bookmark: _Toc31616222][bookmark: _Toc31616298][bookmark: _Toc31616374]The solution relies on the UE Configuration Update Procedure in clause 4.2.4.3 in TS 23.502 [3] to provision the URSP rules to the UE thus the same limitations apply. This means that in roaming scenario the H-PCF is in control to update the policy to the UE, and the AF must belong to or have an agreement with HPLMN.
[bookmark: _Toc43317245][bookmark: _Toc43374717][bookmark: _Toc43375178][bookmark: _Toc43801702][bookmark: _Toc43805968][bookmark: _Toc43806275]6.1.2	Procedures
[bookmark: _Toc31616223][bookmark: _Toc31616299][bookmark: _Toc31616375][bookmark: _Toc43317246][bookmark: _Toc43374718][bookmark: _Toc43375179][bookmark: _Toc43801703][bookmark: _Toc43805969][bookmark: _Toc43806276]6.1.2.1	Policy configuration provisioning procedure
Figure 6.1.2.1-1 shows the procedure to provision URSP configuration to the UE for purposes related to performing Edge AS Discovery and further communication with the selected EAS.
[bookmark: OLE_LINK4][bookmark: OLE_LINK5]In Step 0a the application layer, acting as AF, uses the Nnef_ServiceParameter service to provide URSP influence parameters for the edge application traffic (identified by IP address of the EAS or FQDN of the Edge service) to the NEF. The AF may also indicate Spatial Validity Condition defining a geographical zone identifier(s) where the policy requirements are applicable.
[bookmark: _Hlk41919584]NOTE: The AF is not able to influence to the Location Criteria in the URSP when the UE is roaming.
The AF sends the request to the NEF. The AF indicates whether the URSP influence parameters apply to an individual UE, group of UEs or any UE.
1.	When the UE performs (initial or mobility) Registration to 5GC as in TS 23.502 [3] clause 4.2.2.2.2, the UE may include the UE Policy Container in the Registration Request as specified in TS 23.502 [3].
2.	UE Policy Association Establishment as in TS 23.502 [3] clause 4.16.11, with the following changes:
	The PCF determines the URSP rules based on the URSP influence parameters as requested by the AF in step 0. The URSP rules includes DNN, S-NSSAI and other relevant network parameters to be used for matching Edge application traffic, e.g. traffic from Edge Application clients installed on the UE to Edge Application Servers. If the AF provided Spatial Validity Conditions in Step 0, the PCF generates Location Criteria based on the Spatial Validity Conditions, and includes corresponding Location Criteria in the RSD part in the URSP rules. The PCF can use a dedicated Policy Section for the URSP rules that are specific for a particular Edge DN, as specified in TS 23.503 [4]. In step 2b, the PCF stores the URSP rules to the UDR as part of UE's Policy Set entry as described in clause 6.1.2.4 in TS 23.503 [4]. The PCF uses the UE Configuration Update Procedure (TS 23.502 [3] clause 4.2.4.3) to provide URSP rules to the UE.
	In alternative to steps 0-2, the operator may configure the URSP locally in the UE.
3.	When the UE needs to send traffic destined to an edge service the UE triggers the Edge AS discovery by sending a DNS query for an FQDN of the edge service. The details for this step are out of scope of this solution. After this, the Application Client sends an application layer service request to an IP address of the EAS in the Edge Hosting Environment.
	If the FQDN in the DNS Query, or the EAS IP address in the application layer service request matches with the destination address in the Traffic descriptor part of the URSP rule as provisioned in Step 1, the UE, based on URSP rule matching (step 3b), establishes a new PDU session (step 3c) in order to enable User Plane communication (step 3d) with the DN where the DNS Server or the Edge Application Server resides. It is assumed that the DNS address configuration provided during the PDU session establishment can be used to send the DNS Query.
NOTE:	Based on the Location Criteria in the URSP rule the same FQDN in the DNS Query may trigger establishment of PDU Session to either a local Data Network or to a remote/central Data Network. In both cases, the authoritative DNS nameserver that holds the DNS record for the FQDN is the same.
4a.	(optional) the AF may subscribe to UE location notifications; the notifications may be used by the AF to trigger AF request as in Step 0 to update the URSP influence parameters to edge applications for the UE.
4b.	(optional) if multiple location specific URSP rules are used in Step 0, i.e. the Location Criteria in the RSD part is configured so that different rules applies per UE location. As specified in TS 23.503 [4], the UE may need to re-evaluate the application association with a PDU session e.g. when the UE location does not match anymore with the Location Criteria. If the re-evaluation leads to a change of the application to PDU Session association, the UE may enforce such changes in a timely manner based on implementation, e.g. immediately or when UE enters CM-IDLE state.


Figure 6.1.2.1-1: Policy configuration provisioning procedure
[bookmark: _Toc31192331][bookmark: _Toc31192491][bookmark: _Toc31192982][bookmark: _Toc31616161][bookmark: _Toc31616224][bookmark: _Toc31616300][bookmark: _Toc31616376][bookmark: _Toc43317247][bookmark: _Toc43374719][bookmark: _Toc43375180][bookmark: _Toc43801704][bookmark: _Toc43805970][bookmark: _Toc43806277]6.1.3	Impacts on services, entities and interfaces
Editor's note:	Further evaluation on possible impacts is needed.
The proposed solution is based on Rel-16 procedures but some enhancements may be needed to make it possible for the AF to configure the edge service FQDNs on session basis to the URSP rules, such as:
-	Enhance the NEF service Nnef_ServiceParameter to allow the AF to influence PCF decisions for URSP rules for one UE, group of UEs, or any UE. The AF can use the service to provide parameters without the need to have the UE registered in the network. These parameters are stored in the UDR and then provided to the PCF serving the AMF, when UE registers in the AMF. The PCF determines the URSP rules based on the URSP influence parameters and stores the URSP rules to the UDR as part of UE's Policy Set entry as described in clause 6.1.2.4 in TS 23.503 [4]. The PCF can assign a Policy Section Identifier that is specific to the Edge DN when the PCF stores the URSP rules to the UDR. The new parameters of the Nnef_ServiceParameter service include the FQDN or list of IP addresses of the EAS in the AF Request.
-	Include the Spatial Validity Condition in the AF Request.
-	PCF needs to be able to retrieve and get notified for the URSP influence parameters for the Edge services from the UDR..
-	The UE needs to perform URSP rule re-evaluation per each DNS query.

                       ******* end of 1st change ********
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