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[bookmark: _Toc19197318]1st change
6.2.6	NRF
The Network Repository Function (NRF) supports the following functionality:
-	Supports service discovery function. Receive NF Discovery Request from NF instance or SCP, and provides the information of the discovered NF instances (be discovered) to the NF instance or SCP.
-	Supports P-CSCF discovery (specialized case of AF discovery by SMF).
-	Maintains the NF profile of available NF instances and their supported services.
-	Maintains NF profile of available SCP instances.
-	Supports SCP discovery by NF service consumer or SCP.
-	Notifies about newly registered/updated/ deregistered NF instances along with its NF services to the subscribed NF service consumer or SCP.
NF profile of NF instance maintained in an NRF includes the following information:
-	NF instance ID.
-	NF type.
-	PLMN ID.
-	Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID.
-	FQDN or IP address of NF.
-	NF capacity information.
-	NF priority information.
NOTE 1:	This parameter is used for AMF selection, if applicable, as specified in clause 6.3.5. See clause 6.1.6.2.2 of TS 29.510 [58] for its detailed use.
-	NF Set ID.
-	NF Service Set ID of the NF service instance.
-	NF Specific Service authorization information.
-	if applicable, Names of supported services.
-	Endpoint Address(es) of instance(s) of each supported service.
-	Identification of stored data/information.
NOTE 2:	This is only applicable for a UDR profile. See applicable input parameters for Nnrf_NFManagement_NFRegister service operation in TS 23.502 [3] clause 5.2.7.2.2. This information applicability to other NF profiles is implementation specific.
-	Other service parameter, e.g., DNN or DNN list, notification endpoint for each type of notification that the NF service is interested in receiving.
-	Location information for the NF instance.
NOTE 3:	This information is operator specific. Examples of such information can be geographical location, data center.
-	TAI(s).
-	NF load information.
-	Routing Indicator, for UDM and AUSF.
-	One or more GUAMI(s), in the case of AMF.
-	SMF area identity(ies) in the case of UPF.
-	UDM Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of internal group identifiers, range(s) of external group identifiers for UDM.
-	UDR Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers for UDR.
-	AUSF Group ID, range(s) of SUPIs for AUSF.
-	PCF Group ID, range(s) of SUPIs for PCF.
-	HSS Group ID, set(s) of IMPIs, set(s) of IMPU, for HSS.
-	Supported Analytics ID(s), NWDAF Serving Area information (i.e. list of TAIs for which the NWDAF can provide analytics) if available in the case of NWDAF.
NOTE 4:	The NWDAF's Serving Area information is common to all its supported Analytics IDs.
-	Event ID(s) supported by AFs, in the case of NEF.
-	Application ID(s) supported by AFs, in the case of NEF.
NOTE 5:	This is applicable when NEF exposes AF information for analytics purpose as detailed in TS 23.288 [86].
NOTE 6:	It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in the case that e.g. an NF instance has an exceptional service authorization information.
NOTE 7:	The NRF may store a mapping between UDM Group ID and SUPI(s), UDR Group ID and SUPI(s), AUSF Group ID and SUPI(s) and PCF Group ID and SUPI(s), to enable discovery of UDM, UDR, AUSF and PCF using SUPI, SUPI ranges as specified in clause 6.3 or interact with UDR to resolve the UDM Group ID/UDR Group ID/AUSF Group ID/PCF Group ID based on UE identity, e.g. SUPI (see clause 6.3.1 for details).
-	IP domain list as described in clause 6.1.6.2.21 of TS 29.510 [58], Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes, in the case of BSF.
SCP profile maintained in an NRF includes the following information:
-	SCP ID.
-	FQDN or IP address of SCP.
-	SCP capacity information.
-	SCP load information.
-	Location information for the SCP (see locality in 29.510 [58] clause 6.1.6.2.2).
-	SCP Set ID.
-	Served PLMN(s) (see plmnList in 29.510 [58] clause 6.1.6.2.2).
-	Serving scope (see servingScope in 29.510 [58] clause 6.1.6.2.2).
-	Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID.

In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):
-	PLMN level (the NRF is configured with information for the whole PLMN),
-	shared-slice level (the NRF is configured with information belonging to a set of Network Slices),
-	slice-specific level (the NRF is configured with information belonging to an S-NSSAI).
In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):
-	the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.
-	the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface.
2nd change
[bookmark: _Toc20150206][bookmark: _Toc27847014][bookmark: _Toc36188145]6.2.19	SCP
The Service Communication Proxy (SCP) includes one or more of the following functionalities. Some or all of the SCP functionalities may be supported in a single instance of an SCP:
-	Indirect Communication (see clause 7.1.1 for details).
-	Delegated Discovery (see clauses 7.1.1 and 6.3.1 for details).
-	Message forwarding and routing to destination NF/NF service.
-	Message forwarding and routing to a next hop SCP.
-	Communication security (e.g. authorization of the NF Service Consumer to access the NF Service Producer API), load balancing, monitoring, overload control, etc.
-	Optionally interact with UDR, to resolve the UDM Group ID/UDR Group ID/AUSF Group ID/PCF Group ID/CHF Group ID/HSS Group ID based on UE identity, e.g. SUPI or IMPI/IMPU (see clause 6.3.1 for details).
NOTE 1:	Communication security, e.g. authorization of the NF Service Consumer to access the NF Service Producer's API is specified in TS 33.501 [29].
NOTE 2:	Load balancing, monitoring, overload control functionality provided by the SCP is left up to implementation.
The SCP may be deployed in a distributed manner.
NOTE 3:	More than one SCP can be present in the communication path between NF Services.
SCPs can be deployed at PLMN level, shared-slice level and slice-specific level. It is left to operator deployment to ensure that SCPs can communicate with relevant NRFs.
The SCP shall be able to register its profile in the NRF.
3rd change
6.3.X	SCP discovery and selection
In both Communication models C and D defined in clause E.1, NF service consumer or SCP may discover and select a next hop SCP by querying the NRF.
The NF service consumer or SCP may use, for the discovery and selection, any attribute previously registered by the SCP in its profile in the NRF.
The NRF shall provide the registered SCP profiles matching the query.
NOTE: It is up to SCP implementation, deployment specific configuration and operator policies as to how the SCP will use information retrieved from the NRF to resolve the optimal route to a producer.
4th change
[bookmark: _Toc20150256][bookmark: _Toc27847064][bookmark: _Toc36188197]7.2.6	NRF Services
The following NF services are specified for NRF:
Table 7.2.6-1: NF Services provided by NRF
	Service Name
	Description
	Reference in TS 23.502 [3]

	Nnrf_NFManagement
	Provides support for register, deregister and update service to NF, NF services, SCP. Provide consumers and SCP with notifications of newly registered/updated/deregistered NF along with its NF services.
	5.2.7.2

	Nnrf_NFDiscovery
	Enables one NF service consumer or SCP to discover a set of NF instances with specific NF service or a target NF type. Also enables one NF service or SCP to discover a specific NF service. Also enables an NF service consumer or SCP to discover a next hop SCP.
	5.2.7.3

	Nnrf_AccessToken
	Provides OAuth2 2.0 Access Tokens for NF to NF authorization as defined in TS 33.501 [29].
	5.2.7.4
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