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Abstract of the contribution: It is proposed to discuss the issue on the ATSSS support in AMF
In SA2 #136, it was agreed that AMF provides the ATSSS support indication to UEs during registration procedure. As stated by the previous discussion paper (S2-2000341), the support of ATSSS can be different among PLMNs and/or part of network and this is a realistic assumption considering the deployment scenario of network operators.

Let’s assume that the network operator deploys two types of AMFs (or AMF sets) in a single PLMN, where one is supporting the ATSSS and the other one is not supporting ATSSS. This can happen when the network operator has multi-vendor deployment or is in the migration phase with new features.
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In this scenario, if an ATSSS-supporting UE is served by the AMF not supporting ATSSS, it will not be informed of the ATSSS support indicator during the registration. After that, the UE is not allowed to use any ATSSS feature possibly for a long time, since most of cases the network would not change the serving AMF for the UE.
Observation: If operator network has two types of AMFs (one is supporting ATSSS and the other one is not supporting ATSSS), UEs may not able to use ATSSS based on the AMF selection.

To cope with this, several solutions can be considered, for example,

· Option #1: SA2 introduces a solution to cope with this, e.g., supporting AMF selection during registration in consideration of ATSSS support

· Option #2: As an architecture assumption for the ATSSS, SA2 agrees that the AMF support of ATSSS should be homogeneous for a given PLMN

· Option #3: Use the network slicing which has been supported from rel-15, wherein any AMF (instances) in the ATSSS supporting slice support ATSSS feature

Option #1 may introduce protocol impacts in Rel-16. Option #2 is simple, but may restrict the freedom of deployment of operators. Option #3 may require network configuration, but solve the problem without restriction.
Proposal: In Rel-16, it is proposed to adopt option 3 in consideration of the impact to the specification. The further solution can be discussed in Rel-17.
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