Page 1



SA WG2 Meeting #S2-136
S2-19111871
18 - 22 November, 2019, Reno, Nevada, USA
(revision of S2-19xxxxx)
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.502
	CR
	1948
	rev
	-
	Current version:
	16.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	AMF query SMF for PCF ID

	
	

	Source to WG:
	China Telecom

	Source to TSG:
	SA2

	
	

	Work item code:
	TEI17/Release 17
	
	Date:
	2019-11-8

	
	
	
	
	

	Category:
	B
	
	Release:
	16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Enable the usage of same PCF for AMF and SMF under the situation of 4G to 5G mobility, the AMF may query SMF for PCF ID by using Nsmf_PDUSession_ContextRequest service

	
	

	Summary of change:
	Nsmf_PDUSession_ContextRequest service is enhanced as follow:

provide PCF ID as output, based on the input SM context type which indicate the PCF to be requrested. 


	
	

	Consequences if not approved:
	AMF can not get PCF ID from SMF.

	
	

	Clauses affected:
	5.2.8.2.10

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	


* * * * First change * * * *

5.2.8.2.10
Nsmf_PDUSession_ContextRequest service operation

Service operation name: Nsmf_PDUSession_ContextRequest.

Description: This service operation is used by the NF Consumer to request for SM Context (e.g. during EPS IWK, HO, SM Context transfer indication), or during mobility procedure with I-SMF changes or may be triggered by OAM.

Input, Required: SM Context ID, SM context type.
Input, Optional: Target MME Capability, PDU Session ID (include PDU Session ID when available).
Output, Required: One of the following:
-
SM Context Container.
-
Endpoint where SM Context can be retrieved.
-     ID of PCF selected for PDU session.
Output, Optional:Small Data Rate Control Status.
The SM context type indicates the type of SM context to be requrested, e.g. PDN Connection Context ,5G SM Context or both, PCF information. If the SM context type is PDN Connection Context, the SM Context included in the SM Context container is the PDN Connection Context. If the SM context type isboth, the SM Context included in the SM Context container includes both the PDN Connection Context and the 5G SM Context. If the SM context type is PCF information, the output shall be the PCF ID.
Table 5.2.8.2.10-1 illustrates the SM Context that may be transferred between I-SMF(s) or between V-SMF(s) in home-routed roaming case.

Table 5.2.8.2.10-1: SM Context that may be transferred between I-SMF(s) or between V-SMF(s)

	Field
	Description

	SUPI
	SUPI (Subscription Permanent Identifier) is the subscriber's permanent identity in 5GS.

	Trace reference
	Identifies a record or a collection of records for a particular trace.

	Trace type
	Indicates the type of trace

	OMC identity
	Identifies the OMC that shall receive the trace record(s).

	S-NSSAI
	The requested S-NSSAI for the serving PLMN to the PDU Session.

	HPLMN S-NSSAI
	Requested S-NSSAI for the HPLMN to the Home-Routed PDU Session

	Network Slice Instance id
	The network Slice Instance information for the PDU Session

	DNN
	The associated DNN for the PDU Session.

	AMF Information
	The associated AMF instance identifier and GUAMI.

	Access Type
	The current access type for this PDU Session.

	RAT Type
	RAT Type used by the UE.

	PDU Session ID
	The identifier of the PDU Session.

	H-SMF Information
	The associated H-SMF identifier and H-SMF address for the HR PDU Session.( applies only for a V-SMF)

	For each QoS Flow in the PDU Session:

	5G QoS Identifier (5QI)
	Identifier for the authorized QoS parameters for the service data flow.

	ARP
	The Allocation and Retention Priority for the service data flow consisting of the priority level, the pre-emption capability and the pre-emption vulnerability

	GFBR
	Guaranteed Flow Bit Rate (GFBR) - UL and DL

	MFBR
	Maximum Flow Bit Rate (MFBR) - UL and DL

	Priority Level
	Indicates a priority in scheduling resources among QoS Flows.

	Averaging Window 
	Represents the duration over which the guaranteed and maximum bitrate shall be calculated. 

	Maximum Data Burst Volume
	Denotes the largest amount of data that is required to be transferred within a period of 5G-AN PDB. 

	Reflective QoS Control 
	Indicates to apply reflective QoS for the SDF in the TFT.

	QoS Notification Control (QNC)
	Indicates whether notifications are requested from 3GPP RAN when the GFBR can no longer (or can again) be guaranteed for a QoS Flow during the lifetime of the QoS Flow.

	Maximum Packet Loss Rate
	Maximum Packet Loss Rate - UL and DL.

	Mapped EPS Bearer Context for Each QFI to support interworking with EPS:

	EPS Bearer Id
	An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN

	Mapped EPS Bearer QoS
	ARP, GBR, MBR, QCI.

	PGW-U tunnel Information
	PGW-U S5/S8 GTP-U tunnel IP address and TEID information.

	TFT
	Traffic Flow Template


Editor's note:
This table is known to be incomplete and to require updates. Some items listed in the table may be removed. This table requires also updates to cover all kind of SM contexts not limited to I-SMF and V-SMF.
* * * * End of changes * * * *
