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**** First Change ****
[bookmark: _Toc19197326]6.1.2.2.2	Distribution of the policies to UE
The UE access selection and PDU Session related policy control enables the PCF to provide UE access selection and PDU Session related policy information to the UE, i.e. UE policies, that includes either Access network discovery & selection policy (ANDSP) or UE Route Selection Policy (URSP) or both using Npcf and Namf service operations.
The PCF may be triggered to provide the UE access selection and PDU Session related policy information during UE Policy Association Establishment and UE Policy Association Modification procedures as defined in clause 4.16.11 and clause 4.16.12 of TS 23.502 [3].
NOTE 1:	The PCF can install a PCC Rule and activate start and stop of application detection in the SMF. When the same PCF is selected for SM policy association control and UE policy association control, THE reporting of start and stop of an application can trigger the installation or update of a URSP rule in the UE to send the application traffic to the PDU session as defined in the URSP rule.
Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc as defined in clause 6.2.1.2.
The PCF includes the UE access selection and PDU session related information delivered to the UE into a Policy Section identified by a Policy Section Identifier (PSI). The PCF may divide the UE access selection and PDU Session related policy information into different Policy Sections, each one identified by a PSI. Each Policy Section provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF. The PCF ensures that a Policy Section is under a predefined size limit, known by the PCF..
NOTE 2:	The size limit to allow the policy information to be delivered using NAS transport is specified in TS 29.507 [13]. The size limit is configured in the PCF.
A list of self-contained UE access selection and PDU Session related policy information implies that:
-	when the PCF delivers URSP rules to the UE, the PCF provides the list of URSP rules in the order of precedence and without splitting a URSP rule across Policy Sections;
-	when the PCF delivers WLANSP rules, the list of WLANSP rules are provided in the order of priority and without splitting a WLANSP rule across Policy Sections;
-	when the PCF delivers the non-3GPP access network selection information, the whole list of non-3GPP access network selection information (as defined in clause 6.6.1.1) is provided in one Policy Section.
It is up to PCF decision how to divide the UE access selection and PDU Session related policy information into Policy Sections as long as the requirements for the predefined size limit and the self-contained content (described above) are fulfilled.
NOTE 3:	The Policy Section list can be different per user. One PSI and its corresponding content can be the same for one or more users.
NOTE 4:	The PCF may, for example, assign the URSP as one whole Policy Section, or it may subdivide the information in the URSP into multiple Policy Sections by assigning one or several URSP rules to each Policy Section.
The PLMN ID is provided to the UE together with UE access selection or PDU Session related policy information and it is used to indicate which PLMN a Policy Section list belongs to.
The AMF forwards the UE access selection and PDU Session related policy information transparently to the UE. If the (H-)PCF decides to split the UE policies to be sent to the UE, the PCF provides multiple policy clauses separately to the AMF and then AMF uses UE configuration Update procedure for transparent UE policies delivery procedure to deliver the policies to the UE, this is defined in TS 23.502 [3] clause 4.2.4.3 and clause 4.16.
NOTE 5:	The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.
The UE updates the stored UE access selection and PDU Session selection policies with the one provided by the PCF as follows (details are specified in TS 24.501 [22]):
-	If the UE has no Policy Sections with the same PSI, the UE stores the Policy Section;
-	If the UE has an existing Policy Section with the same PSI, the UE replaces the stored Policy Section with the received information;
-	The UE removes the stored Policy Section if the received information contains only the PSI.
The UE keeps the received UE policies stored even when registering in another PLMN. The number of UE policies to be kept stored in the UE for PLMNs other than the HPLMN is up to UE implementation. If necessary, e.g. the number of UE policies stored in UE for PLMNs exceeds the maximum value, the UE may remove earlier stored UE policy in UE.
The ANDSP for VPLMN, if provided within the UE policy in the UE Configuration Update procedure described in TS 23.502 [3] clause 4.2.4.3, applies to the equivalent PLMN(s) indicated in the last received list of equivalent PLMNs in Registration Accept.
At Initial Registration or the Registration to 5GS when the UE moves from EPS to 5GS:
-	The UE provides the list of stored PSIs which identify the Policy Sections associated to the home PLMN and the visited PLMN (if the UE is roaming) that are currently stored in the UE. If USIM is changed, the UE does not provide any PSI. If no policies are stored in the UE for the home PLMN, the UE does not provide any PSI associated to the home PLMN. If the UE is roaming and has policies for the home PLMN but no associated policies for the visited PLMN the UE includes only the list of PSIs associated to the home PLMN. 
-	UE may indicate its ANDSP support to the PCF. If it is received, the PCF shall take it into account for the determination on whether to provide the ANDSP to the UE. The PCF does not provide ANDSP rules to the UE if the UE does not indicate support for ANDSP.
-	The UE may also provide the OSId.
The UE may trigger an Initial registration with the list of stored PSIs to request a synchronization for example if the UE powers up without USIM being changed.
During Initial Registration, the AMF may establish the UE Policy Association with the PCF based on the operator policy locally stored in the AMF.
NOTE 6: In non-roaming scenario, the operator policy can indicate whether the operator needs the UE policy delivery for the UE.
NOTE 7: In roaming scenario, the operator policy of the serving PLMN can also indicate whether the home operator needs the UE Policy delivery for the UE.
During Initial Registration, the (H-)PCF retrieves the list of PSIs and its content stored in the (H-)UDR for this SUPI while the V-PCF (in the roaming scenario) retrieves the list of PSIs and its content stored in the V-UDR for the PLMN ID of this UE (alternatively, the V-PCF can have this information configured locally).
NOTE 68:	The PSI list and content stored/configured for a PLMN ID can be structured according to e.g. location areas (e.g. TAs, PRAs). The V-PCF can then provide PSIs and its content only if they correspond to the current UE location.
In the roaming scenario, the V-PCF shall also forward any UE provided PSIs that are associated to the home PLMN to the H-PCF.
When the PCF (i.e. the (H-)PCF as well as the V-PCF) receives a list of PSIs associated to the PLMN of the PCF from the UE, the PCF compares the list of PSIs provided by the UE and the list of PSIs retrieved from the UDR. In addition, the PCF checks whether the list of PSIs provided by the UE or its content needs to be updated according to operator policies, e.g. change of Location and/or time. If the two lists of PSIs are different or an update is necessary according to operator policies (which includes the case that the UE did not provide a list of PSIs associated to the PLMN of the PCF), the PCF provides the changes in the list of PSIs or the corresponding content to the AMF which forwards them to the UE.
The (H-)PCF maintains the latest list of PSIs delivered to each UE as part of the information related to the Policy Association until the UE policy association termination request is received from the AMF. Then the (H-)PCF stores the latest list of PSIs and its contents in the (H-)UDR using the Nudr_DM_Update including DataSet "Policy Data" and Data Subset "Policy Set Entry".
The (H-)PCF may use the PEI provided by the AMF and/or the OSId provided by the UE, to determine the operating system of the UE.
If the PEI, the OSId or the indication of UE support for ANDSP is available to the PCF, the PCF stores them in the UDR using Nudr_DM_Create including DataSet "Policy Data" and Data Subset "UE context policy control data" when such information is received from the UE in the UE Policy Container.
If the (H-)PCF is not able to determine the operating system of the UE, and if the (H-)PCF requires to deliver URSP rules that contain Application ID as Traffic Descriptors, then the Traffic Descriptors of such URSP rules include multiple instances of Application IDs each associated to supported UE operating systems by the network operator implementation.
If the (H-)PCF determines the operating system of the UE and if the (H-)PCF requires to deliver URSP rules that contain Application ID as Traffic Descriptors, then the Traffic Descriptors of such URSP rules include the Application ID associated with the operating system determined by the PCF.
NOTE 79:	If the PCF does not take into account the received PEI and/or OSId then the PCF can send URSP rules containing application traffic descriptors associated to multiple operating systems.
**** Next Change ****

[bookmark: _Toc11173533]4.15.6.2	NEF service operations information flow




Figure 4.15.6.2-1: Nnef_ParameterProvision_Create / Nnef_ParameterProvision_uUpdate / Nnef_ParameterProvision_Delete request/response operations
0.	NF subscribes to UDM notifications of information updates.
0b.	[Conditional, on using NWDAF-assisted values] The AF may subscribe to NWDAF via NEF in order to learn the UE mobility analytics and/or UE Communication analytics for a UE or group of UEs by applying the procedure specified in TS 23.288 [50] clause 6.1.1.2. The Analytics Id is set to any of the values specified in TS 23.288 [50] clause 6.7.1.
0c.	[Conditional, on using NWDAF-assisted values] AF validates the received data and derives any of the Expected UE behaviour parameters defined in clause 4.15.6.3 for a UE or group of UEs.
1.	The AF provides one or more parameter(s) to be created or updated in a Nnef_ParameterProvision_Create or Nnef_ParameterProvision_Update or Nnef_ParameterProvision_Delete Request to the NEF.
	The GPSI identifies the UE and the Transaction Reference ID identifies the transaction request between NEF and AF. For the case of Nnef_ParameterProvision_Create, The NEF assigns a Transaction Reference ID to the Nnef_ParameterProvision_Create request.
	For a Create request associated with a 5G VN group, the Group External Group IDd identifies the 5G VN Group.
	The payload of the Nnef_ParameterProvision_Update Request includes one or more of the following parameters:
-	Expected UE Behaviour parameters (see clause 4.15.6.3), or
-	Network Configuration parameters (see clause 4.15.6.3a), or
-	External Group Id and 5G VN group data (i.e. 5G-VN configuration parameters) (see clause 4.15.6.3b), or
-	5G VN group membership management parameters (see clause 4.15.6.3c).
	The AF may request to delete 5G VN configuration by sending Nnef_ParameterProvision_Delete to the NEF.
2.	If the AF is authorised by the NEF to provision the parameters, the NEF requests to create, update and store, or delete the provisioned parameters as part of the subscriber data via Nudm_ParameterProvision_Create,  Nudm_ParameterProvision_Update Nudm_ParameterProvision_Createor Nudm_ParameterProvision_Delete Request message, the message includes the provisioned data and NEF reference ID.
	If the requester is not authorised to provision data, then the NEF continues in step 6 indicating the reason to failure in Nnef_ParameterProvision_Create/Update/Delete Response message. Step 7 does not apply in this case.
NOTE 1:	For non-roaming case and no authorisation or validation by the UDM required and if the request is not associated with a 5G VN group, the NEF can directly forward the external parameter to the UDR via Nudr_DM_Update Request message. And in this case, the UDR responds to NEF via Nudr_DM_Update Response message.
3.	UDM may read from UDR, by means of Nudr_DM_Query, corresponding subscriber information in order to validate required data updates and authorize these changes for this subscriber for the corresponding AF. UDM also checks whether the requestor is allowed to perform the requested service operation by checking requestor’s identifier (i.e. AF ID).
4.	If the AF is authorised by the UDM to provision the parameters for this subscriber, the UDM resolves the GPSI to SUPI, and requests to create, update or delete the provisioned parameters as part of the subscriber data via Nudr_DM_Create/Update/Delete Request message, the message includes the provisioned data.
	If a new 5G VN group is created, the UDM shall assign a unique Internal Group ID for the 5G VN group and include the newly assigned Internal Group ID in the Nudr_DM_Create Request message. In case the list of 5G VN group members is changed or in case 5G VN group parameters related with the connectivitry service of group members has changed, the UDM updates the User subscription according to the AF/NEF request.
	UDR stores the provisioned data as part of the subscription data and responds with Nudr_DM_Create/Update/Delete Response message.
	If the requester is not authorised to provision data, then the UDM continues in step 5 indicating the reason to failure in Nudm_ParameterProvision_Update Response message and step  7 is not executed.
	The UDM classifies the received parameters (i.e. Expected UE Behaviour parameters or the Network Configuration parameters or the 5G VN configuration parameters), into AMF-Associated and SMF-Associated parameters. The UDM may use the AF ID received from the NEF in step 2 to relate the received parameter with a particular subscribed DNN and/or S-NSSAI. The UDM stores the SMF-Associated parameters under corresponding Session Management Subscription data type.
	Each parameter or parameter set may be associated with a validity time. The validity time is stored at the UDM/UDR and in each of the NFs, to which parameters are provisioned (e.g. in AMF or SMF). Upon expiration of the validity time, each node deletes the parameters autonomously without explicit signalling.
5.	UDM responds the request with Nudm_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.
6.	NEF responds the request with Nnef_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.
7.	[Conditional this step occurs only after successful step 4] UDM notifies the subscribed Network Function (e.g., AMF) of the updated subscriber data via Nudm_SDM_Notification Notify message.
a)	If the NF is AMF, the UDM performs Nudm_SDM_Notification Nudm_SubscriberDataManagement (SDM)_Notification (SUPI, AMF-Associated parameters, etc.) service operation. The AMF identifies whether there are overlapping parameter set(s) and merges the parameter set(s), if necessary. The AMF uses the received AMF-Associated parameters to derive the appropriate UE configuration of the NAS parameters and to derive Core Network assisted RAN parameters. The AMF may determine a Registration area based on parameters Stationary indication or Expected UE Moving Trajectory.
b)	If the NF is SMF, the UDM performs Nudm_SDM_Notification Nudm_SubscriberDataManagement (SDM)_Notification (SUPI, SMF-Associated parameter set, DNN/S-NSSAI, etc.) service operation.
	The SMF stores the received SMF-Associated parameters and associates them with a PDU Session based on the DNN and S-NSSAI included in the message from UDM. The SMF identifies whether there are overlapping parameter set(s) and merges the parameter set(s), if necessary. The SMF may uses the SMF-Associated parameters as follows:
-	SMF configures the UPF accordingly. The SMF can use the Scheduled Communication Type parameter or Suggested Number of Downlink Packets parameter to configure the UPF with how many downlink packets to buffer. The SMF may use the parameter Communication duration time to determine to deactivate UP connection and to perform CN-initiated selective deactivation of UP connection of an existing PDU Session.
-	The SMF may derive SMF derived CN assisted RAN information for the PDU Session. The SMF provides the SMF derived CN assisted RAN information to the AMF as described in PDU Session establishment procedure or PDU Session modification procedure.
NOTE 2:	The NEF (in NOTE 1) or the UDM (in step 3) can also update the corresponding UDR data via Nudr_DM_Create/Delete as appropriate.

**** Next Change ****

[bookmark: _Toc11173536]4.15.6.3b	5G VN group data
The 5G VN group data is described in Table 4.15.6.3b-1.
Table 4.15.6.3b-1: Description of 5G VN group data
	Parameters
	Description

	DNN
	DNN for the 5G VN group

	S-NSSAI
	S-NSSAI to for the 5G VN group's communication session

	PDU Session Type
	PDU Session Types allowed for 5G VN group's communication session

	Application descriptor
	The may be multiple instances of this information; this information may be used to build URSP sent to 5G VN group members



Editor’s Note: Where Application descriptor is stored and how this impact on the URSP delivery procedure is FFS.
The information described in Table 4.15.6.3b-1 corresponds to 5G VN group data that an AF may provide together with External Group ID.

**** Next Change ****
[bookmark: _Toc11173537]4.15.6.3c	5G VN Group membership management parameters
5G VN group membership management parameters that an AF may provide are described in Table 4.15.6.3c-1.
Table 4.15.6.3b-1: Description of 5G VN Group membership management parameters
	Parameters
	Description

	List of GPSI
	List of 5G VN Group members, each member is identified by GPSI

	External Group ID
	A identifier for 5G VN group




**** Next Change ****
[bookmark: _Toc11173741][bookmark: _Toc5029511]5.2.3.1	General
The following table illustrates the UDM Services and Service Operations.
Table 5.2.3-1: NF services provided by UDM
	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Subscriber Data
	Get
	Request/Response
	AMF, SMF, SMSF

	Management
	Subscribe
	Subscribe/Notify
	AMF, SMF, SMSF

	(SDM)
	Unsubscribe
	Subscribe/Notify
	AMF, SMF, SMSF

	
	Notification
	Subscribe/Notify
	AMF, SMF, SMSF

	
	Info
	Request/Response
	AMF

	
	Update
	Request/Response
	NEF

	UE Context
	Registration 
	Request/Response
	AMF, SMF, SMSF

	Management
	DeregistrationNotification
	Subscribe/Notify
	AMF

	(UECM)
	Deregistration
	Request/Response
	AMF, SMF, SMSF

	
	Get
	Request/Response
	NEF, SMSF, GMLC

	
	Update
	Request/Response
	AMF, SMF

	
	PCscfRestoration
	Subscribe/Notify
	AMF, SMF

	UE
	Get
	Request/Response
	AUSF

	Authentication
	ResultConfirmation
	Request/Response
	AUSF

	EventExposure
	Subscribe
	Subscribe/Notify
	NEF (NOTE)

	
	Unsubscribe
	
	NEF (NOTE)

	
	Notify
	
	NEF (NOTE)

	Parameter Provision
	Update
	Request/Response
	NEF

	
	Create
	Request/Response
	NEF

	
	Delete
	Request/Response
	NEF

	NIDDAuthorisation
	Get
	Request/Response
	NEF

	
	UpdateNotify
	Subscribe/Notify
	NEF

	NOTE:	Other NFs are allowed to consume the service based on roaming agreement or operator policy.




**** Next Change ****


[bookmark: _Toc11173766]5.2.3.6	Nudm_ParameterProvision service
[bookmark: _Toc11173767]5.2.3.6.1	General
This service is for allowing NEF to provision of information which can be used for the UE in 5GS.
[bookmark: _Toc11173768]5.2.3.6.2	Nudm_ParameterProvision_Update service operation
Service operation name: Nudm_ParameterProvision_Update.
Description: The consumer updates the UE related information (e.g., Expected UE Behaviour, Network Configuration parameters) or 5G VN group related information (5G VN group data, 5G VN membership management).
Inputs (required): GPSI, AF ID, Transaction Reference ID(s).
Inputs (optional): GPSI, External Group ID, Aat least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters or 5G VN group related information, Validity Time.
Outputs (required): Transaction Reference ID(s), Operation execution result indication.
Outputs (optional): Transaction specific parameters, if available.
[bookmark: _Toc11173769]5.2.3.6.3	Nudm_ParameterProvision_Create service operation
Service operation name: Nudm_ParameterProvision_Create
Description: The consumer creates a 5G VN group related information (e.g., 5G VN group data, 5G VN membership management)the UE related information (e.g., Expected UE Behaviour, Network Configuration parameters).
Inputs (required): GPSI, AF ID, Transaction Reference ID(s).
Inputs (optional): At least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters, Validity Time.
Inputs (optional): GPSI, External Group ID, Ffor 5G VN group creation, External Group ID, 5G VN group group related informationconfiguration.
Outputs (required): Transaction Reference ID(s), Operation execution result indication.
Outputs (optional): Transaction specific parameters, if available; Internal Group ID if the inputs include a new 5G VN configuration.
[bookmark: _Toc11173770]5.2.3.6.4	Nudm_ParameterProvision_Delete service operation
Service operation name: Nudm_ParameterProvision_Delete
Description: The consumer deletes a 5G VN groupthe UE related information (e.g., Expected UE Behaviour, Network Configuration parameters).
Inputs (required): GPSI, AF ID, Transaction Reference ID(s).
Inputs (optional): GPSI, External Group ID, for 5G VN group deletion, External Group IDAt least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters, Validity Time.
Outputs (required): Transaction Reference ID(s), Operation execution result indication.
Outputs (optional): None.

**** Next Change ****

[bookmark: _Toc11173819]5.2.6.1	General
The following table shows the NEF Services and Service Operations:
Table 5.2.6.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF, NWDAF

	
	Unsubscribe
	
	AF, NWDAF

	
	Notify
	
	AF, NWDAF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_MSISDN-less_MO_SMS
	Notify
	Notify
	AF

	Nnef_ServiceParameter
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_APISupportCapability
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	Subscribe/Notify
	AF

	
	Notify
	Subscribe/Notify
	AF

	Nnef_NIDDConfiguration
	Create
	Request/Response
	AF

	
	TriggerNotify
	Subscribe/Notify
	AF

	
	UpdateNotify
	Subscribe/Notify
	AF

	
	Delete
	Request/Response
	AF

	Nnef_NIDD
	Delivery
	Request/Response
	AF, SMF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_SMContext
	Create
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	
	DeleteNotify
	Subscribe/Notify
	SMF

	Nnef_AnalyticsExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	
	Fetch
	Request/Response
	AF

	Nnef_NetworkStatus
	Request
	Subscribe/Notify
	AF

	
	Report
	Subscribe/Notify
	AF

	Nnef_UCMFProvisioning
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ECRestriction
	Get
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ApplyPolicy
	Create
	Request/Response
	AF



Editor's note:	Detailed description for Nnef_NetworkStatus service is FFS.

**** Next Change ****

[bookmark: _Toc11173834]5.2.6.4	Nnef_ParameterProvision service
[bookmark: _Toc11173835]5.2.6.4.1	General
This service is for allowing external party to provision of information which can be used for the UE in 5GS.
[bookmark: _Toc11173836]5.2.6.4.2	Nnef_ParameterProvision_Update service operation
Service operation name: Nnef_ParameterProvision_Update
Description: The consumer updates the UE related information (e.g., Expected UE Behaviour, Network Configuration parameters) or 5G VN Group related information (e.g., 5G VN group data, 5G VN membership management).
Inputs (required): GPSI, AF ID, Transaction Reference ID.
Inputs (optional): GPSI, External Group ID Aat least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters or 5G VN related information, Validity Time.
Outputs (required): Operation execution result indication.
Outputs (optional): Transaction specific parameters, if available.
[bookmark: _Toc11173837]5.2.6.4.3	Nnef_ParameterProvision_Create service operation
Service operation name: Nnef_ParameterProvision_Create
Description: The consumer creates a 5G VN groupthe UE related information (e.g., Expected UE Behaviour, Network Configuration parameters).
Inputs (required): GPSI, AF ID, Transaction Reference ID.
Inputs (optional): At least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters, Validity Time
Inputs (optional): GPSI, External Group ID, Ffor 5G VN group creation, External Group ID, 5G VN group Group related information (e.g., 5G VN group data, 5G VN membership management)configuration.
Outputs (required): Operation execution result indication.
Outputs (optional): Transaction specific parameters, if available.
[bookmark: _Toc11173838]5.2.6.4.4	Nnef_ParameterProvision_Delete service operation
Service operation name: Nnef_ParameterProvision_Delete
Description: The consumer deletes a 5G VN group the UE related information (e.g., Expected UE Behaviour, Network Configuration parameters).
Inputs (required): GPSI, AF ID, Transaction Reference ID.
Inputs (optional): External Group ID At least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters.
Outputs (required): Operation execution result indication.
Outputs (optional): None.

**** End of Changes ****
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