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	Reason for change:
	5G VN group communication supports packet forwarding between a UE (group member) and a device on the DN. The SMF and UPF uses a PDR containing a match-all packet filter to detect such packets. So these packets are treated as the packets with unknown destination address, the SMF can not realize the control of N6-based traffic forwarding in fact.

	
	

	Summary of change:
	By means of AF request, the AF can influence the N6-based forwading of a 5G VN group.

	
	

	Consequences if not approved:
	The SMF can not realize the control of N6-based traffic forwarding
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc20204543][bookmark: _Toc11173850]5.2.6.7.2	Nnef_TrafficInfluence_Create operation
Service operation name: Nnef_TrafficInfluence_Create
Description: Authorize the request and forward the request for traffic influence.
Inputs (required): AF Transaction Id.
The AF Transaction Id refers to the request.
Inputs (optional): The address (IP or Ethernet) of the UE if available, GPSI if available, DNN if available, S-NSSAI if available, External Group Identifier if available, application identifier or traffic filtering information, AF-Service-Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, Indication for handling traffic with unknown destination address, Indication of application relocation possibility, Indication of UE IP address preservation, Early and/or late notifications about UP path management events, Temporal validity condition and Spatial validity condition as described in TS 23.501 [2], clause 5.6.7.
Outputs (required): Operation execution result indication.
Outputs (optional): None.
* * * * End of changes * * * *


