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Abstract of the contribution: This paper proposes a solution to address the Key Issue #3: Support of IMS voice and emergency services for SNPN.
Discussion
The Key Issue #3: Support of IMS voice and emergency services for SNPN includes the following two points to be solved:
-
Study the architectural impacts for support of IMS voice and emergency services offered by SNPN;

-
Study whether basic IMS functionality for SNPN via 3GPP access requires any specification changes to enable non-IMSI based IMPI usage over 3GPP access.
For the first one, the SNPN will need to be able to offer IMS services. IMS is generic and support various accesses, but there are restrictions as e.g. described by the following statements from TS 23.228:
"An ISIM application shall securely store one Private User Identity. For UEs supporting only non-3GPP accesses, if neither ISIM nor USIM is present, but IMC is present, the Private User Identity shall be stored in IMC. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application or IMC.
An ISIM application shall securely store at least one Public User Identity. For UEs supporting only non-3GPP accesses, if neither ISIM nor USIM is present, but IMC is present, the Public User Identity shall be stored in IMC. It shall not be possible for the UE to modify the Public User Identity, but it is not required that all additional Public User Identities be stored on the ISIM application or IMC.
An ISIM application shall securely store the home domain name of the subscriber. For UEs supporting only non-3GPP accesses, if neither ISIM nor USIM is present, but IMC is present, the home domain name shall be stored in IMC. It shall not be possible for the UE to modify the information from which the home domain name is derived.
Currently it is required that at least one Public User Identity shall be stored in the ISIM application or, for UEs supporting only non-3GPP accesses, in the IMC, if IMC is present. In case the user/operator wants to prevent this Public User Identity from being used for IMS communications, it shall be possible to do so in the network without affecting the ISIM application or IMC directly.

In case an UE is registering in the IMS without ISIM or, for UEs supporting only non-3GPP accesses, without IMC, it shall require the network's assistance to register at least one Public User Identity, which is used for session establishment & IMS signalling. Implicit registration shall be used as part of a mandatory function for these ISIM-less or IMC-less UEs to register the Public User Identity(s).

Any ISIM or, for UEs supporting only non-3GPP accesses and containing IMC, any IMC related architectural requirements would be studied as part of overall IMS Messaging.

The IMC is defined in TS 21.905 as follows:

"IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology.. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present."

Observation 1: IMS allows only access without ISIM/USIM for UEs not supporting 3GPP access.

Proposal: As to enable IMS support for NPN, IMC is allowed to be used also for UEs accessing IMS of an SNPN using 3GPP access.

Proposal

Add the following solution to TR 23.700-07.
*** BEGIN CHANGES ***
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3
Definitions of terms, symbols and abbreviations

3.1
Terms

For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

3.2
Symbols

Void.
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

IMC
IMS Credentials

*** NEXT CHANGE ***
6.X
Solution #X: IMS support for SNPN 

6.X.1
Introduction


The solution address key issue #3.

The solution principle are to allow IMS and an IMC to be used for UEs accessing IMS of an SNPN.
6.X.2
Functional Description


IMS assumes an ISIM or USIM is used when the UE supports 3GPP access, but for support of SNPN the UE is not required to support USIM/ISIM. Therefore, the IMS is enhanced to allow usage of an IMC when UE is accessing IMS of an SNPN using 3GPP access.
6.X.3
Procedures


The procedures using ISIM or USIM are to be updated to allow usage of IMC e.g. storage of Private User Identity, Public User Identity and home domain name.
6.X.4
Impacts on existing entities and interfaces


UE and IMS: allowing access towards IMS from an SNPN accessed using 3GPP access with an IMC (TS 23.228 [x] is updated accordingly). 
*** END CHANGES ***
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