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The following figure is seen in TR 22.825.
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From TS 22.125, Annex A, we see the following:-
A.1
UAS Reference Model in 3GPP ecosystem
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Figure B.1-1: UAS model in 3GPP ecosystem.

In the UAS reference model:

-
an UAS is composed by one UAV controller and one or more UAV(s)

-
UAVs are connected over cellular connectivity
-
a UAV may be controlled by a UAV controller connected via the 3GPP mobile network

-
a UAV may be controlled by a UAV controller not connected via the 3GPP mobile network, using a C2 interface not in 3GPP scope

-
a UAV controller connected via the 3GPP mobile network may control one or more UAV(s)

-
the UAS exchanges application data traffic with a UTM

And given in TS 22.125, clause 5.1 for general requirements there are at least these requirements.
5.1
General

[R-5.1-001] The 3GPP system should enable UTM to associate the UAV and UAV controller, identify them as a UAS. 

[R-5.1-002] The 3GPP system shall be able to provide UTM with the identity/identities of a UAS.

…..

[R-5.1-016] The 3GPP system shall support the UAS identification and subscription data which can differentiate the UAS with UAS-capable UE and the UAS with non-UAS-capable UE. 

From the above one can draw the following observations:-

-
the 3GPP mobile network can support one or more UAS;
-
each UAS has its own identity and consist of components of one UAV controller and one or more UAVs, all of whom have their own globally unique remote identity;
-
UAVs and UAV controllers connected through the 3GPP mobile network are networked UAVs and networked UAV controllers. Non-networked UAVs and non-networked UAV controllers are out of scope of the 3GPP system.
-
each networked component of a UAS is considered an individual UE;

-
networked UAVs or networked UAV controllers or both can be added to a UAS or remove from a UAS, but each networked UAV or networked UAV controller can belong to only one UAS.

We propose that these observations be included as architecture assumptions within TR 23.754.
Proposal

It is proposed to include the following in the TR 23.754 for the study on UAS
* * * Start of Change * * * *

4
Architectural Requirements and Assumptions
Editor's note:
This clause will list general architectural assumptions and principles for this study.
4.1
Architectural Requirements
Editor's note:
This clause will list general architectural assumptions and principles for this study.
4.2
Architectural Assumptions
The following architectural assumptions apply about the UAS:

i)
the 3GPP mobile network can support one or more UAS;
ii)
each UAS has its own identity and consist of components of one UAV controller and one or more UAVs, all of whom have their own globally unique remote identity;
iii)
UAVs and UAV controllers connected through the 3GPP mobile network are networked UAVs and networked UAV controllers. Non-networked UAVs and non-networked UAV controllers are out of scope of the 3GPP system;
iv)
each component of a UAS is considered an individual UE;
v)
networked UAVs or networked UAV controllers or both can be added to a UAS or remove from a UAS, but each networked UAV or networked UAV controller can belong to only one UAS.
* * * End of Change * * * *
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1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



