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	Reason for change:
	Clause 5.30.2.3 states that the SUPIs for SNPNs contain a network-specific identifier; clause 5.9.2 does however not list network-specific identifiers as applicable to SNPNs.

Clause 5.30.2.3 does currently not mention that the network-specific identifier used for registering with SNPNs can also be based on an IMSI (see also TS 23.122 CR#0464).
Clause 5.30.2.3 also contains the following statement about NAIs used as network-specific identifiers for SNPNs: "The realm part of the NAI may include the NID of the SNPN". However, given that the realm part of a NAI can be any type of string conforming with IETF RFC 7542, this statement is obsolete.

	
	

	Summary of change:
	Clarify in clause 5.9.2 that network-specific identifiers apply also to SNPNs.

Clarify in clause 5.30.2.3 that the network-specific identifier used for registering with SNPNs can also be based on an IMSI. Remove the statement that NAI realm part may include a NID. In addition correct the clause number in the reference to TS 23.003.

	
	 

	Consequences if not approved:
	Use of IMSI-based network-specific identifiers not supported for SNPNs.
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FIRST CHANGE
5.9.2
Subscription Permanent Identifier

A globally unique 5G Subscription Permanent Identifier (SUPI) shall be allocated to each subscriber in the 5G System and provisioned in the UDM/UDR. The SUPI is used only inside 3GPP system, and its privacy is specified in TS 33.501 [29].
The SUPI may contain:

-
an IMSI as defined in TS 23.003 [19], or

-
a network-specific identifier, used for private networks and SNPNs as defined in TS 22.261 [2].

-
a Line Id and an operator identifier of the operator administrating the Line ID value, used for supporting FN-BRGs, as further described in TS 23.316 [84], or

-
a HFC_Identifier and an operator identifier of the operator administrating the HFC_Identifier value, used for supporting FN-CRGs and 5G-CRG, as further described in TS 23.316 [84].

A SUPI containing a network-specific identifier shall take the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in TS 23.003 [19].
When UE needs to indicate its SUPI to the network (e.g. as part of the Registration procedure), the UE provides the SUPI in concealed form as defined in TS 23.003 [19].

In order to enable roaming scenarios, the SUPI shall contain the address of the home network (e.g. the MCC and MNC in the case of an IMSI based SUPI).

For interworking with the EPC, the SUPI allocated to the 3GPP UE shall always be based on an IMSI to enable the UE to present an IMSI to the EPC.

The usage of SUPI for W-5GAN is further specified TS 23.316 [84].

FIRST CHANGE
5.30.2.3
UE configuration and subscription aspects

An SNPN-enabled UE is configured with subscriber identifier (SUPI) and credentials for each subscribed SNPN identified by the combination of PLMN ID and NID.

A subscriber of an SNPN is identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in TS 23.003 [19] clause 28.7.2. The network-specific identifier that takes the form of a NAI may also be based on an IMSI (see TS 23.122 [17] clause 4.9.3.0).
An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.

Emergency services are not supported in SNPN access mode.

NOTE 1:
Voice support with emergency services in SNPN access mode is not specified in this release.

If a UE is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs. A UE not set to operate in SNPN access mode performs PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17]. For a UE capable of simultaneously connecting to an SNPN and a PLMN, the setting for operation in SNPN access mode is applied only to the Uu interface for connection to the SNPN. Annex D.4 provides more details.

NOTE 2:
Details of activation and deactivation of SNPN access mode are up to UE implementation.
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