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FIRST CHANGE
5.8.2.13.3
Support for broadcast traffic forwarding of a 5G VN

When the UPF receives a broadcast packet of a 5G VN group from N19 or N6, it shall distribute it to all 5G VN group members connected to this UPF. When the UPF receives a broadcast packet from a UE (source UE) via PDU Session associated with a 5G VN group, it shall distribute it to:

-
All 5G VN group members (except the source UE) connected to this UPF via local switch, and

-
All 5G VN group members connected to other UPFs via N19-based forwarding, and

-
The devices on the DN via N6-based forwarding.

To enable broadcast traffic forwarding of a 5G VN group in a UPF, the following applies:

-
The SMF provides group-level N4 Session and each 5G VN group member' N4 Session with the PDR that detect the broadcast packet sent via "internal interface". When UPF receives the broadcast packets sent via "internal interface", it matches the broadcast packet against all PDRs installed at the "internal interface". A successful matching with a PDR that detect the broadcast packet instructs the UPF to continue the lookup of the other PDRs without higher precedence. A matching PDR that detects the broadcast packet shall instruct the UPF to duplicate the broadcast packet and perform processing (using associated FAR, URR, QER) on the copy instead of the original packet if the broadcast packet satisfies the packet replication information, otherwise the PDR instructs the UPF to skip the processing of the broadcast packet.

-
The broadcast packets received from N19 or N6 are forwarded to the UPF internal interface together with a N19 or N6 indication, GTP-U header can carry the N19 or N6 indication.

-
The SMF provides for each 5G VN group member' N4 Session (i.e. N4 session corresponding to PDU Session) the following N4 rules that enable the processing of broadcast packets towards this UE.

-
in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", Destination Address set to the broadcast address, the Packet replication information set to the IP/MAC address (es) of this 5G VN group member, and the indication to carry on matching; and

-
in order to forward the traffic, a FAR containing Outer Header Creation indicating the PDU Session tunnel information, and Destination Interface set "access side".

-
The SMF configures the group-level N4 Session for processing packets received from a N19 tunnel with the following N4 rules for each N19 tunnel.

-
in order to detect the traffic, a PDR containing Source Interface set to "core side", Destination Address set to the broadcast address, and CN Tunnel Information set to N19 tunnel header (i.e., N19 GTP-U TEID); and

-
in order to forward the traffic, a FAR containing Destination Interface set to "5G VN internal", Outer Header Creation with the N19 indication.

-
The SMF provides for the group-level N4 Session the following N4 rules that enable the processing of broadcast packets towards the other UPFs.

-
in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", Destination Address set to the broadcast address, the Packet replication information set to the N19 indication, and the indication to carry on matching; and

-
in order to forward the traffic to each involved UPF via the corresponding N19 tunnel, a FAR containing "Duplication" instruction, Outer Header Creation indicating the N19 tunnel information, Destination Interface set to "core side".

-
The SMF configures the group-level N4 Session for processing packets received from N6 with the following N4 rules.
-
in order to detect the traffic, a PDR containing Source Interface set to "core side", and Destination Address set to the broadcast address; and

-
in order to forward the traffic, a FAR containing Destination Interface set to "5G VN internal", Outer Header Creation with the N6 indication.

-
The SMF provides for the group-level N4 Session the following N4 rules that enable the processing of broadcast packets towards N6.

-
in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", a match-all packet filter, and the Packet replication information set to the N6 indication; and

-
in order to forward the traffic to N6, a FAR containing Destination Interface set to "core side".


NEXT CHANGE
5.8.2.13.X
Support for multicast traffic forwarding of a 5G VN

When the UPF receives a multicast packet of a 5G VN group from N19 or N6, it shall distribute it to the 5G VN multicast group members connected to this UPF. When the UPF receives a multicast packet from a UE (source UE) via PDU Session associated with a 5G VN group, it shall distribute it to 
-
All 5G VN multicast group members (except the source UE) connected to this UPF via local switch, and

-
All 5G VN multicast group members connected to other UPFs via N19-based forwarding, and 
-
The 5G VN multicast group members devices on the DN via N6-based forwarding.

To enable multicast traffic forwarding of a 5G VN group in a UPF, the following applies:
-
The SMF provides group-level N4 Session and each 5G VN group member' N4 Session with the PDR that detect the multicast packet sent via “internal interface”. When UPF receives the multicast packets sent via “internal interface”, it matches the multicast packet against all PDRs installed at the “internal interface”. A successful matching with a PDR that detect the bmulticast packet instructs the UPF to continue the lookup of the other PDRs without higher precedence. A matching PDR that detects the multicast packet shall instruct the UPF to duplicate the multicast packet and perform processing (using associated FAR, URR, QER) on the copy instead of the original packet if the multicast packet satisfies the packet replication information, otherwise the PDR instructs the UPF to skip the processing of the multicast packet.

-
The multicast packets received from N19 or N6 are forwarded to the UPF internal interface together with a core side indication, GTP-U header can carry the core side indication.
-
The SMF provides for each 5G VN group member' N4 Session (i.e. N4 session corresponding to PDU Session) the following N4 rules that enable the processing of multicast packets towards this UE.

-
in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", Destination Address set to the multicast address, the Packet replication information does not set to the IP/MAC address (es) of this 5G VN group member, and the indication to carry on matching; and

-
in order to forward the traffic, a FAR containing Outer Header Creation indicating the PDU Session tunnel information, and Destination Interface set "access side".

-
The SMF configures the group-level N4 Session for processing multicast packets received from a N19 tunnel with the following N4 rules for each N19 tunnel.

-
in order to detect the traffic, a PDR containing Source Interface set to "core side", Destination Address set to the multicast address, and CN Tunnel Information set to N19 tunnel header (i.e., N19 GTP-U TEID) ; and

-
in order to forward the traffic, a FAR containing Destination Interface set to "5G VN internal", Outer Header Creation with the core side indication.
-
The SMF provides for the group-level N4 Session the following N4 rules that enable the processing of multicast packets towards the other UPFs.

-
in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", Destination Address set to the multicast address, the Packet replication information set to the core side indication (i.e. if match, stop subsequent processing), and the indication to carry on matching; and

-
in order to forward the traffic to each involved UPF via the corresponding N19 tunnel, a FAR containing “Duplication” instruction, Outer Header Creation indicating the selected N19 tunnel information, Destination Interface set to "core side".
-
The SMF configures the group-level N4 Session for processing packets received from N6 with the following N4 rules.

-
in order to detect the traffic, a PDR containing Source Interface set to "core side", and Destination Address set to the multicast address; and

-
in order to forward the traffic, a FAR containing Destination Interface set to "5G VN internal", Outer Header Creation with the core side indication..

-
The SMF provides for the group-level N4 Session the following N4 rules that enable the processing of multicast packets towards N6.

-
in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", a match-all packet filter, and the Packet replication information set to the core side indication (i.e. if match, stop subsequent processing); and

-
in order to forward the traffic to N6, a FAR containing Destination Interface set to "core side".

END OF CHANGES
