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· Remove Session TMBR and UE TMBR.
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· The Session AMBR value for a MA PDU session is set taking into account the availability of both accesses.
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[bookmark: _Toc5029344][bookmark: _Toc10061849][bookmark: _Hlk10544640]FIRST CHANGE
[bookmark: _Toc19107058][bookmark: _Toc10061867]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.501 [2], TS 23.502 [3] and TS 23.503 [4] apply. An abbreviation defined in TS 23.501 [2], TS 23.502 [3] or TS 23.503 [4] takes precedence over the same abbreviation, if any, in any other specifications.
5G-RG	5G Residential Gateway
5G-BRG	5G Broadband Residential Gateway
5G-CRG	5G Cable Residential Gateway
ACS	Auto-Configuration Server
FN-RG	Fixed Network RG
FN-BRG	Fixed Network Broadband RG
FN-CRG	Fixed Network Cable RG
L-W-CP	Legacy Wireless access Control Plane Protocol
L-W-UP	Legacy Wireless access User Plane Protocol
RG	Residential Gateway
RG-LWAC	RG Level Wireline Access Characteristics
TMBR	Total Maximum Bit Rate
USP	User Services Platform
W-5GAN	Wireline 5G Access Network
W-5GCAN	Wireline 5G Cable Access Network
W-5GBAN	Wireline BBF Access Network
W-CP	Wireline access Control Plane protocol
W-UP	Wireline access User Plane protocol

Next Change
[bookmark: _Toc19107083]4.5.1.1	Total Maximum Bit Rates
For wireline access networks (W-5GAN) that do not provide dynamic resource reservation, the GBR QoS flows cannot be catered for independently of non-GBR flows. In such W-5GANs, the aggregate bitrate need to reflect both GBR and non-GBR flows instead.  These reflect the characteristics of the wireline access provided for the 5G-RG or FN-RG.
The subscribed session-AMBR value is a subscription parameter defined in TS 23.501 [22] retrieved by the SMF from UDM. There is a subscribed session-AMBR value for a 5G-RG or FN-RG in UDM. The SMF may use it or use the authorized session-AMBR received from the PCF. The PCF may set different values for a PDU session over W-5GAN or over 3GPP access, for example the authorized session-AMBR may be set equal to the UE-AMBR for a PDU session established over W-5GAN, this will avoid discarding packets in the UPF that may have been forwarded and treated in the WG-5GAN.
· Each PDU Session of a 5G-RG or FN-RG may be associated with the following aggregate rate limit QoS parameter, when using a wireline access network (W-5GAN):
-	per Session Total Maximum Bit Rate (Session-TMBR).
The subscribed Session-TMBR is a subscription parameter which is retrieved by the SMF from UDM. When received, the SMF shall use the subscribed Session-TMBR, which is signalled to the appropriate UPF entity/ies to the UE and to the W-5GAN. The Session-TMBR limits the aggregate bit rate that can be expected to be provided across all GBR and Non-GBR QoS Flows for a specific PDU Session. The Session-TMBR is measured over a TMBR averaging window which is an operator specific value.
The UE subscription data parameters for Session-TMBR are defined in clause 8.1.1.

Next Change
[bookmark: _Toc19107167]7.5	User Profile management procedures
When 5G-RG or FN-RG is used, comparing to TS 23.502 [3] clause 4.5, the differences for User Profile management procedures are shown as below:
-	The UE in TS 23.502 [3] clause 4.5 is replaced by 5G-RG or FN-RG.
-	When 5G-RG or FN-RG is connected via W-5GAN, steering of roaming information is not applicable, since roaming is not supported.
-	The SMF updates 5G-RG context and FN-RG context stored at W-AGF to modify the subscribed Session-MBR.
-	The AMF updates 5G-RG context and FN-RG context stored at W-AGF to modify the RG Level Wireline Access Characteristics.
[bookmark: _Hlk20387510]Next Change
[bookmark: _Toc19107188]8.1.1	Nudm_SubscriberDataManagement (SDM) Service
[bookmark: _Toc19107189]8.1.1.1	General
In addition to the Subscription data types used in the Nudm_SubscriberDataManagement Service, as defined in Table 5.2.3.3.1-1 of TS 23.502 [3], the additional data types defined in Table 8.1.1.1-1 below are applicable for RGs connected to 5GC via W-5GAN.
Table 8.1.1.1-1: Wireline access specific UE Subscription data types
	Subscription data type
	Field
	Description

	Access and Mobility Subscription data (data needed for UE Registration and Mobility Management)
	RG Level Wireline Access Characteristics
	The RG level Wireline Access Characteristics parameter provides QoS information for the W-AGF, as defined in clause 4.5.1.2. This parameter is handled by the UDM as a transparent container.

	Session Management Subscription data (data needed for PDU Session Establishment)
	Subscribed-Session-TMBR
	The maximum aggregated uplink and downlink MBRs to be shared across all GBR and Non-GBR QoS Flows in each PDU Session, which are established for the DNN, S-NSSAI. Applicable only for the wireline access network for a 5G-RG or FN-RG, as defined in clause 4.4.x.1.


[bookmark: _Toc19107140]
Next Change
7.2.2.1	5G-RG Service Request procedure via W-5GAN Access
The Service Request procedure via W-5GAN shall be used by a 5G-RG in CM-IDLE state over W-5GAN to request the re-establishment of the NAS signalling connection and the re-establishment of the user plane for all or some of the PDU Sessions which are associated to non-3GPP access.
NOTE 1:	For a W-5GAN access, the Service Request procedure is never a response to a Paging.
The Service Request procedure via W-5GAN shall be used by a 5G-RG in CM-CONNECTED state over wireline access to request the re-establishment of the user plane for one or more PDU Sessions which are associated to non-3GPP access.


Figure 7.2.2.1-1: UE Triggered Service Request procedure via W-5GAN
Editor's note:	EAP-5G is assumed to be used during authentication but need to be verified with BBF/CableLabs.
1.	The 5G-RG connects to a W-5GAN with procedures outside the scope of 3GPP and creates an initial not authenticated W-CP EAP connection. This connection shall support EAP messages transfer between 5G-RG and W-AGF.
2.	The W-AGF sends an EAP-Request/5G-Start packet over the W-CP connection. The EAP-Request/5G-Start packet informs the 5G-RG to initiate an EAP-5G session, i.e. to start sending NAS messages encapsulated within EAP-5G packets.
3.	The 5G-RG sends an EAP-Response/5G-NAS packet that contains the Access Network parameters (5G-S-TMSI, and Establishment Cause) and a NAS Service Request message (List Of PDU Sessions To Be Activated, security parameters, PDU Session status, Uplink Data Status, 5G-S-TMSI). The Establishment cause provides the reason for requesting a signalling connection with 5GC. In this release of the specification no Selected PLMN parameter is sent by a 5G RG.
4.	The W-AGF shall then forward the Service Request received from the 5G-RG to the selected AMF within an N2 initial UE message (NAS Service Request message, Line-id based User Location Information, Establishment cause, UE context request).
5.	If the Service Request was not sent integrity protected or integrity protection verification failed, the AMF shall initiate NAS authentication/security procedure as defined in step 6 and step 7 in clause 7.2.1.1.
	If the UE in CM-IDLE state triggered the Service Request to establish a signalling connection only, after successful establishment of the signalling connection the UE and the network can exchange NAS signalling and steps 6 and 14 are skipped.
6.	Steps 4-11 in TS 23.502 [3] figure 4.2.3.2-1 are performed for each requested PDU session user plane.
7.	(If the 5G RG was CM-IDLE) AMF sends an N2 Initial Context Setup Request message (N2 SM information received from SMF(s), UE Aggregate MBR, UE Total MBR, GUAMI, Allowed NSSAI, UE security capability, Security Key, Trace Activation, Masked IMEISV).
	If the 5G RG was CM-CONNECTED the AMF sends N2 SM information received from SMF(s).
8.	(If the 5G RG was CM-IDLE) This triggers the W-AGF to send an EAP-Success to 5G-RG, which completes the EAP-5G session. After this step, NAS messages between 5G-RG and W-AGF are transported without EAP-5G using W-CP signalling connection.
9.	[Conditional, if the 5G RG was CM-IDLE] An W-CP signalling connection is established between the 5G-RG and W-AGF.
NOTE 2:	Step 9-11 are defined by BBF/Cablelabs.
Editor's note:	The description below for how W-AGF maps the PDU Session resource management towards 5GC with the PDU Session resource management towards the RG needs to be verified by BBF/Cablelabs. Also, how W-AGF maps the PDU Session N3 tunnel towards 5GC with the PDU Session user plane towards the RG needs to be verified by BBF/Cablelabs.
	Steps 10 and 11 are carried out for each PDU Session indicated in step 7
10.	Based on its own policies and configuration and based on the QoS flows and QoS parameters received in the previous step, the W-AGF shall determine what W-UP resources are needed for the PDU session. 
11.	The W-AGF sets up the W-UP resources for the PDU session. This step is specified by BBF for W-5BGAN and by CableLabs for W-5GCAN. The access dependent W-UP resource setup procedure shall map to the identity of the PDU Session associated with the W-UP resource. 
12.	W-AGF notifies the AMF that the 5G-RG context  was created by sending a N2 Initial Context Setup Response (N2 SM information that provides AN Tunnel Info, List of accepted QoS Flows, List of rejected QoS Flowsper PDU Session ID for PDU Sessions whose UP connections are activated).
13.	AMF sends NAS Service Accept via W-AGF to the 5G-RG.
14.	All steps after step 14 in TS 23.502 [3] figure 4.2.3.2-1 are performed for each requested PDU session user plane.
When the 5G-RG is in CM-CONNECTED state over W-5GAN access and the network receives downlink data for a PDU Session over wireline access that has no user plane connection, the steps 1-4a in TS 23.502 [3], clause 4.2.3.3 (Network Triggered Service Request) shall be performed with the following exceptions:
-	The (R)AN corresponds to an W-AGF.
-	The UE corresponds to the 5G-RG.
-	In step 4a, the steps 7-14 in figure 7.2.2-1 are performed to establish the W-UP resources and to establish N3 tunnel. In step 7, the AMF does not send the NAS Service Accept message to the UE.
[bookmark: _Toc19107141]7.2.2.2	FN-RG Service Request procedure via W-5GAN Access
The Service Request procedure via W-5GAN shall be used by a W-AGF when the CM state in W-AGF for a FN-RG is CM-IDLE over W-5GAN to request the re-establishment of the NAS signalling connection and the re-establishment of the user plane for all or some of the PDU Sessions which are associated to non-3GPP access.
The Service Request procedure via W-5GAN shall be used by a W-AGF when the CM state in W-AGF for a FN-RG is CM-CONNECTED over wireline access to request the re-establishment of the user plane for one or more PDU Sessions which are associated to non-3GPP access.


Figure 7.2.2.2-1: FN-RG Service Request procedure via W-5GAN
1.	If the FN-RG has lost the L2 connection with W-AGF, the FN-RG connects to a W-AGF (W-5GAN) via a layer-2 (L2) connection, based on Wireline AN specific procedure.
2.	If step 1 was done, the FN-RG may be authenticated by the W-5GAN based on Wireline AN specific procedure.
3.	The W-AGF shall then send a Service Request to the selected AMF within an N2 initial UE message (NAS Service Request message, Line-id based User Location Information, Establishment cause, UE context request, Auth_Indicate).
4.	The AMF shall initiate NAS security procedure as defined in step 11 in clause 7.2.1.3.
	If the W-AGF triggered the Service Request to establish a signalling connection only, after successful establishment of the signalling connection the W-AGF and the network can exchange NAS signalling and steps 5 and 10 are skipped.
5.	Steps 4-11 in TS 23.502 [3] figure 4.2.3.2-1 are performed for each requested PDU session user plane.
6.	(If the FN-RG CM state in W-AGF was CM-IDLE) AMF sends an N2 Initial Context Setup Request message (N2 SM information received from SMF(s), UE Aggregate MBR, UE Total MBR, GUAMI, Allowed NSSAI, UE security capability, Security Key, Trace Activation, Masked IMEISV).
	If the FN-RG CM state in W-AGF was CM-CONNECTED the AMF sends N2 SM information received from SMF(s).
	Step 7 is carried out for each PDU Session indicated in step 6.
7.	Based on its own policies and configuration and based on the QoS flows and QoS parameters received in the previous step, the W-AGF shall determine what W-UP resources are needed for the PDU session.
	The W-AGF may perform BBF specific resource reservation with the AN, that is, it sets up the L-W-UP resources for the PDU session. This step is specified by BBF for W-5GBAN and by CableLabs for W-5GCAN.
8.	W-AGF notifies the AMF that the FN-RG context in W-AGF was created by sending a N2 Initial Context Setup Response (N2 SM information that provides AN Tunnel Info, List of accepted QoS Flows, List of rejected QoS Flows per PDU Session ID for PDU Sessions whose UP connections are activated).
9.	AMF sends NAS Service Accept to W-AGF.
10.	All steps after step 14 in TS 23.502 [3] figure 4.2.3.2-1 are performed for each requested PDU session user plane.
When the FN-RG CM state in W-AGF is CM-CONNECTED over W-5GAN access and the network receives downlink data for a PDU Session over wireline access that has no user plane connection, the steps 1-4a in TS 23.502 [3], clause 4.2.3.3 (Network Triggered Service Request) shall be performed with the following exceptions:
-	The (R)AN corresponds to an W-AGF.
-	The UE corresponds to the FN-RG.
-	In step 4a, the steps 6-10 in figure 7.2.2.2-1 are performed to establish the L-W-UP resources and to establish N3 tunnel. In step 6, the AMF does not send the NAS Service Accept message to the UE.

Next Change

9.4	PDU Session related policy information
Editor's note:	This clause includes the delta, if any, to PDU session related policy information defined in TS 23.503 [4] clause 6.4 for 5G-RG & FN-RG.
This clause specifies the delta related to PDU session related policy information defined in TS 23.503 [4] clause 6.4 for 5G-RG and FN-RG.
The PCF provides the PDU Session related policy information to the SMF at establishment of the SM Policy Association for a PDU session. The PCF may subscribe to Access Type and RAT/Technology type change in SMF to update the Authorized Session-AMBR value in the SMF, so that the SMF has the Authorized-AMBR corresponding to the authorized values for each Access Type and RAT/Technology type.
For a MultiAccess PDU session, the PCF may provide an Authorized Session AMBR value to the SMF that takes into account that both accesses are available.

End of changes
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