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Abstract of the contribution: This paper proposes to add a new key issue for FS_eNPN 
1. Discussion
Standalone NPN is separate from PLMN network where it has its own credential, subscription, policy, MM/SM context. It is also important for SNPN to support the IMS and emergency services. However, the SNPN owner may not have its own IMS network due to some reason like a large cost and complexity to deploy an IM CN subsystem and may use MNO’s IMS for IMS and Emergency service support.  
To use MNO’s IMS service e.g. voice and emergency, there are two possible scenarios to realize it: 
Scenario-1 the SNPN UE can connect to PLMN network via SNPN so as to establish a PDU session to IMS 
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For scenario-1, there are some problems that need to be studied:

· How to guarantee a certain traffic for IMS voice and emergency service is allowed to be transmitted to PLMN via SNPN while other traffic is transmitted only in SNPN;
· If and how to perform EPS/RAT fallback and how the UE can return to SNPN when voice/emergency service is finished
Scenario-2: connect the SNPN to MNO’s IMS network directly.
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For scenario-2, there are some problems need to be studied:

· If and how some entities like HSS, PCF can be shared between MNO and NPN owner for IMS service support;
· If and how to perform EPS Fallback for voice or emergency service and how the UE can return to SNPN when voice/emergency service is finished
· If and how the IMS stack will be impacted. 
Note: the IMS stack should be impacted as little as possible. 
2. Change proposal
x.y
Key Issue X: Support for IMS and Emergency services for SNPN
x.y.1
General Description

Standalone NPN is separate from PLMN network where it has its own credential, subscription, policy, MM/SM context. It is also important for SNPN to support the IMS and Emergency services. However, the SNPN owner may not have its own IMS network and may use MNO’s IMS for IMS and Emergency services support.  

By using MNO’s IMS and Emergency services, there are two possible scenarios to realize it: scenario-1 the SNPN UE can connect to PLMN network via SNPN so as to establish a PDU session to IMS; or scenario-2: connect the SNPN to MNO’s IMS network directly.

This Key Issue shall address the following aspects:
For scenario-1, there are some problems that need to be studied:

· How to guarantee a certain traffic for IMS voice and emergency service is allowed to be transmitted to PLMN via SNPN while other traffic is transmitted only in SNPN;
· If and how to perform EPS/RAT fallback and how the UE can return to SNPN when voice/emergency service is finished
For scenario-2, there are some problems need to be studied:

· If and how some entities like HSS, PCF can be shared between MNO and NPN owner for IMS service support;
· If and how to perform EPS Fallback for voice or emergency service and how the UE can return to SNPN when voice/emergency service is finished
· If and how the IMS stack will be impacted. 

Note: the IMS stack should be impacted as little as possible. 
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