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1st CHANGE

[bookmark: _Toc11137258]6.2.19	SCP
The Service Communication Proxy (SCP) includes one or more of the following functionalities to support Indirect Communication (see clause 7.1.1 for details). Some or all of the SCP functionalities may be supported in a single instance of an SCP:
-	Indirect Communication (see clause 7.1.1 for details).
-	Selection and re-selection of a target NF service producer instance
-	Delegated Discovery (see clauses 7.1.1 and 6.3.1 for details).
-	Message forwarding and routing to destination NF/NF service.
-	Communication security (e.g. authorization of the NF Service Consumer to access the NF Service Producer API), load balancing, monitoring, overload control, etc.
-	Optionally interact with other entity, e.g. UDR, to resolve the UDM Group ID/UDR Group ID/AUSF Group ID/PCF Group ID based on UE identity, e.g. SUPI (see clause 6.3.1 for details).
NOTE 1:	Communication security, e.g. authorization of the NF Service Consumer to access the NF Service Producer's API is specified in TS 33.501 [29].
NOTE 2:	Load balancing, monitoring, overload control functionality provided by the SCP is left up to implementation.
The SCP may be deployed in a distributed manner.
NOTE 3:	More than one SCP can be present in the communication path between NF Services.
SCPs can be deployed at PLMN level, shared-slice level and slice-specific level. It is left to operator deployment to ensure that SCPs can communicate with relevant NRFs.

2nd CHANGE

[bookmark: _Toc11137263]6.3.1.0	Principles for Binding, Selection and Reselection
Binding can be used to indicate suitable target NF producer instance(s) for NF service instance selection, reselection and routing of subsequent requests associated with a specific context. This allows the NF producer to indicate that the NF consumer, for a particular context, should be bound to an NF service instance, NF instance, NF service set or NF set depending on local policies and other criteria (e.g. at what point it is in the middle of a certain procedure, considering performance aspects etc).
The NF service producer may provide a binding indication to the NF service consumer as part of the Direct or Indirect Communication procedures, to be used in subsequent related service requests. The level of binding indication provided by the NF service producer to the NF consumer indicates if the producer is either bound to NF service instance, NF instance, NF Service Set or NF set as specified in Table 6.3.1.0-1. The binding indication may include NF Service Set ID, NF Set ID, NF instance ID, or NF service instance ID, for use by the NF consumer or SCP for NF Service Producer (re-)selection. If the resource is created in the NF Service Producer, the NF Service Producer provides resource information which includes the endpoint address of the NF service producer.
NOTE 1:	NF service consumer may also provide a binding indication to the NF service producer for the use of later communications from the contacted NF service producer. See clause 4.17.12.3 of TS 23.502 [x] for more details.

Table 6.3.1.0-1 defines the selection and reselection behaviour of NF services consumers and SCPs depending on the binding indication provided by an NF service producer. The detailed procedures refer to clause 4.17.11 of TS 23.502 [3]
Table 6.3.1.0-1: Binding, selection and reselection
	Level of Binding indication
	The NF Consumer/SCP selects
	The NF Consumer/SCP can reselect e.g. when selected producer is not available
	Values for Binding ID(s) available for selection and re-selection

	NF Service Instance
	The indicated NF Service Instance
	An equivalent NF Service instance:
-	within the NF Service Set (if applicable)
-	within the NF instance
-	within the NF Set (if applicable)
	NF Service Instance ID, NF Service Set ID, NF Instance ID, NF Set ID

	NF Service Set
	Any NF Service instance within the indicated NF Service Set
	Any NF Service instance within an equivalent NF Service Set within the NF Set (if applicable)
(Note 2)

	NF Service Set ID, NF Instance ID, NF Set ID

	NF Instance
	Any equivalent NF Service instance within the NF instance.
	Any equivalent NF Service instance within a different NF instance within the NF Set (if applicable)
	NF Instance ID, NF Set ID

	NF Set
	Any equivalent NF Service instance within the indicated NF Set
	Any equivalent NF Service instance within the NF Set
	NF Set ID

	NOTE 1:	if binding indication is not available, the NF Consumer/SCP routes the service request to the target based on routing information available.
NOTE 2:	NF Service Sets in different NFs are considered equivalent if they include same type and variant (e.g. identical NF Service Set ID) of NF Services.



The requester NF or SCP may subscribe to receive notifications from the NRF of a newly updated NF profile of an NF (e.g. NF service instances taken in or out of service), or newly registered de-registered NF instances. The NF/NF service status subscribe/notify procedure is defined in TS 23.502 [3], clauses 4.17.7 and 4.17.8.
For NF and NF service discovery across PLMNs, the NRF in the local PLMN interacts with the NRF in the remote PLMN to retrieve the NF profile(s) of the NF instance(s) in the remote PLMN that matches the discovery criteria. The NRF in the local PLMN reaches the NRF in the remote PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF. The NF/NF service discovery procedure across PLMNs is specified in clause 4.17.5 of TS 23.502 [3].
NOTE:	See TS 29.510 [58] for details on using the target PLMN ID specific query to reach the NRF in the remote PLMN.
For topology hiding, see clause 6.2.17.

END OF CHANGES


