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	Reason for change:
	1) How the SMF adds an additional access tunnel information over N4 is not clear.
2) For the MPTCP proxy in the UPF, it shall use the IP address allocated for the MA PDU session to establish the TCP connection with the External Server. Additionally, the UE will send the external IP address and port number to the MPTCP proxy as defined by the Transport Converter protocol.
3) Clarify that the MPTCP functionality or ATSSS-LL functionality is enabled for a MA PDU session in UPF by the Steering Functionality received in the MAR. 

	
	

	Summary of change:
	1) Clarify that the SMF may add an additional access tunnel information during an N4 Session Modification procedure by updating MAR.
2) Details the MPTCP proxy functionality in UPF.
3) Clarify the MPTCP and ATSSS-LL functionality enabled in UPF.
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* * * * Begin of Change * * * *
[bookmark: _Toc4683598][bookmark: _Toc532891725][bookmark: _Toc524945831][bookmark: _Toc524945968][bookmark: _Toc524946330]5.8.2.11.1	General
These parameters are used by SMF to control the functionality of the UPF as well as to inform SMF about events occurring at the UPF.
The N4 session management procedures defined in clause 4.4.1 of TS 23.502 [3] will use the relevant parameters in the same way for all N4 reference points: the N4 Session Establishment procedure as well as the N4 Session Modification procedure provide the control parameters to the UPF, the N4 Session Release procedure removes all control parameters related to an N4 session, and the N4 Session Level Reporting procedure informs the SMF about events related to the PDU Session that are detected by the UPF.
The parameters over N4 reference point provided from SMF to UPF comprises an N4 Session ID and may also contain:
-	Packet Detection Rules (PDR) that contain information to classify traffic (PDU(s)) arriving at the UPF;
-	Forwarding Action Rules (FAR) that contain information on whether forwarding, dropping or buffering is to be applied to a traffic identified by PDR(s);
-	Multi-Access Rules (MAR) that contain information on how to handle ATSSS for a MA PDU Session;
-	Usage Reporting Rules (URR) contains information that defines how traffic identified by PDR(s) shall be accounted as well as how a certain measurement shall be reported;
-	QoS Enforcement Rules (QER), that contain information related to QoS enforcement of traffic identified by PDR(s);
-	Trace Requirements.
The N4 Session ID is assigned by the SMF and uniquely identifies an N4 session.
If the UPF indicated support of Trace, the SMF may activate a trace session during a N4 Session Establishment or a N4 Session Modification procedure. In that case it provides Trace Requirements to the UPF. The SMF may deactivate an on-going trace session using a N4 Session Modification procedure. There shall be at most one trace session activated per N4 Session at a time. 
For the MA PDU Session, the SMF may add an additional access tunnel information during an N4 Session Modification procedure by updating MAR with addition of an FAR ID which refers to an FAR containing the additional access tunnel information for the MA PDU session for traffic steering in the UPF.
* * * * Next Change * * * *
[bookmark: _Toc4683843]5.32.6.2.1	MPTCP Functionality
As mentioned in the previous clause, the MPTCP functionality in the UE applies the MPTCP protocol [81] and the provisioned ATSSS rules for performing access traffic steering, switching and splitting. The MPTCP functionality in the UE may communicate with the MPTCP Proxy functionality in the UPF using the user plane of the 3GPP access, or the non-3GPP access, or both.
The MPTCP functionality is enabled in the UE when the UE requests a MA PDU Session and it provides an "MPTCP capability" in the MA PDU Session Establishment Request message.
If the network agrees to enable the MPTCP functionality for the MA PDU Session then:
[bookmark: _GoBack]i)	An associated MPTCP Proxy functionality is enabled in the UPF for the MA PDU Session by MPTCP functionality indication received in the Multi-Access Rules (MAR) if the UE provides an "MPTCP capability" in the MA PDU Session Establishment Request message.
ii)	The network allocates to UE one IP address/prefix for the MA PDU Session and two additional IP addresses/prefixes, called "link-specific multipath" addresses; one associated with 3GPP access and another associated with the non-3GPP access. These two IP addresses are used only by the MPTCP functionality in the UE. Each "link-specific multipath" address assigned to UE may not be routable via N6. The MPTCP functionality in the UE shall use the "link-specific multipath" addresses to establish subflows over non-3GPP access and over 3GPP access and MPTCP Proxy functionality shall use the IP address/prefix of the MA PDU session for the communication with the final destination. In Figure 5.32.6-1, the IP@3 corresponds to the IP address of the MA PDU Session and the IP@1 and IP@2 correspond to the "link-specific multipath" IP addresses.
iii)	The network shall send MPTCP proxy information to UE, i.e. the IP address(es), a port number and the type of the MPTCP proxy. The following type of MPTCP proxy shall be supported in this release:
-	Type 1: Transport Converter, as defined in draft-ietf-tcpm-converters-05 [82].
	The UE shall support the client extensions specified in draft-ietf-tcpm-converters-05 [82].
iv)	The network may indicate to UE the list of applications for which the MPTCP functionality should be applied. This is achieved by using the Steering Function component of an ATSSS rule (see TS 23.503 [45]).

* * * * Next Change * * * *
[bookmark: _Toc4683845]5.32.6.3.1	ATSSS-LL Functionality
The ATSSS-LL functionality in the UE does not apply a specific protocol. It is a data switching function, which decides how to steer, switch and split the uplink traffic across 3GPP and non-3GPP accesses, based on the provisioned ATSSS rules and local conditions (e.g. signal loss conditions). The ATSSS-LL functionality in the UE may be applied to steer, switch and split all types of traffic, including TCP traffic, UDP traffic, Ethernet traffic, etc.
The ATSSS-LL functionality is enabled in the UE when the UE requests a MA PDU Session and it provides an "ATSSS-LL capability" in the MA PDU Session Establishment Request message.
The UPF shall also support the ATSSS-LL functionality defined for the UE. The ATSSS-LL functionality in the UPF is enabled for a MA PDU Session by ATSSS-LL functionality indication received in the Multi-Access Rules (MAR)  when the UE provides an "ATSSS-LL capability" in the MA PDU Session Establishment Request message.

* * * * End of Change * * * *
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